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Discussion and Decision

Introduction

This document proposes to add PCC procedures definition into the Gx specification. The proposed text is based on the Rel-6 Gx specification with some terminology modifications and additional description of PCC rule provisioning. Furthermore it is proposed to add “Authorized QoS” into the IP-CAN bearer attributes as specified in TS 23.203. Bearer termination procedure is also proposed to be added as they are now specified in TS 23.203.
Proposal

Following additions are proposed to the TS 29.212:
4.5
PCC procedures over Gx reference point
4.5.1
Request for PCC rules

The PCEF shall indicate, via the Gx reference point, a request for PCC rules in the following instances.

1)
At IP-CAN session establishment:


The PCEF shall send a CC-Request with CC-Request-Type AVP set to the value “INITIAL_REQUEST”. The PCEF shall supply user identification and other attributes to allow the PCRF to identify the charging rules to be applied. The other attributes shall include the type of the radio access technology (e.g UTRAN, GERAN, WLAN) and the UE IP address. For GPRS, information about the user equipment (e.g. IMEISV), QoS negotiated, SGSN Address, SGSN country and network codes, APN, TFT and indication if the bearer is used as IMS signalling PDP context shall be provided.

2)
At IP-CAN session modification if an Event trigger is met:
IP-CAN session modification with PCEF-requested rules can occur in the following cases: 

· For GPRS, when a new PDP Context is being initiated in an already existing PDP Session.

· For GPRS, when a PDP contex is being modified or terminated.

The PCEF shall send a CC-Request with CC-Request-Type AVP set to the value “UPDATE_REQUEST”. The PCEF shall supply those attributes that have changed within the PCC rule request. The bearer attributes that have been modified since the last request are required items. 
Editor’s note: Cases to IP-CAN sessions different from GPRS are still to be idenfied


NOTE:
For GPRS the same procedures are applied to both primary and secondary PDP context establishments.

4.5.2
Provisioning of PCC rules

The PCRF shall indicate, via the Gx reference point, PCC rules to be applied at the PCEF. This may be:

-
in response to a request for PCC rules., i.e. to a request made as described in the preceding section; or

-
unsolicited by the PCEF, e.g. in response to information provided to the PCRF via the Rx reference point, or in response to an internal trigger within the PCRF.

For each request from the PCEF and upon the unsolicited provision the PCRF shall provision zero or more PCC rules for an IP CAN bearer. The PCRF may perform an operation on a single PCC rule by one of the following means:

-
Reference to a PCC rule predefined at the PCEF and the required action, i.e. activation or deactivation of PCC rule
-
Reference to a PCC rule previously provided by the PCRF to the PCEF and the required action and possibly modified information, e.g. modification or removal of PCC rule
-
Complete PCC rule definition and the required action, i.e. installation of a rule

As an alternative to providing a single PCC rule, the PCRF may provide a reference to a group of PCC rules predefined at the PCEF and the required action, i.e. activation or deactivation of the group.

The PCRF may combine multiple of the above PCC rule operations in a single command.

To activate a predefined PCC rule for an IP CAN bearer at the PCEF, the rule name within a Charging-Rule-Name AVP shall be supplied within a Charging-Rule-Install AVP as a reference to the predefined rule. To activate a group of predefined PCC rules for an IP CAN bearer within the PCEF (e.g. gold users or gaming services) the PCC rule base name within a Charging-Rule-Base-Name AVP shall be supplied within a Charging-Rule-Install AVP as a reference to the group of predefined PCC rules. 
To install or modify a PCRF defined PCC rule for an IP CAN bearer, the Charging-Rule-Definition AVP shall be used. If a PCC rule with the same rule name, as supplied in the Charging-Rule-Name AVPwithin the Charging-Rule-Definition AVP, already exists at the PCEF, the new PCC rule shall update the currently installed rule. If the existing PCC rule already has attributes also included in the new PCC rule definition, the existing attributes shall be overwritten. Any attribute in the existing PCC rule not included in the new PCC rule definition shall remain valid. 
For deactivating single predefined or removing PCRF-provided PCC rules from an IP CAN bearer, the Charging-Rule-Name AVP shall be supplied within a Charging-Rule-Remove AVP. For deactivating a group of predefined PCC rules from an IP CAN bearer, the Charging-Rule-Base-Name AVP shall be supplied within a Charging-Rule-Remove AVP.

4.5.2.1
Selecting a PCC rule for Uplink IP packets
If PCC is enabled, the PCEF shall select the applicable PCC rule for each received uplink IP packet within an IP CAN bearer (for GPRS, PDP context) by evaluating the packet against service data flow filters of PCRF-provided or predefined active PCC rules of this IP CAN bearer in the order of the precedence of the PCC rules. When a packet matches a service data flow filter, the packet matching process for that packet is completed, and the PCC rule for that filter shall be applied. Uplink IP packets which do not match any PCC rule of the corresponding IP CAN bearer shall be silently discarded.
4.5.2.2
Selecting a PCC rule and IP CAN Bearer for Downlink IP packets
If PCC is enabled, the PCEF shall select a PCC rule for each received downlink IP packet within an IP CAN session (for GPRS, PDP session) by evaluating the packet against service data flow filters of PCRF-provided or predefined active PCC rules of all IP CAN bearers of the IP CAN session in the order of the precedence of the PCC rules. When a packet matches a service data flow filter, the packet matching process for that packet is completed, and the PCC rule for that filter shall be applied. The Downlink IP Packet shall be transported within the IP CAN bearer of the selected PCC rule. Downlink IP packets which do not match any PCC rule of the IP CAN session shall be silently discarded. For GPRS, TFT filters shall not be applied to assign downlink IP packets to PDP contexts is PCC is enabled for an APN.
4.5.2.3
Gate function

The Gate Function represents a user plane function enabling or disabling the forwarding of service flow packets. A gate is described within a PCC rule. If the PCC rule contains Flow-Description AVP(s) applicable for uplink IP flows, it shall describe a gate for the corresponding uplink IP flows. If the PCC rule contains Flow-Description AVP(s) applicable for downlink IP flows, it shall describe a gate for the corresponding downlink IP flows. The Flow Status AVP of the PCC rule shall describe if the possible uplink and possible downlink gate is opened or closed.

The commands to open or close the gate shall lead to the enabling or disabling of the passage for corresponding IP packets. If the gate is closed all packets of the related IP flows shall be dropped. If the gate is opened the packets of the related IP flows are allowed to be forwarded.

4.5.2.1
Policy enforcement for "Authorized QoS" per PCC Rule
The PCRF may provide authorized QoS for a PCC rule to the PCEF. The Provisioning of authorized QoS per PCC Rule shall be performed using the PCC rule provisioning procedure. For a PCRF-provided PCC rule, the “Authorized QoS” shall be encoded using an Authorized-QoS AVP within the Charging-Rule-Definition AVP of the PCC rule. If “Authorized QoS” is provided for a PCC rule, the PCEF shall enforce the corresponding policy. 

Editor´s Note: Policy enforcement procedures for "Authorized QoS" per PCC Rule requires stage 2 clarification and is ffs. Possible procedures include Packet scheduling, Diffserv Code Point Marking , and Packet discarding.

Editor´s Note: Interactions betweeb Policy enforcement procedures for "Authorized QoS" per PCC Rule and per IP CAN bearer are ffs. 

4.5.3
Provisioning of Event Triggers

The PCRF may provide event triggers within a Event-Trigger AVP to the PCEF using the PCC rule provision procedure. Event triggers may be used to determine which IP-CAN bearer modification or specific event causes the PCEF to re-request PCC rules. Event triggers apply for an IP CAN bearer and may be provided in combination with  the initial or subsequent PCC rule provisioning.

4.5.4
Provisioning of Charging Addresses

In combination with  the initial PCC rule provisioning only, the PCRF may provide OFCS and/or OCS addresses within a Charging-Information AVP to the PCEF defining the offline and online charging system addresses respectively. These shall overwrite any predefined addresses at the PCEF. Both primary and secondary addresses for OFCS and/or OCS shall be provided simultaneously. Provisioning OFCS or OCS addresses without PCC rules for offline or online charged service data flows, respectively, shall not be considered as an error since such PCC rules may be provided in later provisioning.
4.5.5
Provision of Authorized QoS

The PCRF may provide authorized QoS to the PCEF. The authorized QoS may be per IP CAN bearer and/or by PCC rule. The Provisioning of authorized QoS per PCC Rule shall be performed using the PCC rule provisioning procedure and is further desribed in Clause 4.5.2. The Provisioning of authorized QoS per IP CAN Bearer may be performed separate or in combination with the the PCC rule provisioning procedure. The authorized QoS per IP CAN Bearer shall be provisioned within a CCA or RAR Diameter message as Authorized-QoS AVP outside a Charging-Rule-Definition AVP. The authorized QoS per IP CAN Bearer provides an upper bound on the resources that can be reserved or allocated for the IP-CAN bearer.
4.5.51
GPRS Policy enforcement for "Authorized QoS" per IP CAN Bearer 

The GGSN is responsible for the policy based authorisation, i.e. to ensure that the requested QoS is in-line with the "Authorized QoS" per IP CAN Bearer.

The GGSN needs the "Authorised QoS" information of the PDP context for the uplink as well as for the downlink direction. The Authorized bandwidth is supplied seperately for Uplink and Downlink direction and limits the total bandwidth that may be used by all uplink or downlink IP flows within the PDP context. The QoS Class in the "Authorised QoS" information shall be applicable for for uplink and downlink IP flows within the PDP context.

The GGSN shall perform the mapping between the IP QoS information and the UMTS QoS information. This mapping is performed by the Translation/mapping function which maps the "Authorised QoS" information for the PDP context into authorised UMTS QoS information.

The GGSN shall derive the highest allowed UMTS Traffic class for the PDP context from the QoS class in the "Authorized QoS" AVP according to table 4.5.3.3.1.

Table 4.5.3.3.1

	QoS class
	UMTS Traffic Class
	Traffic Handling Priority

	A
	Conversational
	N/A

	B
	Streaming
	N/A

	C
	Interactive
	1

	D
	
	2

	E
	
	3

	F
	Background
	N/A

	NOTE:
QoS class represents the highest class that can be used for the bearer.


In the case of real-time UMTS bearers (conversational and streaming traffic classes), the GGSN shall consider, the Data rate value of the "Authorized QoS" information as the maximum value of the 'Guaranteed bitrate' UMTS QoS parameter, whereas the 'Maximum bitrate' UMTS QoS parameter is limited by the subscriber and service specific setting in the HLR/HSS (SGSN) and by the capacity/capabilities/service configuration of the network (GGSN, SGSN). In the case of non-real-time bearers (interactive and background traffic classes) the GGSN shall consider, the Data rate value of the "Authorized QoS" information as the maximum value of the 'Maximum bitrate' UMTS QoS parameter.

The UMTS BS Manager receives the authorised UMTS QoS information for the PDP context from the Translation/mapping function. If the requested QoS exceeds the authorised QoS, the UMTS BS Manager shall downgrade the requested UMTS QoS information to the authorised UMTS QoS information.

The GGSN may store the authorized QoS for the binding information of an active PDP context in order to be able to make local decisions, when the UE requests for a PDP context modification.

Editor´s Note: Policy enforcement for "Authorized QoS" per IP CAN Bearer for non-GPRS IP CAN bearers is ffs.
4.5.6
Indication of IP-CAN Session and IP-CAN Bearer Termination

Editor’s note: The exact procedures how to indicate IP-CAN bearer termination and IP-CAN session termination is FFS.

