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1 Introduction

In the origin, Gx interface was intended to be DCC Application as defined in IETF, i.e. re-use the DCCA application id. Looking in the IETF draft for DCCA, we see that (for the exchange of capabilities) in the CCR/CCA only the Auth-Application-Id AVP appears and not the Vendor-Specific-Application-Id AVP as defined in Diameter BASE (grouped AVP containing Vendor-id AVP and Auth-Application-Id AVP).

And this is the way it is actually done in Gx: aligned with IETF DCCA and only including {Auth-Application-Id }
However having a closer look at this, the reason why this is so in IETF is because they only need to publish their own new applications without referring to vendor-id (they don't have vendor id, other 3rd parties such as 3GPP need to express the vendor id). 

So after 3GPP finally decided that Gx was different enough to have its own application-id, we should have probably introduced the vendor-specific-application-id, so both the vendor-id (10415) and the Gx application id are mentioned together under this grouped AVP.

In fact TS 29.210, in clause 6 it says

"Gx Messages are carried within the Diameter Application(s) described in the sub-clauses below. These Applications are defined as vendor specific Diameter applications, where the vendor is 3GPP. The vendor identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.”

In Section 6 of TS 29.210, it states 

"The TFP and the CRF shall advertise the support of the 3GPP vendor specific Diameter Application for the Gx Application and/or the Gx over Gy Application by including the value of the appropriate application identifier(s) in the Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands."

We don't have placeholders (i.e. AVPs) for the vendor-id=10415.

The study of this problem has been centred in Gx interface, however other interfaces under CT3 control may suffer the same problem.

2 Discussion

CT3 should look for the more suitable solution for Gx (and other interfaces such as Gq, Rx, Gmb) bearing in mind that R6 is frozen. This means that the solution should aim for the minimum possible modifications to the TSs. 

There are some starting points to be agreed before going into the detailed solutions:

- It is proposed not to create a new command, and re-work the current ones.
- At CER/CEA level, we are going to use the Vendor-Specific-Application-Id AVP (This should be straight forward from the IETF rules and from the text in clause 6 mentioned before, however we suggest to be more explicit in the text in this respect). 
After those basic 2 points, now CCR/CCA, and RAR need to be corrected in Gx. This is the list of possible solutions identified:
Solution 1

A) remove {Auth-Application-Id} from command level in CCR, CCA.
B) introduce [Vendor-Specific-Application-Id] in CCR, CCA, which will contain the vendor-id and the Auth-Application-Id AVP as defined in RFC 3588.
Solution 2

A) keep {Auth-Application-Id} and fill it with some dummy value

B) introduce [vendor-specific-Application-id] with the correct value
Solution 3

A) keep {Auth-Application-Id} to include directly the Vendor Application in it. 

3 Proposal
It is proposed to agree the basic 2 points above as working principle, and then discuss and choose between those 3 solutions or any other that may appear during the discussion.
