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	Other comments:
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…
Proposed changes:
*** 1st Change ***
6.4.2.2
Type TrafficInfluData

Table 6.4.2.2-1: Definition of type TrafficInfluData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	upPathChgNotifCorreId
	string
	C
	0..1
	Contains the Notification Correlation Id allocated by the NEF for the UP path change notification. It shall be included when the NEF requests the UP path change notification.
	

	appReloInd
	boolean
	O
	0..1
	Identifies whether an application can be relocated once a location of the application has been selected.
	

	afAppId
	string
	O
	0..1
	Identifies an application.

(NOTE 1)
	

	dnn
	Dnn
	O
	0..1
	Identifies a DNN
	

	ethTrafficFilters
	array(EthFlowDescription)
	O
	1..N
	Identifies Ethernet packet filters.

(NOTE 1)
	

	snssai
	Snssai
	O
	0..1
	The identification of slice.
	

	interGroupId
	string
	O
	0..1
	Identifies a group of users. (NOTE 2)
	

	supi
	Supi
	O
	0..1
	Identifies a user. (NOTE 2)
	

	trafficFilters
	array(FlowInfo)
	O
	1..N
	Identifies IP packet filters.

(NOTE 1)
	

	trafficRoutes
	array(RouteToLocation)
	M
	1..N
	Identifies the N6 traffic routing requirement.
	

	validStartTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are start to be applicable.
	

	validEndTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are not applicable.
	

	nwAreaInfo
	NetworkAreaInfo
	O
	0..1
	Identifies a network area information that the request applies only to the traffic of UE(s) located in this specific zone.
	

	upPathChgNotifUri
	Uri
	C
	0..1
	Contains the URI where the NEF receives the UP path change notification. It shall be included when the NEF requests the UP path change notification.
	

	addrPreserInd
	boolean
	O
	0..1
	Indicates UE IP address should be preserved.
This attribute shall set to "true" if preserved, otherwise, set to "false".
Default value is false if omitted.
	AddrPreservation

	NOTE 1:
One of "afAppId", "trafficFilters" or "ethTrafficFilters" shall be included.

NOTE 2:
Either "supi" or "interGroupId" shall be included.


Editor’s Note:
It’s FFS that whether the AddrPreservation can be merged with other Rel-16 feature.
*** Next Change ***
6.4.2.3
Type TrafficInfluDataPatch

Table 6.4.2.3-1: Definition of type TrafficInfluDataPatch

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	upPathChgNotifCorreId
	string
	O
	0..1
	Contains the Notification Correlation Id allocated by the NEF for the UP path change notification.
	

	appReloInd
	boolean
	O
	0..1
	Identifies whether an application can be relocated once a location of the application has been selected.
	

	dnn
	Dnn
	O
	0..1
	Identifies a DNN.
	

	snssai
	Snssai
	O
	0..1
	The identification of slice
	

	internalGroupId
	string
	O
	0..1
	Identifies a group of users. 
	

	ethTrafficFilters
	array(EthFlowDescription)
	O
	1..N
	Identifies Ethernet packet filters.
	

	supi
	Supi
	O
	0..1
	Identifies a user. 
	

	trafficFilters
	array(FlowInfo)
	O
	1..N
	Identifies IP packet filters
	

	trafficRoutes
	array(RouteToLocation)
	O
	1..N
	Identifies the N6 traffic routing requirement.
	

	validStartTime
	DateTime
	O
	0..1
	Identifies when the traffic routings start to be applicable.
	

	validEndTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are not applicable.
	

	nwAreaInfo
	NetworkAreaInfo
	O
	0..1
	Identifies a network area information that the request applies only to the traffic of UE(s) located in this specific zone.
	

	upPathChgNotifUri
	Uri
	O
	0..1
	Contains the URI where the NEF receives the UP path change notification. 
	

	addrPreserInd
	boolean
	O
	0..1
	Indicates UE IP address should be preserved.
This attribute shall set to "true" if preserved, otherwise, set to "false".
	AddrPreservation


*** Next Change ***
A.3
Nudr_DataRepository API for Application Data

For the purpose of referencing entities in the Open API file defined in this Annex, it shall be assumed that this Open API file is contained in a physical file named "TS29519_Application_Data.yaml".

openapi: 3.0.0

info:

  version: "-"

  title: 'Unified Data Repository Service API file for Application Data'

  description: 'The API version is defined in 3GPP TS 29.504'

externalDocs:

  description: 3GPP TS 29.519 V15.3.0; 5G System; Usage of the Unified Data Repository Service for Policy Data, Application Data and Structured Data for Exposure.

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.519/'

(… text not shown for clarity …)

components:

  schemas:

    TrafficInfluData:

      type: object

      properties:

        upPathChgNotifCorreId:

          type: string

          description: Contains the Notification Correlation Id allocated by the NEF for the UP path change notification.

        appReloInd:

          type: boolean

          description: Identifies whether an application can be relocated once a location of the application has been selected.

        afAppId:

          type: string

          description: Identifies an application.

        dnn:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'

        ethTrafficFilters:

          type: array

          items:

            $ref: 'TS29514_Npcf_PolicyAuthorization.yaml#/components/schemas/EthFlowDescription'

          minItems: 1

          description: Identifies Ethernet packet filters. Either "trafficFilters" or "ethTrafficFilters" shall be included if applicable.

        snssai:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

        interGroupId:

          type: string

          description: Identifies a group of users. 

        supi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'

        trafficFilters:

          type: array

          items:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/FlowInfo'

          minItems: 1

          description: Identifies IP packet filters. Either "trafficFilters" or "ethTrafficFilters" shall be included if applicable.

        trafficRoutes:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/RouteToLocation'

          minItems: 1

          description: Identifies the N6 traffic routing requirement.

        validStartTime:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'

        validEndTime:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'

        nwAreaInfo:

          $ref: 'TS29554_Npcf_BDTPolicyControl.yaml#/components/schemas/NetworkAreaInfo'

        upPathChgNotifUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        addrPreserInd:

          type: boolean

      required:

        - trafficRoutes

      allOf:

        - oneOf:

          - required: [afAppId]

          - required: [trafficFilters]

          - required: [ethTrafficFilters]

        - oneOf:

          - required: [supi]

          - required: [interGroupId]

    TrafficInfluDataPatch:

      type: object

      properties:

        upPathChgNotifCorreId:

          type: string

          description: Contains the Notification Correlation Id allocated by the NEF for the UP path change notification.

        appReloInd:

          type: boolean

          description: Identifies whether an application can be relocated once a location of the application has been selected.

        dnn:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'

        ethTrafficFilters:

          type: array

          items:

            $ref: 'TS29514_Npcf_PolicyAuthorization.yaml#/components/schemas/EthFlowDescription'

          minItems: 1

          description: Identifies Ethernet packet filters. Either "trafficFilters" or "ethTrafficFilters" shall be included if applicable.

        snssai:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

        internalGroupId:

          type: string

          description: Identifies a group of users. 

        supi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'

        trafficFilters:

          type: array

          items:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/FlowInfo'

          minItems: 1

          description: Identifies IP packet filters. Either "trafficFilters" or "ethTrafficFilters" shall be included if applicable.

        trafficRoutes:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/RouteToLocation'

          minItems: 1

          description: Identifies the N6 traffic routing requirement.

        validStartTime:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'

        validEndTime:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'

        nwAreaInfo:

          $ref: 'TS29554_Npcf_BDTPolicyControl.yaml#/components/schemas/NetworkAreaInfo'

        upPathChgNotifUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        addrPreserInd:

          type: boolean
          nullable: true

(… text not shown for clarity …)

*** End of Changes ***

