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*** 1st Change ***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.502: "Procedures for the 5G system".
[3]
3GPP TS 23.501: "System Architecture for the 5G".
[4]
3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".
[5]
Open API Initiative, "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.

[6]
3GPP TS 33.501: "Security architecture and procedures for 5G System".

[7]
3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[8]
3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[9]
3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".
[10]
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[11]
3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs; Stage 2".

[12]
3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; Stage 3".

[13]
IETF RFC 6749: "The OAuth 2.0 Authorization Framework".

[14]
3GPP TS 33.122: "Security Aspects of Common API Framework for 3GPP Northbound APIs".

[15]
Void.
[16]
IETF RFC 5246: "The Transport Layer Security (TLS) Protocol Version 1.2".
[aa]
3GPP TS 29.504: "5G System; Unified Data Repository Services; Stage 3".
*** Next Change ***
4.4.7.2
AF request identified by UE address 
Upon receipt of the above AF request which is for an individual UE identified by IP or Ethernet address, the NEF may interact with the BSF to retrieve the related PCF information by invoking the Nbsf_Management_Discovery service operation as described in 3GPP TS 29.521 [9], if the NEF receives an error code from the BSF, the NEF shall not create, update or delete the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error.

After receiving a successful response from the BSF, the NEF shall interact with the PCF by invoking the Npcf_PolicyAuthorization service as described in 3GPP TS 29.514 [7]. After receiving a successful response from the PCF, the NEF shall,
-
for the HTTP POST request, create a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this traffic influence subscription. 

-
for the HTTP PUT or PATCH request, update a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 200 OK status code.
-
for the HTTP DELETE request, remove all properties of the resource and delete the corresponding active resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, then shall responds to the AF with a 204 No Content status code.
If the NEF receives a response with an error code from the PCF, the NEF shall not create, update or delete the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error.
*** Next Change ***
4.4.7.3
AF request not identified by UE address
 For AF request not identified by UE address, it may target an individual UE, a group of UEs or any UE. For an individual UE identified by GPSI, or a group of UEs identified by External Group Identifier, the NEF shall interact with the UDM by invoking the Nudm_SubscriberDataManagement service as described in 3GPP TS 29.503 [xx] to retrieve the SUPI or Internal Group Identifier.
The NEF may interact with the UDR by invoking the Nudr_DataRepository service as described in 3GPP TS 29.504 [aa], if the NEF receives an error code from the UDR, the NEF shall not create, update or delete the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error.

After receiving a successful response from the UDR, the NEF shall,
-
for the HTTP POST request, create a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this traffic influence subscription. 

-
for the HTTP PUT or PATCH request, update a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 200 OK status code.
-
for the HTTP DELETE request, delete the corresponding active resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 204 No Content status code.

*** Next Change ***
5.4.3.2
Reused data types

The data types reused by the TrafficInfluence API from other specifications are listed in table 5.4.3.2-1. 

Table 5.4.3.2-1: Re-used Data Types

	Data type
	Reference
	Comments

	Dnai
	3GPP TS 29.571 [8]
	Identifies a DNAI.

	DnaiChangeType
	3GPP TS 29.571 [8]
	Describes the types of DNAI change.

	Dnn
	3GPP TS 29.571 [8]
	Identifies a DNN.

	EthFlowDescription
	3GPP TS 29.514 [7]
	Contains the Ethernet data flow information.

	
	
	

	ExternalGroupId
	3GPP TS 29.122 [4]
	External Group Identifier for a user group.

	FlowInfo
	3GPP TS 29.122 [4]
	Contains the IP data flow information.

	Gpsi
	3GPP TS 29.571 [8]
	Identifies a GPSI.

	Ipv4Addr
	3GPP TS 29.122 [4]
	Identifies an IPv4 address.

	Ipv6Addr
	3GPP TS 29.122 [4]
	Identifies an IPv6 address.

	Ipv6Prefix
	3GPP TS 29.571 [8]
	Identifies an IPv6 Prefix.

	Link
	3GPP TS 29.122 [4]
	Identifies a referenced resource.

	MacAddr48
	3GPP TS 29.571 [8]
	Identifies a MAC address.

	Port
	3GPP TS 29.122 [4]
	Identifies a port number.

	RouteToLocation
	3GPP TS 29.571 [8]
	Describes the traffic routes to the locations of the application.

	Snssai
	3GPP TS 29.571 [8]
	Identifies the S-NSSAI.

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of the optional features defined in table 5.4.4-1.

	TemporalValidity
	3GPP TS 29.514 [7]
	Indicates the time interval(s) during which the AF request is to be applied

	WebsockNotifConfig
	3GPP TS 29.122 [4]
	Contains the configuration parameters to set up notification delivery over Websocket protocol.


*** End of Changes ***

