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*** 1st Change ***

5
Naf_EventExposure Service API

5.1
Introduction

The Naf_EventExposure Service shall use the Naf_EventExposure API.

The request URI used in HTTP request from the NF service consumer towards the AF shall have the structure defined in subclause 4.4.1 of TS 29.501 [6], i.e.:

{apiRoot}/{apiName}/{apiVersion}/{apiSpecificResourceUriPart}

with the following components:

-
The {apiRoot} shall be set as described in TS 29.501 [6].

-
The {apiName} shall be "naf-eventexposure".

-
The {apiVersion} shall be "v1".

-
The {apiSpecificResourceUriPart} shall be set as described in subclause 5.3.
5.2
Usage of HTTP

5.2.1
General

HTTP/2, IETF RFC 7540 [7], shall be used as specified in subclause 5.2 of TS 29.500 [5].

HTTP/2 shall be transported as specified in subclause 5.3 of TS 29.500 [5].

The OpenAPI [8] specification of HTTP messages and content bodies for the Naf_EventExposure is contained in Annex A.

5.2.2
HTTP standard headers

5.2.2.1
General

See subclause 5.2.2 of TS 29.500 [5] for the usage of HTTP standard headers.

5.2.2.2
Content type

JSON, IETF RFC 8259 [9], shall be used as content type of the HTTP bodies specified in the present specification as specified in subclause 5.4 of TS 29.500 [5]. The use of the JSON format shall be signalled by the content type "application/json".
"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [10].
5.2.3
HTTP custom headers

5.2.3.1
General

The mandatory HTTP custom header fields specified in subclause 5.2.3.2 of TS 29.500 [5] shall be applicable.

In this Release of the specification, no specific custom headers are defined for the Naf_EventExposure API.
*** Next Change ***

5.3
Resources

5.3.1
Resource Structure
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Figure 5.3.1-1: Resource URI structure of the Naf_EventExposure API

Table 5.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 5.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Application Event Subscriptions
	{apiRoot}/
naf-eventexposure/
v1/subscriptions
	POST
	Subscription to the notification of application events and creation of an Individual Application Event Subscription resource.

	Individual Application Event Subscription
	{apiRoot}/
naf-eventexposure/
v1/subscriptions/{subscriptionId}
	GET
	Reads an Individual Application Event Subscription resource.

	
	
	PUT
	Modifies an Individual Application Event Subscription.

	
	
	DELETE
	Cancels an individual subscription to notifications of apllication event.


*** Next Change ***

5.3.2
Resource: Application Event Subscriptions

5.3.2.1
Description
The Application Event Subscriptions resource represents all subscriptions of the Naf_EventExposure service at a given AF.

5.3.2.2
Resource definition

Resource URI: {apiRoot}/naf-eventexposure/v1/subscriptions/
This resource shall support the resource URI variables defined in table 5.3.2.2-1.

Table 5.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 5.1


5.3.2.3
Resource Standard Methods

5.3.2.3.1
POST
This method shall support the URI query parameters specified in table 5.3.2.3.1-1.

Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	


This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and response codes specified in table 5.3.2.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	AfEventExposureSubsc
	M
	1
	Contains the information required for the creation of a new individual application event subscription.


Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	AfEventExposureSubsc 
	M
	1
	201 Created
	Contains the representation of the Individual Application Event Subscription resource.

	NOTE:
The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.


*** Next Change ***

5.3.3
Resource: Individual Application Event Subscription

5.3.3.1
Description

The Individual Application Event Subscription resource represents a single subscription of the Naf_EventExposure service at a given AF.

5.3.3.2
Resource definition

Resource URI: {apiRoot}/naf-eventexposure/v1/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.3.3.2-1.

Table 5.3.3.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 5.1

	subscriptionId
	String identifying a subscription to the AF event exposure service.


5.3.3.3
Resource Standard Methods

5.3.3.3.1
GET

This method shall support the URI query parameters specified in table 5.3.3.3.1-1.

Table 5.3.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.1-2 and the response data structures and response codes specified in table 5.3.3.3.1-3.

Table 5.3.3.3.1-2: Data structures supported by the GET Request Body on this resource

	Data type
	P
	Cardinality
	Description

	
	
	
	


Table 5.3.3.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	
	
	
	
	

	NOTE:
The mandatory HTTP error status codes for the GET method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.


5.3.3.3.2
PUT

This method shall support the URI query parameters specified in table 5.3.3.3.2-1.

Table 5.3.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.2-2 and the response data structures and response codes specified in table 5.3.3.3.2-3.

Table 5.3.3.3.2-2: Data structures supported by the PUT Request Body on this resource

	Data type
	P
	Cardinality
	Description

	
	
	
	


Table 5.3.3.3.2-3: Data structures supported by the PUT Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	
	
	
	
	

	NOTE:
The mandatory HTTP error status codes for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.


5.3.3.3.3
DELETE

This method shall support the URI query parameters specified in table 5.3.3.3.3-1.

Table 5.3.3.3.3-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.3-2 and the response data structures and response codes specified in table 5.3.3.3.3-3.

Table 5.3.3.3.3-2: Data structures supported by the DELETE Request Body on this resource

	Data type
	P
	Cardinality
	Description

	
	
	
	


Table 5.3.3.3.3-3: Data structures supported by the DELETE Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	
	
	
	
	

	NOTE:
The mandatory HTTP error status code for the DELETE method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.


*** Next Change ***

5.5
Notifications

5.5.1
General

Notifications shall comply to subclause 6.2 of TS 29.500 [5] and subclause 4.6.2.3 of TS 29.501 [6].
Table 5.5.1-1: Notifications

	Custom operation URI
	Mapped HTTP method
	Description

	{notifUri}
	POST
	Notification of application related event reporting.


5.5.2
Application Event Notification
5.5.2.1
Description

The Application Event Notification is used by the AF to report one or several observed application related events to the NF service consumer that has subscribed to such notifications.

5.5.2.2
Target URI

The Notification URI "{notifUri}" shall be used with the URI variables defined in table 5.5.2.2-1.

Table 5.5.2.2-1: URI variables
	Name
	Definition

	notifUri
	String formatted as URI with the Notification Uri as assigned by the NF service consumer during the subscription service operation and described within the AfEventExposureSubsc data type (see table 5.6.2.2-1).


5.5.2.3
Standard Methods

5.5.2.3.1
POST

This method shall support the URI query parameters specified in table 5.5.2.3.1-1.

Table 5.5.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	


This method shall support the request data structures specified in table 5.5.2.3.1-2 and the response data structures and response codes specified in table 5.5.2.3.1-3.

Table 5.5.2.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	AfEventExposureNotif
	M
	1
	Provides Information about observed application related events


Table 5.5.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The receipt of the Notification is acknowledged.

	NOTE:
In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of 3GPP TS 29.500 [5] for the POST method shall also apply.


*** Next Change ***

5.6
Data Model

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Naf_EventExposure service based interface protocol.

Table 5.6.1-1: Naf_EventExposure specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AfEvent
	5.6.3.3
	Application Events.
	

	AfEventExposureSubsc
	5.6.2.2
	Represents an Individual Application Event Subscription resource.
	

	AfEventExposureNotif
	5.6.2.3
	Describes notifications about application event that occurred in an Individual Application Event Subscription resource.
	


Table 5.6.1-2 specifies data types re-used by the Naf_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Naf_EventExposure service based interface.

Table 5.6.1-2: Naf_EventExposure re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	
	
	
	

	
	
	
	


5.6.2
Structured data types

5.6.2.1
Introduction

This subclause defines the structures to be used in resource representations.

5.6.2.2
Type AfEventExposureSubsc

5.6.2.3
Type AfEventExposureNotif

*** Next Change ***

5.6.3
Simple data types and enumerations

5.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

5.6.3.2
Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	


5.6.3.3
Enumeration: AfEvent

The enumeration AfEvent represents the application events that can be subscribed. It shall comply with the provisions defined in table 5.6.3.3-1.

Table 5.6.3.3-1: Enumeration AfEvent 

	Enumeration value
	Description
	Applicability

	
	
	

	
	
	


*** Next Change ***

5.7
Error handling
5.7.1
General

HTTP error handling shall be supported as specified in subclause 5.2.4 of TS 29.500 [5].

For the Naf_EventExposure API, HTTP error responses shall be supported as specified in subclause 4.8 of TS 29.501 [6]. Protocol errors and application errors specified in table 5.2.7.2-1 of TS 29.500 [5] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of TS 29.500 [5].

In addition, the requirements in the following subclauses are applicable for the Naf_ EventExposure API.
5.7.2
Protocol Errors

In this Release of the specification, there are no service specific protocol errors applicable for the Naf_EventExposure API.
5.7.3
Application Errors

The application errors defined for the Naf_EventExposure service are listed in table 5.7.3-1.

Table 5.7.3-1: Application errors

	Application Error
	HTTP status code
	Description

	
	
	


*** Next Change ***

5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Naf_EventExposure API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of TS 29.500 [5].

Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	


*** Next Change ***

5.9
Security

*** Next Change ***

Annex A (normative):
OpenAPI specification

A.1
General

A.2
Naf_EventExposure API
*** End of Changes ***
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