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*** 1st Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network
5QI
5G QoS Identifier

AF
Application Function
AMBR
Aggregate Maximum Bit Rate
AMF
Access and Mobility Management Function
ARP
Allocation and Retention Priority
AW
Average Window
BSF
Binding Support Function

CHF
Charging Function

LBO
Local Breakout
MBR
Maximum Bitrate
MPD
Media Presentation Description
MPS
Multimedia Priority Service
NEF
Network Exposure Function
NRF
Network Repository Function
NSI
Network Slice Instance
NSSAI
Network Slice Selection Assistance Information
NWDAF
Network Data Analytics Function
PCC
Policy and Charging Control

PCF
Policy Control Function
PDB
Packet Delay Budget

PER
Packet Error Rate

PFD
Packet Flow Description
PFDF
Packet Flow Description Function
PL
Priority Level

QNC
QoS Notification Control

QoS
Quality of Service
SDP
Session Description Protocol
SEPP
Security Edge Protection Proxy
SMF
Session Management Function
S-NSSAI
Single Network Slice Selection Assistance Information
UDR
Unified Data Repository

UPF
User Plane Function
UPSI
UE policy section identifier
*** 2nd Change ***

5.1.1
AM Policy Association Establishment
This procedure concerns the following scenarios:

1.
UE initial registration with the network.
2.
The AMF re-allocation with PCF change in handover procedure and registration procedure.
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Figure 5.1.1-1 AM Policy Association Establishment procedure

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.

Step 2 - step 5 are not executed in the roaming case.

1.
The AMF receives the registration request from the AN. Based on local policy, the AMF selects to contact the (V-) PCF to create the policy association with the (V-) PCF and to retrieve Access and Mobility control policy. The AMF selects the PCF as described in subclause 8.2 and invokes the Npcf_AMPolicyControl_Create service operation by sending the HTTP POST request to the "AM Policy Associations" resource. The request operation provides the SUPI and the allowed NSSAI if applicable, and if received from the UDM, the Service Area Restrictions, RFSP index, and GPSI, and may provide the access type, the PEI if received in the AMF, the User Location Information if available, the UE Time Zone if available, Serving Network, RAT type. The request includes a Notification URI to indicate to the PCF where to send a notification when the policy is updated. 

2.
If the PCF does not have the subscription data, it invokes the Nudr_DataRepository_Query service operation to the UDR by sending an HTTP GET request to the "AccessAndMobilityPolicyData " resource as specified in TS 29.519 [12]
3.
The UDR sends an HTTP "200 OK" response to the PCF with the subscription data.
4.
ThePCF may request notifications from the UDR on changes in the subscription information by invoking Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "IndividualPolicyDataSubscription" resource. The request operation provides the SUPI , the Data Set Identifier (Policy Data), the Data Subset Identifier (UE context policy control), and Event Reporting Information (continuous reporting). The PCF also supplies a Notification URI to the UDR to indicate where to send a notification, and a Notification Correlation ID to correlate notifications with this subscription.
5.
The UDR sends an HTTP "201 Created" response to acknowledge the subscription from the PCF.
6.
The (V-)PCF makes the requested policy decision including Access and Mobility control policy information, and may determine applicable Policy Control Request Trigger(s).
7.
The (V)PCF sends an HTTP "201 Created" response to the AMF with the determined policies as described in subclause 4.2.2 of 3GPP TS 29.507 [7]: 
-
Access and Mobility control Policy including Service Area Restrictions, and/or a RAT Frequency Selection Priority (RFSP) Index; and/or

-
Policy Control Request Trigger parameters;
NOTE:
The PCF can reject the AM Policy Association establishment, e.g. the PCF cannot obtain the subscription-related information from the UDR and the PCF cannot make the policy decisions, as described in 3GPP TS 29.512 [9]. In this case, the remaining steps in this procedure are not followed.
8.
The AMF deploys the Access and Mobility control policy information if received which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the UE and/ or provisioning the RFSP index and Service Area Restrictions to the NG-RAN.
*** End of Changes ***
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