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*** 1st Change ***

4.2.2.2.1
General
The UE policy consists of UE Access Network discovery and selection policies and UE Route Selection Policy (URSP). The encoding of UE policies is defined in 3GPP TS 24.526 [16].
The UE Policy is transferred to the UE using the UE policy delivery protocol defined in Annex D of 3GPP TS 24.501 [15]. The PCF will receive "MANAGE UE POLICY COMPLETE" messages, "MANAGE UE POLICY COMMAND REJECT" messages and "UPSI LIST TRANSPORT" message and shall send UE policy using the "MANAGE UE POLICY COMMAND" messages. Those messages are transparently forwarded by the AMF.

The "UPSI LIST TRANSPORT" message is transferred transparently during the creation of a policy association, as described in subclause 4.2.2.1.

The V-PCF shall use the Namf_Communication Service defined in 3GPP TS 29.518 [14] to receive "MANAGE UE POLICY COMPLETE" and "MANAGE UE POLICY COMMAND REJECT" messages from the UE and to send MANAGE UE POLICY COMMAND" messages to the UE. The V-PCF shall only send "MANAGE UE POLICY COMMAND" messages below a predefined size limit.

The H-PCF shall use procedures as defined in the present specification to receive "MANAGE UE POLICY COMPLETE" and "MANAGE UE POLICY COMMAND REJECT" messages from the V-PCF and to send MANAGE UE POLICY COMMAND" messages to the V-PCF. The H-PCF shall encode the "MANAGE UE POLICY COMMAND" message in an "uePolicy" attribute.

The PCF may deliver the UE policy to the UE in several "MANAGE UE POLICY COMMAND" messages.

For the purpose of such fragmented delivery and subsequent partial updates of UE policies, the UE policy is divided into policy sections. Such policy sections may be predefined in the PCF, may be retrieved by the PCF from the UDR as specified in 3GPP TS 29.519 [17], or may be dynamically generated by the PCF, but shall comply to the rules below. The PCF may combine several policy sections into one "MANAGE UE POLICY COMMAND" message if the predefined size limit is observed.

The following rules apply for policy sections:

-
The size shall be below the predefined size limit.

-
The policy section shall only contain complete URSP rule(s), WLANSP rule(s), and/or complete N3AN node configuration information, but no fractions of such rules or configuration information.

-
To ease a subsequent partial update of UE policies, policy sections should only contain a small number of URSP rule(s), and/or WLANSP rule(s).

-
The entire content of a policy section shall be provided by a single PLMN.

A PCF shall only determine policy sections of its own PLMN. However, a V-PCF may forward UE policy sections received from the H-PCF to the UE.

Each UE policy section is identified by a UE policy section identifier (UPSI). The UPSI is composed of two parts:

a)
a PLMN ID part containing the PLMN ID for the PLMN of the PCF which provides the UE policies; and

b)
a UE policy section code (UPSC) containing a unique value within the PLMN selected by the PCF.

The PCF provides an UPSI when providing a new UE policy section and can then identify that policy section using that UPSI when requesting that this UE policy section is modified or deleted, as specified in Annex D of 3GPP TS 24.501 [15].

The H-PCF may store and retrieve UPSCs and related policy sections of the own PLMN it provided to a UE in the UDR as specified in 3GPP TS 29.519 [17]. The H-PCF will use the SUPI of the UE as data key and store separate information for each UE in the UDR.

The V-PCF may retrieve UPSCs and related policy sections applicable for all UEs from a HPLMN from the UDR, using the HPLMN ID as key as specified in 3GPP TS 29.519 [17].

When receiving the "UPSI LIST TRANSPORT" message, the PCF shall determine based on the UPSIs indicated in that message, UPCS stored in the UDR and local policy whether any new UE policy sections need to be installed and any existing UE policy section need to be updated or deleted. A V-PCF may also send an "UPSI LIST TRANSPORT" message with the UPSIs of the HPLMN received in the original "UPSI LIST TRANSPORT" message to the H-PCF and will then receive possible new or modified policy sections determined by the HPLMN in a "MANAGE UE POLICY COMMAND".  If the PCF determines that changes are required and/or receives possible new or modified policy sections determined by the HPLMN, it shall send the determined new, updated or deleted policy sections using one or several "MANAGE UE POLICY COMMAND" messages towards the NF service consumer.

After sending a "MANAGE UE POLICY COMMAND" messages, the PCF shall wait for a related confirmation in a "MANAGE UE POLICY COMPLETE" messages or failure indication in a "MANAGE UE POLICY COMMAND REJECT" message. When receiving no such message until the expiry of a supervision timer specified in Annex D of 3GPP TS 24.501 [15], or when receiving a failure indication, the PCF should re-send related instructions for the policy sections.
*** 2nd Change ***

4.2.4.2
Policy update notification

Figure 4.2.4.2-1 illustrates the policy update notification.
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Figure 4.2.4.2-1: policy update notification
The H-PCF may decide to update policies and shall then send an HTTP POST request with "{Notification URI}/update" as URI (where the Notification URI was previously supplied by the V-PCF NF service consumer) and the PolicyUpdate data structure as request body encoded as described in subclause 4.2.3.3.
Upon the reception of the HTTP POST  request, the V-PCF:

-
shall use the Namf_Communication Service defined in 3GPP TS 29.518 [14] to send "MANAGE UE POLICY COMMAND" message(s) with the received policy to the UE;
-
shall either send a HTTP "204 No Content" response indicating the success of the enforcement or an appropriate failure response, taking into consideration a reply received from the Namf_Communication Service according to the previous bullet; and
-
if errors occur when processing the HTTP POST request, shall apply error handling procedures as specified in subclause 5.7. 
*** End of Changes ***
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