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*** 1st Change ***

4.2.4.1
General

The (V-)(H-)PCF may decide to update policy control request trigger, and in the roaming case the H-PCF may decide to update the UE Policy,  and the PCF (H-PCF in the roaming case) may decide to request the termination of the policy association and the (V-)(H-)PCF shall then use an Npcf_UEPolicyControl_UpdateNotify service operation.

The following procedures using the Npcf_UEPolicyControl_UpdateNotify service operation are supported:

-
policy update notification; and

-
request for termination of the UE policy association.

*** 2nd Change ***

4.2.4.2
Policy update notification

Figure 4.2.4.2-1 illustrates the policy update notification.
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Figure 4.2.4.2-1: policy update notification

The (V-)(H-)PCF may decide to update policy control request trigger(s) and in the roaming case, the H-PCF may also decide to update the UE Policy and the (V-)(H-)PCF shall then send an HTTP POST request with "{Notification URI}/update" as URI (where the Notification URI was previously supplied by the NF service consumer) to the NF service consumer and the PolicyUpdate data structure as request body encoded as described in subclause 4.2.3.3.

Upon the reception of the HTTP POST  request, the NF service consumer:

-
if the V-PCF is the NF service consumer, shall use the Namf_Communication Service defined in 3GPP TS 29.518 [14] to send "MANAGE UE POLICY COMMAND" message(s) with the received policy to the UE via the AMF;
-
if the V-PCF is the NF service consumer, shall provision the received poicy control requested trigger(s) to the AMF using the Npcf_UEPolicyControl_UpdateNotify service operation according to the present clause;
-
if the AMF is the NF service consumer, shall enforce the received policy control request trigger(s);
-
shall either send a HTTP "204 No Content" response indicating the success of the enforcement or an appropriate failure response, for the V-PCF as the NF service consumer taking into consideration a reply received for the possible corresponding policy update notification request according to the previous taking into consideration a reply received from the possible Namf_Communication Service service operation and from the possible Npcf_UEPolicyControl_UpdateNotify service operation according to the previous bullets; and

-
if errors occur when processing the HTTP POST request, shall apply error handling procedures as specified in subclause 5.7.

*** Next Change ***

4.2.4.3
Request for termination of the policy association

Figure 4.2.4.3-1 illustrates the request for a termination of the policy association.


[image: image3.emf]1. POST {Notification URI}/terminate

2. "204No Content"

PCF

NF service 

consumer


Figure 4.2.4.3-1: request for a termination of the UE  policy association

The PCF may to request the termination of the UE policy association and shall then send an HTTP POST request with "{Notification URI}/terminate" as URI (where the Notification URI was previously supplied by the NF service consumer) and the TerminationNotification data structure as request body that shall include:

-
the policy association ID encoded as "polAssoId" attribute; and

-
the cause why the PCF requests the termination of the policy association encoded as "cause" attribute.

Upon the reception of the HTTP POST request, the NF service consumer:

-
if the V-PCF is the NF service consumer, shall send as NF service producer for the corresponding policy association (towards the AMF) a request for a termination of the policy association according to the present clause;
-
shall either send a HTTP "204 No Content" response for the succesfull processing of the HTTP POST request or an appropriate failure response, for the V-PCF as the NF service consumer taking into consideration a reply received for the possible corresponding policy association termination request according to the previous bullet; and

-
if errors occur when processing the HTTP POST request, shall apply error handling procedures as specified in subclause 5.7.

After the succesfull processing of the HTTP POST request, any NF service consumer except for the V-PCF shall invoke the Npcf_UEPolicyControl_Delete Service Operation defined in subclause 4.2.5 to terminate the policy association.
If the AMF as NF service consumer is not able to handle the notification but knows by implementation specific means that another AMF is able to handle the notification, it shall reply with an HTTP "307 temporary redirect" error response pointing to the URI of the new AMF. If the AMF is not able to handle the notification but another unknown AMF could possibly handle the notification, it shall reply with an HTTP "404 Not found" error response.
If the PCF receives a "307 temporary redirect" response, the PCF shall use this URL as Notification URL in subsequent communication and shall resend the failed request for termination of the policy association to that URL.

If the PCF becomes aware that a new AMF is requiring notifications (e.g. via the "404 Not found" response or via Namf_Communication service AMFStatusChange Notifications, see 3GPP TS TS 29.518 [14], or via link level failures), and the PCF knows alternate or backup IPv4 or IPv6 Addess(es) where to send Notifications (e.g. via "altNotifIpv4Addrs" or "altNotifIpv6Addrs" attributes received when the policy association was created or via AMFStatusChange Notifications, or via the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [13] (using the service name and GUAMI obtained during the creation of the subscription) to query the other AMFs within the AMF set), the PCF shall exchange the authority part of the corresponding Notification URL with one of those addresses and shall use that URL in subsequent communication. If the PCF received a "404 Not found" response, the PCF should resend the failed request for termination of the policy association to that URL.
*** End of Changes ***
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