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	Reason for change:
	1)  It was agreed that in order to enable the access network information reporting, the PCF shall install/modify/remove the PCC rule and provision the "lastReqRuleData" attribute to contain the "reqData" attribute with the value(s) MS_TIME_ZONE and/or USER_LOC_INFO and the "refPccRuleIds" attribute to contain the related installed/modified/removed PCC rule identifier(s).
But in subclause 4.2.4.9, it is specified that upon receiving the "lastReqRuleData" attribute with the "reqData" attribute with the value(s) MS_TIME_ZONE and/or USER_LOC_INFO together with installation, modification and removal of any PCC rule(s), the SMF shall report the access network information.

2) It is specified that the SMF shall apply appropriate procedures to obtain this information upon receving the access network information request from the PCF. But it is not clear which precedures can be invoked by the SMF to obtain this information.



	
	

	Summary of change:
	1) Upon receiving the "lastReqRuleData" attribute with the "reqData" attribute with the value(s) MS_TIME_ZONE and/or USER_LOC_INFO and the "refPccRuleIds" attribute containing the PCC rule identifier(s) corresponding to the PCC rule(s) which is being installed, modified or removed together, SMF reports the access network information.
2) The SMF shall apply the Namf_EventExposure service with One-Time Report type to obtain the access network information.
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	Other comments:
	This change does not impact the OpenAPI file version.
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4.2.4.9
Request and Report of Access Network Information

If the NeLoc as defined in subclause 5.8 is supported, the PCF may request the SMF to report the access network information as defined in subclause 4.2.6.5.4.
If the AN_INFO policy control request rigger is set, upon receiving the "lastReqRuleData" attribute with the "reqData" attribute with the value(s) MS_TIME_ZONE and/or USER_LOC_INFO and the "refPccRuleIds" attribute containing the PCC rule identifier(s) corresponding to the PCC rule(s) which is being installed, modified or removed together, the SMF shall apply the Namf_EventExposure service with One-Time Report type as defined in subclause 5.3.1 of 3GPP TS 29.518 [x] to obtain this information. When the SMF then receives access network information from the AMF, the SMF shall provide the required access network information to the PCF by as defined in subclause 4.2.4.1 and set the corresponding attributes as follows:

-
If the user location information was requested by the PCF and was provided to the SMF, the SMF shall provide the user location information within the "userLocationInfo" attribute and the time when it was last known within "userLocationInfoTime" attribute (if available).

-
If the user location information was requested by the PCF and was not provided to the SMF, the SMF shall provide the serving PLMN identifier within the "servingNetwork" attribute.

-
If the time zone was requested by the PCF, the SMF shall provide it within the "ueTimeZone" attribute.

In addition, the SMF shall provide the AN_INFO policy control request trigger within the "repPolicyCtrlReqTriggers" attribute. 
During QoS flow deactivation, when the NetLoc feature is supported, the SMF shall provide the access network information to the PCF by including the user location information within the "userLocationInfo" attribute (if requested by the PCF and if provided to the SMF), the information on when the UE was last known to be in that location within "userLocationInfoTime" attribute (if user location information was requested by the PCF and if the corresponding information was provided to the SMF), the PLMN identifier within the "servingNetwork" attribute (if the user location information was requested by the PCF but it is not provided to the SMF) and the timezone information within the "ueTimeZone" attribute (if requested by the PCF and available).
During PDU session termination procedure, the SMF shall, if AC_INFO policy control request trigger is set, provide the access network information to the PCF by including the user location information within the "userLocationInfo" attribute (if it was provided to the SMF), the information on when the UE was last known to be in that location within "userLocationInfoTime" attribute (if it was provided to the SMF), the PLMN identifier within the "servingNetwork" attribute (if the user location information was not provided to the SMF) and the timezone information within the "ueTimeZone" attribute (if available).

The SMF shall not report any subsequent access network information updates received from the RAN without any further provisioning or removal of related PCC rules unless the associated QoS flow bearer or PDU session has been released.
*** Next Change ***

4.2.6.5.4
Request for Access Network Information

When the NetLoc feature is supported, if the AF requests the PCF to report the access network information as described in subclause 4.2.2, 4.2.3 or 4.2.4 of 3GPP TS 29.514 [17] or in subclause 4.1 and 4.2 of 3GPP TS 29.214 [18], the PCF shall perform the PCC rule provisioning procedure as defined in subclause 4.2.6.2.1 and additionally provide the requested access network information indication (e.g. user location and/or user timezone information) to the SMF as follows:

-
it shall include the "lastReqRuleData" attribute to contain the "reqData" attribute with the value(s) MS_TIME_ZONE and/or USER_LOC_INFO and the "refPccRuleIds" attribute to contain the related installed/modified/removed PCC rule identifier(s).
-
it shall provide the AN_INFO policy control request rigger within the "policyCtrlReqTriggers" attribute (if not yet set).
For those PCC Rule(s) based on preliminary service information as described in 3GPP TS 29.514 [17] or in 3GPP TS 29.214 [18], the PCF may assign the 5QI and ARP of the default QoS flow to avoid signalling to the UE. These PCC Rules shall not include the "packetFilterUsage" attribute set to true within the "flowInfos" attribute.
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