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	Reason for change:
	The monitoring duration is incorrectly described in current specification:
For one-time monitoring request, the SCS/AS shall include the Maximum Number of Reports with the value be set to 1, and shall not include the Monitoring Duration in the HTTP request message sent to the SCEF. 

Even it is a one time report with Max. number of report =1, the SCS/AS should be able to set the monitoring duration. Having such limitation is not justified.

E.g. for reachability for SMS, even it is a one-time reporting, it shall be possible to provide monitoring duration (e.g. one week) since the UE may be unreachable for a long time (e.g. one month) after event configuration.
Of course, for specific monitoring event types with immediate reporting, the monitoring duration doesn’t apply. E.g. “number of UEs in an area”
  

	
	

	Summary of change:
	1. Remove the restriction for one-time monitoring request.
2. Clarity the “not applicable” cases for monitoring duration.

	
	

	Consequences if not approved:
	The one-time event cannot be terminated earlier if the report never happens.
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Proposed changes:
*** 1st Change ***
4.4.2.2.1
General
In order to subscribe a new monitoring event configuration, the SCS/AS shall send an HTTP POST message to the SCEF to the resource "Monitoring Event Subscriptions". The body of the HTTP POST message shall include:

-
SCS/AS Identifier;

-
Monitoring Type;
-
Notification Destination Address; and
-
one of External Identifier or MSISDN or External Group Identifier, the External Identifier or MSISDN indicates the subscription for an individual UE and the External Group Identifier indicates a group of UEs.
-
In addition, the HTTP POST request may include:
-
Maximum Number of Reports;

-
Monitoring Duration indicated by the property "monitorExpireTime"; 
-
Group Reporting Guard Time. 
If the Subscription_modification feature is supported, the SCS/AS may send an HTTP PUT message, in order to update an existing monitoring event subscription, the SCS/AS may send an HTTP PUT message to the resource "Individual Monitoring Event Subscription" replacing all properties in the existing configuration.

For one-time monitoring request, the SCS/AS shall include the Maximum Number of Reports with the value be set to 1 in the HTTP request message sent to the SCEF. 

Upon receipt of the HTTP POST or PUT request message, if the SCS/AS is authorized to perform the request, the SCEF shall check whether the parameters (e.g. Maximum Number of Reports, Monitoring Duration, Maximum Latency, Maximum Response Time, Suggested number of downlink packets) in the HTTP request body are within the range defined by operator policies, if one or more of these parameters are not within the range, the SCEF shall:

-
either reject the request message by sending an HTTP response to the SCS/AS with a status code set to 403 Forbidden and may indicate the "PARAMETER_OUT_OF_RANGE" error in the "cause" attribute of the "ProblemDetails" structure and indicate which parameters are out of the range in the "invalidParams" attribute of the "ProblemDetails" structure; or

-
modify the parameters which are not within the range by selecting different values which are in the range.

For individual UE configuration request, the SCEF shall also check whether the Idle Status Indication is included for UE reachability event, if the Idle Status Indication is received in the request but not supported by the network, the SCEF may reject the request message by sending an HTTP response to the SCS/AS with a status code set to 403 Forbidden, and may indicate the "IDLE_STATUS_UNSUPPORTED" error in the "cause" attribute of the "ProblemDetails" structure.

After validation, the SCEF shall store the parameters and 

-
may assign an SCEF Reference ID related to the created monitoring event subscription resource; and based on operator policies, shall

-
map the accuracy into permissible granularity for location reporting event; 
-
map the location area into a list of cells, eNodeB(s) and/or RAI(s)/TAI(s) and derive the corresponding MME(s)/SGSN(s), for number of UEs present in a geographic area event.
In order to delete a previous active configured monitoring event subscription at the SCEF, the SCS/AS shall send an HTTP DELETE message to the SCEF to the resource "Individual Monitoring Event Subscription" which is received in the response to the request that has created the monitoring events subscription resource. The SCEF shall detemine the SCEF Reference ID related to the active monitoring subscription resource.

*** Next Change ***
4.4.2.2.2.1
General

The following monitoring events: Loss of connectivity, UE reachability, Location Reporting, Change of IMSI-IMEI(SV) Association, Roaming Status, Communication Failure and Availability after DNN Failure are applicable for the monitoring event configuration via HSS for an individual UE or a group of UEs.

Only one-time reporting is supported if the "reachabilityType" attribute is set to "SMS" for the event UE reachability.
If the "locationType" attribute is set to "LAST_KNOWN_LOCATION" for the event Location Reporting in the monitoring event request, only one-time reporting applies. For this event type, the Monitoring Duration does not apply and if eceived shall be ignored by the SCEF. 
*** Next Change ***
4.4.2.2.3
Monitoring Events Configuration directly via MME/SGSN

The monitoring event Number of UEs in a geographic area is applicable for the monitoring event configuration via MME/SGSN. Only one-time reporting is supported for this event with the value of Maximum Number of Reports indicated by setting "maximumNumberOfReports" to 1. The Monitoring Duration does not apply and if received shall be ignored by the SCEF.
Upon receipt of the HTTP POST request from the SCS/AS, the SCEF shall

-
resolve the location area to the involved SGSN(s)/MME(s) by local configuration;

-
interact with the HSS via the S6t interface as specified in 3GPP TS 29.336 [11] if the External Group ID(s) is included; and

-
interact with the SGSN(s)/MME(s) via the T6a/b inteface as specified in 3GPP TS 29.128 [12].

After collecting responses from the SGSN(s)/MME(s), if the SCEF does not receive any successful response from the involved SGSN(s)/MME(s), the SCEF shall respond to the SCS/AS with a status code set to 500 Internal Server Error; otherwise the SCEF should send 200 OK status code to acknowledge the SCS/AS with one aggregated report in the requested area by including the total count of number of UEs in the "ueCount" attribute and the External Identifier(s) (if available) or the MSISDN(s) (if available) associated with External Group ID.
NOTE:
It is possible that the number of UEs does not reflect the actual number of UEs in the designated area (e.g. some SGSN(s)/MME(s) do not respond successfully). The SCEF still provides the result to the SCS/AS if at least one SGSN/MME returns successful response.
*** Next Change ***
4.4.2.2.4.1
General

The following monitoring events: the location reporting event and communication failure event are applicable for the monitoring event configuration via PCRF for an individual UE. 
If monitoring event configuration via PCRF is used for a subscription resource, the Subscription_modification feature cannot be supported.
Only the location reporting event is applicabe for the monitoring event configuration via PCRF for a group of UEs.
Only one-time reporting is supported for the monitoring event configuration via PCRF. The Monitoring Duration does not apply and if received shall be ignored by the SCEF.
HTTP PUT is not supported for the monitoring event configuration via PCRF. If it is received, the SCEF shall reject the HTTP PUT message with 403 Forbidden during monitoring and may indicate the "OPERATION_PROHIBITED" error in the "cause" attribute of the "ProblemDetails" structure.

*** End of Changes ***

