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***** First change *****
8
Pre-established session

8.1
General

8.2
Session establishment

8.2.1
MCPTT client procedures

When the MCPTT client initiates a pre-established session the MCPTT client shall:

1)
gather ICE candidates according to IETF RFC 5245 [17]; and
NOTE 1:
ICE candidates are only gathered on interfaces that the MCPTT UE uses to obtain MCPTT service.

2)-
generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:


1)
shall set the Request-URI of the SIP INVITE request to the Public Service Identity of the participating MCPTT function serving the MCPTT user;

2)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

3)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.mcptt along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

5)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

6)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref set to the value "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

7)
shall include the "timer" option tag in the Supported header field;

8)
should include the Session-Expires header field according to IETF RFC 4028 [7] and should not include the "refresher" header field. The "refresher" header field parameter shall be set to "uac" if included;

9)
shall include an SDP offer in according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1:and include ICE candidates in the SDP offer as per IETF RFC 5245 [X]; and
8)
shall, if privacy is requested to be used in the automatically answered terminated MCPTT sessions, include the value "id" in the Privacy header field according to rules and procedures of IETF RFC 3325 [14]; and
Editor's Note: use of "id" is FFS.

10)
shall send the SIP INVITE request according to 3GPP TS 24.229 [4].
Upon receiving a SIP 2xx response to the SIP INVITE request the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

NOTE 2:
If ICE candidate evaluation results in candidate pairs other then the default candidate pair being selected a further offer answer exchange using the procedures in subclause 8.3 will be needed.

8.2.2
Participating MCPTT function procedures

Upon receipt of a "SIP INVITE request for establishing a pre-established session" the participating MCPTT function:


1)
shall check whether the public service identity is allocated and perform the actions specified in subclause 6.3.7.1 if it is not allocated. Otherwise, continue with the rest of the steps;

2)
shall determine the MCPTT ID of the MCPTT user establishing the pre-established session and perform actions to verify the MCPTT ID of the MCPTT client and authorise the request according to local policy, and if not authorised, the participating MCPTT function shall return a SIP 403 (Forbidden) response with the warning text set to "100 function not allowed due to <detailed reason>" as specified in subclause 4.4. Otherwise, continue with the rest of the steps;


3)
shall validate the media parameters and if the MCPTT speech codec is not offered in the SIP INVITE request shall reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

4)
shall verify that the media resources are available to support the media parameters and if not shall reject the request with a SIP 500 (Server Internal Error) response. Otherwise, continue with the rest of the steps;
5)
shall allocate a URI to be used to identify the pre-established session;


6)
shall generate a SIP 200 (OK) response to the SIP INVITE request according to subclause 6.3.2.1.5.2; and
a)
shall include a Contact header field containing the URI that identifies the pre-established session;

b)
shall include the Public Service Identity in the P-Asserted-Identity header field; and

c)
shall include an SDP answer as specified in 3GPP TS 24.229 [4] with the clarifications in subclause 6.3.2.1.2.2 and:include ICE candidates in the SDP answer as per IETF RFC 5245 [17];
7)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

NOTE 1:
Resulting media plane processing is completed before the next step is performed.

8
shall send the SIP 200 (OK) response towards the MCPTT client according to the rules and procedures of the 3GPP TS 24.229 [4]; and

9)
shall evaluate the ICE candidates according to IETF RFC 5245 [17];.
NOTE 2:
If ICE candidate evaluation results in candidate pairs other then the default candidate pair being selected a further offer answer exchange using the procedures in subclause 8.3 will be needed.
***** End of changes *****
