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***** Next change *****
7.4.2.1 Structure

The User Profile document structure is specified in this subclause.

The <user-profile> document:

1)
shall include an "XUI-URI" attribute that contains the XUI of the user for whom this user profile is intended;
2)
shall include a "user-profile-index" attribute that indicates the particular user profile document in the collection;
3)
may include any other attribute for the purposes of extensibility;

4)
may include one <ProfileName> element specifying the name of the user profile;
5)
may include zero or more <common> elements, each of which:

a)
shall have an "index" attribute for uniqueness purposes;
b)
shall include one <UserAlias> element containing one or more <alias-entry> elements, each indicating an alphanumeric alias of the user. Each <alias-entry> element shall have an ‘index’ attribute for uniqueness purposes;
c)
shall include one <MCPTTUserID> element that contains a <uri-entry> that contains the MCPTT User ID , which is a URI, and may contain a <display-name> element with a human readable name;
d)
shall include one <MaxAffiliations> element indicating the maximum number of group affiliations of the user;
e)
shall include one <PrivateCall> element. The <PrivateCall> element contains one or more <entry> elements indicating users who can be called in a private call. Each <entry> element shall contain a <uri-entry> element containing either a SIP URI or a TEL URI set to a valid user address, and may contain a <display-name> child string element containing a human readable name;
f)
shall contain one <MCPTT-group-call> element containing:
i)
one <MaxCalls> element indicating the maximum number of simultaneously received group calls;
ii)
one <MaxTransmissions> element indicating the maximum number of simultaneous transmissions received in one group call;
iii)
one <EmergencyCall> element containing:
A)
one <MCPTTGroupInitiation> element indicating the group to be used for initiation of an MCPTT emergency group call. The <MCPTTGroupInitiation> element shall contain a <uri-entry> element containing an MCPTT Group Identity, which is a URI, and may contain a <display-name> string element containing a human readable name of the group; and
B)
one <Recipient> element containing one or more <entry> element, each containing a <uri-entry> element containing either a SIP URI or TEL URI of a recipient for an emergency private call, and may contain a <display-name> string element. Each <entry> element shall have an "index" attribute;
iv)
one <ImminentPerilCall> element containing:
A)
one <MCPTTGroupInitiation> element containing a <uri-entry> element containing the MCPTT Group ID, which is a URI, to be used for initiation of an MCPTT imminent peril group call, and may contain a <display-name> with a human readable name of the group; and
v)
one <EmergencyAlert> element containing:
A)
a <Recipient> element containing a list of <entry> elements containing a <uri-entry> element containing either a SIP URI or TEL URI of a recipient for an emergency alert, and may contain a <display-name> string element containing a human readable name. Each <entry> element shall have an "index" attribute; and
g)
shall contain one <Priority> element indicating the priority for the user initiating or receiving calls;
6)
shall include zero or more <OffNetwork> elements each of which:

a)
shall have an "index" attribute for uniqueness purposes; and

b)
shall include one or more <MCPTTGroupInfo> elements, each containing one or more <entry> elements. Each <entry> element shall contain a <uri-entry> element with an MCPTT Group ID, and may contain a <display-name> element with a human readable name of the group. Each <MCPTTGroupInfo> and each <entry> element shall have an "index" attribute;

7)
shall include zero or more <OnNetwork> elements each of which:

a)
shall have an "index" attribute for uniqueness purposes;

b)
shall include one or more <MCPTTGroupInfo> elements, each containing one or more <entry> elements. Each <entry> element shall contain a <uri-entry> element with an MCPTT Group ID, and may contain a <display-name> element with a human readable name of the group. Each <MCPTTGroupInfo> and each <entry> element shall have an "index" attribute;
c)
shall include one User Info ID containing a URI in accordance with 3GPP TS 24.333 [12];

d)
shall include one <MaxAffiliations> element indicating the maximum number of group affiliations of the user; and

e)
shall include one or more <ImplicitAffiliations> elements, each containing one or more <entry> elements. Each <entry> element shall contain a <uri-entry> element with an MCPTT Group ID to which the MCPTT user requests to be implicitly affiliated. Each <entry> element may contain a <display-name> element with a human readable name of the group. Each <ImplicitAffiliations> and each <entry> element shall have an "index" attribute;
8)
a <ruleset> element conforming to IETF RFC 4745 [13] containing a sequence of zero or more <rule> elements:
a)
the <conditions> of a <rule> element may include the <identity> element as described in IETF RFC 4745 [13]; 

b)
the <actions> child element of any <rule> element may contain:

i)
an <allow-private-call> element indicating the user is authorized to make a private call;
ii)
an <allow-manual-commencement> element indicating the user is authorized to make a private call with manual commencement;
iii)
an <allow-automatic-commencement> element indicating the user is authorized to make a private call with automatic commencement;
iv)
an <allow-force-auto-answer> element indicating the user is authorized to force automatic answer for a private call;
v)
an <allow-failure-restriction> element indicating the user is authorized to restrict notification of a call failure reason for a private call;
vi)
an <allow-emergency-group-call> element indicating the user is authorized to make an emergency group call;
vii)
an <allow-emergency-private-call> element indicating the user is authorized to make an emergency private call;
viii)
an <allow-cancel-group-emergency> element indicating the user is authorized to cancel an emergency with this group;
ix)
an <allow-cancel-private-emergency-call> element indicating the user is authorized to cancel a private emergency call;
x)
an <allow-imminent-peril-call> element indicating the user is authorized to make an imminent peril group call;
xi)
an <allow-cancel-imminent-peril> element indicating the user is authorized to cancel an imminent peril group call;
xii)
an <allow-activate-emergency-alert> element indicating the user is authorized to activate an emergency alert;
xiii)
an <allow-cancel-emergency-alert> element indicating the user is authorized to cancel an emergency alert;

xiv)
an <allow-offnetwork> element indicating the user is authorized for off-network services; and

xv)
an <allow-imminent-peril-change> element that indicates the user is authorized to change an off-network group call in progress to an off-network imminent peril group call;
xvi)
an <allow-private-call-media-protection> element indicating that confidentiality and integrity of media is applied for all on-network and off-network private calls; and
xvii)
an <allow-private-call-floor-control-protection> element indicating that confidentiality and integrity of floor control signalling is applied for all on-network and off-network private calls; and
9)
may include any other element for the purposes of extensibility.

***** Next change *****
7.4.2.6
Validation Constraints

The User Profile document shall conform to the XML Schema described in subclause 7.4.2.3 "XML Schema", with the clarifications given in this subclause.

The value of the "XUI-URI" attribute of the <user-profile> element shall be the same as the XUI value of the Document URI for the User Profile document. If not, the XDMS shall return an HTTP "409 Conflict" response as described in IETF RFC 4825 [14], including the <constraint-failure> error element. If included, the "phrase" attribute SHOULD be set to "Wrong User Profile URI".
The default value for the < allow-private-call-media-protection> element is "true" indicating that confidentiality and integrity of media is applied for all on-network and off-network private calls.

The default value for the < allow-private-call-floor-control-protection> element is "true" indicating confidentiality and integrity of floor control signalling is applied for all on-network and off-network private calls.
7.4.2.7
Data Semantics

The <ProfileName> element is of type "token", and corresponds to the "Name" element of subclause 5.2.3 in 3GPP TS 24.383 [4].

The <alias-entry> element is of type "token", and corresponds to the leaf nodes of the "UserAlias" element of subclause 5.2.8 in 3GPP TS 24.383 [4].

The <display-name> element is of type "string", is optional, and does not appear in the User Profile object specified in 3GPP TS 24.383 [4].
The <uri-entry> element is of type "anyURI".

The "index" attribute is of type "token".

The "user-profile-index" is of type "token".
The <MCPTTUser ID> element contains the element <uri-entry> which is of type "anyURI", and corresponds to the "MCPTTUserID" element of subclause 5.2.9 in 3GPP TS 24.383 [4].

The <MaxAffiliations> element is of type "nonNegativeInteger", and corresponds to the "MaxAffiliations" element of subclause 5.2.10 in 3GPP TS 24.383 [4].

The <MaxCalls> element is of type "positiveInteger", and corresponds to the "MaxCalls" element of subclause 5.2.19 in 3GPP TS 24.383 [4].

The <MaxTransmissions> element is of type "positiveInteger", and corresponds to the "MaxTransmissions" element of subclause 5.2.20 in 3GPP TS 24.383 [4].

The <Priority> element is of a type from a namespace referenced in IETF RFC 6878 [15], and corresponds to the "Priority" element of subclause 5.2.36 in 3GPP TS 24.383 [4].

The <allow-private-call> element is of type Boolean, asspecified in table 7.4.2.7-1, and corresponds to the "Authorized" element of subclause 5.2.12 in 3GPP TS 24.383 [4].
Table 7.4.2.7-1: Values of <allow-private-call>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to request a private call request using procedures as defined by the enabler. The recipient must be a user identified in a <user-entry> element of the <PrivateCall> element, which corresponds to leaf nodes of "UserAuthorized" in subclause 5.2.13 in 3GPP TS 24.383 [4].

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, to reject private call request using procedures as defined by the enabler. This shall be the default value taken in the absence of the element;


The <allow-manual-commencement> element is of type Boolean, as specified in table 7.4.2.7-2, and corresponds to the "ManualCommence" element of subclause 5.2.14 in 3GPP TS 24.383 [4].
Table 7.4.2.7-2: Values of <allow-manual-commencement>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to request a private call with manual commencement using procedures as defined by the enabler. 

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized to request a private call with manual commencement using procedures as defined by the enabler.


The <allow-automatic-commencement> element is of type Boolean, as specified in table 7.4.2.7-3, corresponds to the "AutoCommence" element of subclause 5.2.15 in 3GPP TS 24.383 [4].
Table 7.4.2.7-3: Values of <allow-automatic-commencement>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to request a private call with automatic commencement using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized to request a private call with automatic commencement using procedures as defined by the enabler.


The <allow-force-auto-answer> element is of type Boolean, as specified in table 7.4.2.7-4, and corresponds to the "AutoAnswer" element of subclause 5.2.16 in 3GPP TS 24.383 [4].
Table 7.4.2.7-4: Values of <allow-force-auto-answer>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to request a private call with forced automatic commencement using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized to request a private call with forced automatic commencement using procedures as defined by the enabler.


The <allow-failure-restriction> element is of type Boolean, as specified in table 7.4.2.7-5, and corresponds to the "FailRestrict" element of subclause 5.2.17 in 3GPP TS 24.383 [4].
Table 7.4.2.7-5: Values of <allow-failure-restriction>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorised to restrict the provision of a notification of call failure reason for private call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorised to restrict the provision of a notification of call failure reason for private call using procedures as defined by the enabler.


The <allow-emergency-group-call> element is of type Boolean, as follows, and corresponds to the "Enabled" element of subclause 5.2.22 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to request an emergency group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized to request an emergency group call using procedures as defined by the enabler.


The <allow-emergency-private-call> element is of type Boolean, as specified in table 7.4.2.7-6, and corresponds to the "Authorized" element of subclause 5.2.23 in 3GPP TS 24.383 [4].
Table 7.4.2.7-6: Values of <allow-emergency-private-call>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to request an emergency private call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized to request an emergency private call using procedures as defined by the enabler.


The <allow-cancel-group-emergency-call> element is of type Boolean, as specified in table 7.4.2.7-7, and corresponds to the "CancelMCPTTGroup" element of subclause 5.2.25 in 3GPP TS 24.383 [4].
Table 7.4.2.7-7: Values of <allow-cancel-group-emergency-call>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to cancel an emergency group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized to cancel an emergency group call using procedures as defined by the enabler.


The <allow-cancel-private-emergency-call> element is of type Boolean, as specified in table 7.4.2.7-8, and corresponds to the "CancelPrivate" of subclause 5.2.26 in 3GPP TS 24.383 [4].
Table 7.4.2.7-8: Values of <allow-cancel-private-emergency-call>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to cancel an emergency private call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized to cancel an emergency private call using procedures as defined by the enabler.


The <allow-imminent-peril-call> element is of type Boolean, as specified in table 7.4.2.7-9, and corresponds to the "Authorized" of subclause 5.2.29 in 3GPP TS 24.383 [4].
Table 7.4.2.7-9: Values of <allow-imminent-peril-call>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to request an imminent peril group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized to request an imminent peril group call using procedures as defined by the enabler.


The <allow-cancel-imminent-peril-call> element is of type Boolean, as specified in table 7.4.2.7-10, and corresponds to the "Cancel" of subclause 5.2.30 in 3GPP TS 24.383 [4].
Table 7.4.2.7-10: Values of <allow-cancel-imminent-peril-call>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to cancel an imminent peril group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized to cancel an imminent peril group call using procedures as defined by the enabler.


The <allow-activate-emergency-alert> element is of type Boolean, as specified in table 7.4.2.7-11, and corresponds to the "Authorized" of subclause 5.2.33 in 3GPP TS 24.383 [4].
Table 7.4.2.7-11: Values of <allow-activate-emergency-alert>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to activate an emergency alert using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized to activate an emergency alert using procedures as defined by the enabler.


The <allow-cancel-emergency-alert> element is of type Boolean, as specified in table 7.4.2.7-12, and corresponds to the "Cancel" of subclause 5.2.34 in 3GPP TS 24.383 [4].
Table 7.4.2.7-12: Values of <allow-cancel-emergency-alert>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to cancel an emergency alert using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized to cancel an emergency alert using procedures as defined by the enabler.


The <allow-offnetwork> element is of type Boolean, as specified in table 7.4.2.7-13, and corresponds to the "Authorized" of subclause 5.2.42 in 3GPP TS 24.383 [4].
Table 7.4.2.7-13: Values of <allow-offnetwork>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized for off-network service using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized for off-network service using procedures as defined by the enabler.


The <allow-imminent-peril-change> element is of type Boolean, as specified in table 7.4.2.7-14, and corresponds to the "Change" of subclause 5.2.47 in 3GPP TS 24.383 [4].
Table 7.4.2.7-14: Values of <allow-imminent-peril-change>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to change an off-network group call in-progress to an off-network emergency group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized to change an off-network group call in-progress to an off-network emergency group call using procedures as defined by the enabler.


The <allow-private-call-media-protection> element is of type Boolean, as specified in table 7.4.2.7-15, and corresponds to the "AllowedMediaProtection" of subclause 5.2.24 in 3GPP 24.383 [4];
Table 7.4.2.7-15: Values of <allow-private-call-media-protection>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to protect the confidentiality and integrity of media for on-network and off-network private calls

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized to protect the confidentiality and integrity of media for on-network and off-network private calls


The <allow-private-call-floor-control-protection> element is of type Boolean, as specified in table 7.4.2.7-16, and corresponds to the "AllowedFloorControlProtection" of subclause 5.2.25 in 3GPP 24.383 [4];
Table 7.4.2.7-16: Values of <allow-private-call-floor-control-protection>
	"true"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is authorized to protect the confidentiality and integrity of floor control signalling for both on-network and off-network private calls

	"false"
	instructs the Application Server performing the originating participating MCPTT function for the user, that the user is not authorized to protect the confidentiality and integrity of floor control signalling for both on-network and off-network private calls


***** End changes *****
