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1. Introduction
In the Apr 2016 CT1 meeting, C1-162062 was postponed. C1-162062 proposed that the group documents are stored in a user's tree of an XUI, and also accessible using the global tree. The reason for postponing was that some companies believed that there is no need to store the group documents in a user's tree of an XUI and wished to store the group documents solely in the global tree.

This document identifies drawbacks of storing the group documents solely in the global tree and proposes a solution for group document storage.
2. Discussion
2.1 Access permissions for groups
If group documents are stored solely in the global tree, without any knowledge of user owning the documents, it is not clear who is allowed to manage the group document. OMA defined Access Permissions Document (OMA-TS-XDM_Core-V2_1-20120403-A, section 5.6) expressing access permissions for other documents stored in XCAP server is applicable only to documents stored in user's tree.
If group documents are stored solely in the global tree, 3GPP would need to define a new mechanism enabling assigning access permissions to group documents.
2.2 Listing of groups
If group documents are stored solely in the global tree, without any knowledge of user owning the documents, there is no obvious method how to list all the group documents owned by a user. OMA defined XML Documents Directory (OMA-TS-XDM_Core-V2_1-20120403-A, section 5.3.2) enabling to get a list of documents of a user is applicable only to documents stored in user's tree.

Moreover, in large public safety organizations, it does not seem feasible that each MCPTT administrator is able to list all the groups.

2.3 Preserving groups after owner leaves the public safety organization

It was suggested that groups need to be usable even if the creator of the groups leaves the public safety organization (or stops being MCPTT administrator).

This seems reasonable comment.

This comment can be addressed by GMC creating MCPTT groups under a XUI which is not equal to the MCPTT ID of the user at GMC.
3. Proposal

The following is proposed:

-
the group documents are stored in a user's tree of an XUI, and also accessible using the global tree.

NOTE:
This does not mean that the group document is stored twice in a GMS. A GMS implementation can store the document only once, and can enable access to this document using both XCAP URIs.
-
the GMC is configured with one or more group-creation-XUIs. GMCs of several MCPTT users can be configured with the same group-creation-XUI.

-
the GMC creates group document in user's tree of a configured group-creation-XUI.
-
the GMS is configured with the OMA defined Access Permissions Document in user's folder of group-creation-XUI, authorizing the GMCs of users identified by MCPTT ID to manage groups stored in user's folder of the group-creation-XUI.

