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1.
Introduction

At SA2#114, SA2 discussed eCall over IMS and sent the LS in [1] providing the following status on the SA2 discussion:

SA WG2 is in the process of defining the stage 2 procedures to support eCall Over IMS (also referred to as Next Generation (NG) eCall) in 3GPP Release 14. 3GPP TSG-SA WG2 has agreed on using SIP messages to transfer the initial eCall Minimum Set of Data (MSD), although the detailed signalling requirements including encoding of the MSD are left up to 3GPP TSG-CT WG1 to complete as part of stage 3.

Stage 1 requirements for eCall over IMS in 3GPP TS 22.101 V.14.2.0 sub-clause A.27.3 also require support for a PSAP to request an updated MSD from an eCall capable UE and for the UE to transfer the updated MSD to PSAP. 3GPP TSG-SA WG2 has discussed two alternative methods of supporting a PSAP initiated request for transfer of an updated MSD, subsequent to emergency session establishment, but has not yet selected an alternative; 

In that same LS, SA2 also asked CT1 the following question:

SA WG2 would like to ask CT WG1: 

The 2 methods mentioned above for PSAP retrieval for the updated MSD are as follows; one method is based on the SIP INFO method defined in IETF RFC 6086 and conforms to the method of supporting updated MSD transfer defined in IETF draft-ietf-ecrit-ecall-07. The other method uses a separate data channel which can be set up during the IMS session establishment as well and would transfer MSD using MSRP.  

Q4) whether you have any feedback on the two alternative solutions from a protocol perspective? 

Even though the final protocol decision is under CT1 responsibility, the architecture aspects regarding overall system as indicated in the questions to SA1 is under SA2 responsibility. 
The purpose of this document is to present an analysis, from a protocol perspective, of the pros and cons of the 2 methods discussed by SA2 for PSAP retrieval of the updated MSD, and to propose a response to SA2.
2.
Discussion
2.1 Solution A: use of SIP INFO method

The SIP INFO method is defined in RFC 6086 [2] “to carry application level information between endpoints, using the SIP dialog signalling path”. It is one method allowed by IETF Ecrit to carry additional data related to an IP Emergency call as defined in draft-ietf-ecrit-additional-data-38 [3] (which is now IESG approved) and is further defined as the sole means to support transfer of updated MSD for IP based eCall in the EU as defined in draft-ietf-ecrit-ecall-07 [4] (which is at WG last call stage). The method uses the procedure shown in Figure 1. The MSD request and MSD data are each carried in MIME body parts in their respective SIP messages whose presence is flagged by a Call-Info SIP header. All the signalling has now been defined and the MSD data would be included using the XML definition from CEN in EN 15722:2015 [5] (or possibly using the binary definition from CEN in EN 15722:2015 [5] if CT1 decides that data compression is preferable). The XML definition contains exactly the same content as the binary (ASN.1) encoded MSD that is defined by CEN for eCall over the CS domain. The binary encoding cannot exceed 140 octets whereas the XML encoding is larger – e.g. the MSD example in draft-ietf-ecrit-ecall-07 [4] uses exactly 1234 octets ignoring whitespace characters. Consequently the size of the resulting SIP message including the MSD data remains quite small.
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Figure 1: Solution A – SIP INFO method for transfer of updated MSD
It is important to note that this solution is similar to solutions that have already been successfully standardized,  by CT1 or other SDOs, to carry application data in SIP signalling. Table 1 shows a few examples of features using such solutions.
Table 1: Existing features using SIP signalling to carry application data 
	
	SIP signalling message(s) used
	Typical size of the data
	How often is data sent?
	Successfully deployed in live networks?

	Presence
	SUBSCRIBE, NOTIFY and PUBLISH
	A few hundreds of octets

Presence data in the SUBSCRIBE and NOTIFY requests is encoded in XML and can be quite large but it is compressed, so it is typically of the order of a few hundreds of octets. 

Presence data in the PUBLISH requests is encoded in XML and is not compressed. It is typically of the order of a few hundreds of octets
	Quite frequently

The Presence data is sent whenever the UE’s Presence or capabilities change. This can be triggered by explicit user action (e.g. disabling of video) or based on events not directly controlled by the user (e.g. change of RAT).
	YES

	SMSoIP
	MESSAGE
	248 octets.
SMS message is encapsulated into a RP-DATA message encoded in binary as specified in TS 24.011. Per the encoding TS 24.011, the max RP-DATA size is 248 octets.
	Very frequently!
SMS is a very popular feature.
	YES

	OMA SIMPLE IM
	MESSAGE
	Up to 1299 octets

Data up to 1299 octets is carried in SIP MESSAGE request. Data above 1299 octets is carried via MSRP.
	Very frequently
	YES

	MCPTT
	MESSAGE
	A few hundreds of octets.

Data consist of e.g. initial MBMS bearer announcement sent by MCPTT server, or MBMS bearer listening status report sent by MCPTT client. Based on the encoding specified in ST 24.379, the size of this data is of the order of a few hundreds of octets.
	Quite frequently
In disaster situations, a large number of Public Safety responders can use MCPTT and thus generate frequent data transmission.
	NOT YET


Pros of Solution A
PA1. The solution is already fully standardized.

PA2. The solution is the one preferred for IP based eCall in the EU by IETF Ecrit (who are aware of other alternatives such as Solution B).

PA3. The solution causes less signalling than solution B since the updated MSD request is generated by the PSAP only when needed, whereas with Solution B a separate data channel is always setup during session establishement, regardless of whether updated MSD needs to be transferred, even though most eCalls will probably not involve transfer of updated MSD or at least not involve transfer of more than one updated MSD: the only information in an updated MSD that can differ from the initial MSD would be vehicle location information (e.g., lat/long) and the current number of vehicle passengers. Experience in the US with E911 phase 2 location has shown that PSAPs typically do not request an updated UE location via a “rebid” (see [7]), which indicates that requesting an updated MSD for a location update would probably not happen frequently (considering also that vehicles that are in some type of accident are usually stationary).
PA4. The solution should be slightly more reliable than solution B as there is no dependency on being able to negotiate and setup a separate data channel (e.g. which might be rejected if a PSAP is congested).

PA5. The solution is known to work based on existing features standardized by CT1 or OMA, with some of them already successfully deployed, that use SIP signalling to carry application data of up to 1299 octets. 

Cons of Solution A
CA1. For large data transfer (e.g., exceeding the maximum message size of 65 535 octets as defined in RFC 3261 [6]) the method may not be feasible. 

This Con is however NOT applicable to transfer of updated MSD for Rel-14 since the size of a SIP signalling message carrying the MSD will be well below the SIP maximum of 65 535 octets.
CA2. For frequent transfer of large messages less than the SIP maximum size, the method is not efficient. 
This Con is also NOT applicable to transfer of updated MSD for Rel-14 since the size of the MSD is not large, and frequent transfer of the updated MSD is unlikely: the need for an updated MSD in unlikely in the first place (cf PA3 above), moreoever in the infrequent cases when an updated MSD is required, it is very unlikely that the updated MSD would be requested more than once per call (since it is even less likely that the vehicle’s location or the number of passengers would continue to change during the call).
For CT1’s reference, a CR describing how this solution can be implemented in TS 24.229 is provided in C1-162520.

2.2 Solution B: use of separate data channel 

A separate data channel may be established to transfer signalling messages end to end - e.g. using the Message Session Relay Protocol (MSRP) defined in RFC 4975 [8] and some High Level Application Protocol (HLAP). Although the ability to set up a separate data channel is already standardized, the HLAP (including use within MSRP) has not been precisely defined or standardized, so it is not possible to provide a definitive summary of this method. However, the method is expected to work approximately as shown in Figure 2 and Figure 3:

· A separate data channel (for an MSRP session) could be setup during eCall session establishment (see Figure 2);
· Then if an updated MSD is needed, MSRP SEND messages would be exchanged that embed messages for some HLAP that can carry a request for MSD or the MSD data. Possibly, the HLAP could be based on the MIME body parts defined for Solution A which could reduce the amount of new standardization (see Figure 3).
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Figure 2: Solution B – Separate data channel setup during session establishment
NOTE:
TLS is an option for MSRP in RFC 4975 [8] but is assumed to be necessary due to the sensitive nature of data sent in the MSD (e.g. which identifies the vehicle, its location, recent previous locations and number of occupants). Some TLS messages are optional depending on the security configuration. These messages are marked with (*). However, it seems likely that at least a server certificate would be sent to allow an IVS to authenticate the PSAP side using some public key.
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Figure 3: Solution B – Use of separate data channel for transfer of updated MSD
NOTE:
The use of an MRSP REPORT is optional in RFC 4975 [8] and might or might not be used (e.g. according to how the HLAP is defined).
Pros of Solution B
PB1. Should be easier (more feasible) to transfer large amounts of data – e.g. exceeding 65 535 octets.

This Pro is however NOT applicable to transfer of updated MSD for Rel-14 since the size of the updated MSD will be well below the SIP maximum of 65 535 octets.
PB2. Efficient for frequent transfer of large messages.

This Pro is also NOT applicable to transfer of updated MSD for Rel-14 since the size of the MSD is not large, and frequent transfer of the updated MSD is unlikely (cf PA3 and CA2 in previous section).
Cons of Solution B
CB1. Requires definition and standardization in some SDO (regional or global) of a suitable HLAP – which may not be ready in time for Rel-14.

NOTE: the standardization may not be simple as the HLAP will need to be forward compatible with transfer of other data which is the reason why solution B was proposed (e.g. for MSD transfer only, no advantage is claimed).

CB2. Unnecessary in Rel-14 as no SA1 service or regulatory requirements exist to carry data formats beyond what is defined currently in EN 15722:2015 [5].
CB3. Not efficient or necessary for transfer of a small amount of data (e.g. MSD) infrequently.

CB4. Seems to require more implementation at the PSAP end – e.g. a PSAP must support the specific use of MSRP for eCall, and must support a new HLAP.

CB5. Always requires setting up a separate data channel during session establishment even if no updated MSD needs to be transferred, which means a waste of resources and signalling (up to 11 messages for TLS handshake depending on security configuration) for the majority of eCall sessions (in which no updated MSD will be needed, cf CA2 in previous section).
CB6. Not scalable in case of e.g pile-up accident during which multiple vehicles would try to setup a separate data channel at the same time in the same area, due to the amount of signalling and resources required to setup the separate data channel during eCall session establishement.

CB7. May not be the best solution for future requirements. A major advantage claimed for solution B in [9] is that it will be forward compatible with future extensions to eCall that need to transfer data and metadata in larger quantities and/or more frequently. However, it is currently unknown whether such future requirements will occur and, if they do, what they may comprise. For example, a requirement to support video transfer or transfer of very large amounts of data (e.g. more than 1 megabyte) may not be best supported with a solution based on MSRP (e.g. could require the use of a different protocol or a second data channel for QoS for video or large data transfer).

2.3 Comparison of solutions 

The Pros of Solution A are all applicable to transfer of updated MSD for eCall Over IMS in Rel-14, whereas the Cons of Solution A are not.
The opposite of the above applies to Solution B, namely: none of the Pros are applicable to transfer of updated MSD for eCall Over IMS in Rel-14 whereas all of the Cons are applicable. 

Overall, Solution B seems to be well suited to transfer of very large data above the maximum SIP message size of 65 535 octets and/or to frequent transfer of large data, neither of which are applicable to the transfer of updated MSD for eCall over IMS in Rel-14. Since eCall is a regulatory service whose main intended functions (including MSD content) have not changed much over the last 10 years, it seems unlikely that any significant change will occur soon. Also, while it is true that proprietary versions of eCall for commercial service providers do exist that can or may later transfer larger amounts of data, these are not too likely to be adopted for regulatory use in part due to the cost and long delay in upgrading PSAPs. Therefore, 3GPP and the Public Safety community could end up with all the disadvantages of solution B and none of its advantages if it were to be adopted. Finally, were solution B to be used, it is still possible that a different solution would be needed for any new requirements for which MSRP was not suitable (see CB7).
In contrast, Solution A leverages from a solution that is already standardized by IETF, generates less signalling than solution B, uses on average fewer network resources and is more scalable since it does not require always setting up a separate data channel that will in most cases not be used, is more reliable than solution B as there is no dependency on being able to negotiate and setup a separate data channel, and is similar to solutions already standardized by CT1 or OMA for e.g. the transfer of Presence data, SMSoIP, SIMPLE IM or MCPTT data. 
Consequently, Solution A appears to be a better choice to transfer the updated MSD from a protocol standpoint.

3.
Proposal
Based on the analysis in the previous section, it is proposed to reply to SA2 that:

· Transfer of application data in SIP signalling is already used for existing features such as Presence, SMSoIP, OMA SIMPLE IM and MCPTT. Therefore CT1 sees no issue with using SIP signalling messages for frequent transfers of at least 1299 octets of application data.
· Using the SIP INFO method for transfer of the updated MSD has the following advantages over using a separate data channel:

· requires less standardization effort (in 3GPP or elsewhere) as it leverages from the IETF solution

· generates less signalling, is more scalable and more efficient in terms of allocated network resources
· is more reliable

· avoids support of new protocols (e.g. specific use an HLAP over MSRP) at the PSAP side

This response is provided in draft reply LS C1-162519.
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