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***** 1st change *****
6.3.1.3
SIP MESSAGE request

The MCPTT server needs to distinguish between the following SIP MESSAGE request for originations and terminations:

-
SIP MESSAGE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the origination procedures as specified in 3GPP TS 24.229 [4] with the Request-URI set to the MBMS public service identity of the participating MCPTT function. Such requests are known as "SIP MESSAGE request for an MBMS listening status update" in the procedures in this document;
-
SIP MESSAGE request routed to the participating MCPTT function as a result of initial filter criteria containing a Content-Type header field set to "application/vnd.3gpp.mcptt-location-info+xml" and includes an XML body containing a Location root element containing a Report element. Such requests are known as "SIP MESSAGE request for location reporting";
-
SIP MESSAGE requests routed to the originating participating MCPTT function as a result of initial filter criteria with the Request-URI set to the public service identity of the participating MCPTT function and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element containing a <mcptt-Params> element containing an <emergency-ind> element or an <alert-ind> element. Such requests are known as "SIP MESSAGE requests for emergency notification for originating participating MCPTT function" in the procedures in this document;
-
SIP MESSAGE requests routed to the terminating participating MCPTT function as a result of initial filter criteria with the Request-URI set to the public service identity of the terminating participating MCPTT function and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element containing a <mcptt-Params> element containing an <emergency-ind> element or an <alert-ind> element. Such requests are known as "SIP MESSAGE requests for emergency notification for terminating participating MCPTT function" in the procedures in this document;
-
SIP MESSAGE requests routed to the controlling MCPTT function as a result of initial filter criteria with the Request-URI set to the public service identity of the controlling MCPTT function and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element containing a <mcptt-Params> element containing an <emergency-ind> element or an <alert-ind> element. Such requests are known as "SIP MESSAGE requests for emergency notification for controlling MCPTT function" in the procedures in this document;
-
SIP MESSAGE request routed to the MCPTT client as a result of initial filter criteria containing a Content-Type header field set to "application/vnd.3gpp.mcptt-location-info+xml" and includes an XML body containing a Location root element containing a Configuration element. Such requests are known as "SIP MESSAGE request for location report configuration"; and
-
SIP MESSAGE request routed to the MCPTT client as a result of initial filter criteria containing a Content-Type header field set to "application/vnd.3gpp.mcptt-location-info+xml" and includes an XML body containing a Location root element containing a Request element. Such requests are known as "SIP MESSAGE request for location report request".

***** 2nd change *****
6.3.2.2.11
Generating a SIP MESSAGE request towards the terminating MCPTT client
This subclause is referenced from other procedures.

The participating MCPTT function shall generate a SIP MESSAGE request accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] and:

1)
shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] that were received (if any) in the incoming SIP MESSAGE request;

2)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated to the MCPTT ID of the MCPTT user that was in the Request-URI of the incoming SIP MESSAGE request;

3)
shall populate the outgoing SIP MESSAGE request MIME bodies as specified in subclause 6.3.2.2.9; and
4)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request.
***** 3rd change *****
6.3.3.1.6
Sending a SIP re-INVITE request for MCPTT emergency group call

This subclause is referenced from other procedures.

The controlling MCPTT function shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4].
The controlling MCPTT function:

1)
shall include in the Contact header field an MCPTT session identity for the MCPTT session with the g.3gpp.mcptt media feature tag and the isfocus media feature tag according to IETF RFC 3840 [16];

2)
shall set the Request-URI to the public service identity of the terminating MCPTT participating function associated with the MCPTT user to be invited;

NOTE:
How the controlling MCPTT function finds the address of the terminating MCPTT participating function is out of the scope of the current release.
3)
shall include an SDP offer with the media parameters as currently established with the terminating MCPTT client according to 3GPP TS 24.229 [4];
4)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <mcptt-calling-user-id> element set to the MCPTT ID of the initiating MCPTT user;
5)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT group session;

6)
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;

7)
shall include the Supported header field set to "timer";

8) if the in-progress emergency state of the group is set to a value of "true" the controlling MCPTT function:
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the priority level designated for MCPTT emergency group call;

b)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true"; and

c)
if the <alert-ind> element is set to "true" in the received SIP (re-)INVITE and MCPTT emergency alerts are authorised for this group and MCPTT user, shall populate the "application/vnd.3gpp.mcptt-info" MIME body and "application/vnd.3gpp.location-info+xml" MIME body as specified in subclause 6.3.3.1.12. Otherwise, shall set the <alert-ind> element to a value of false; and


9)
if the in-progress emergency state of the group is set to a value of "false":
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the normal priority level designated for this MCPTT user; and

b)
and if the received SIP request contains an authorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.16, shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "false"; and 
c)
and if the received SIP request contains an authorised request for an MCPTT emergency alert cancellation as specified in subclause 6.3.3.1.13, shall include in the "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "false".
***** 4th change *****
12.1
On-network emergency alert
12.1.2
Participating MCPTT function procedures
12.1.2.1
Receipt of a SIP MESSAGE request for emergency notification from served MCPTT client
Upon receipt of a "SIP MESSAGE request for emergency notification for originating participating MCPTT function", the participating MCPTT function:
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
NOTE 1:
if the SIP MESSAGE request contains an emergency indication set to a value of "true" or an alert indication set to a value of "true", the participating MCPTT function can by means beyond the scope of this specification choose to accept the request.
2)
shall determine the MCPTT ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and shall authorise the calling user;
NOTE 2:
The MCPTT ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
3)
shall determine the public service identity of the controlling MCPTT function associated with the group identity in the received SIP MESSAGE request;
4)
shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];

5)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCPTT function associated with the group identified by the the <mcptt-request-uri> element contained in the <mcpttinfo> element containing the <mcptt-Params> element of the "application/vnd.3gpp.mcptt-info+xml" MIME body in the incoming SIP MESSAGE request;
6)
shall copy the contents of the "application/vnd.3gpp. mcptt-info+xml" MIME body in the received SIP MESSAGE request into an "application/vnd.3gpp.mcptt-info+xml" MIME body as specified in Annex F.1 included in the outgoing SIP MESSAGE request;
7)
shall set the <mcptt-calling-user-id> element of the <mcpttinfo> element containing the <mcptt-Params> element to the MCPTT ID determined in step 1) above;
8)
if the received SIP MESSAGE request contains an "application/vnd.3gpp.location-info+xml" MIME body as specified in Annex F.3:

a)
shall include a Content-Type header field with the value "multipart/mixed" as specified in IETF RFC 2046 [21];
b)
shall include in the outgoing SIP MESSAGE request a Content-Type header field set to "application/vnd.3gpp.location-info+xml"; and

c)
shall copy the contents of the "application/vnd.3gpp.location-info+xml" MIME body in the received SIP MESSAGE request into an "application/vnd.3gpp.location-info+xml" MIME body included in the outgoing SIP MESSAGE request;
9)
shall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP MESSAGE request; and
10)
shall send the SIP MESSAGE request as specified to 3GPP TS 24.229 [4].
Upon receipt of a SIP 2xx response in response to the SIP MESSAGE request sent in step 8):
1)
shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [4] with the follow clarifications:

a) shall include the following in the Contact header field:

i)
the g.3gpp.mcptt media feature tag; and
ii)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";
b)
if the incoming SIP 200 (OK) response contains an "application/g.3gpp.mcptt-info+xml" MIME body, shall:

i)
include a Content-Type header field with the value "multipart/mixed" as specified in IETF RFC 2046 [21];
ii)
copy the "application/g.3gpp.mcptt-info+xml" MIME body to the outgoing SIP 200 (OK) response; and
c)
shall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
3)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4].
***** 5th change *****
12.1.2.2
Receipt of a SIP MESSAGE request for emergency notification for terminating MCPTT client

In the procedures in this subclause:
1)
emergency indication in an incoming SIP MESSAGE request refers to the <emergency-ind> element of the "application/vnd.3gpp.mcptt-info" MIME body; and

2)
alert indication in an incoming SIP MESSAGE request refers to the <alert-ind> element of the "application/vnd.3gpp.mcptt-info" MIME body.
Upon receipt of a "SIP MESSAGE requests for emergency notification for terminating participating MCPTT function", the participating MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
NOTE 1:
if the SIP MESSAGE request contains an emergency indication set to a value of "true" or an alert indication set to a value of "true", the participating MCPTT function can by means beyond the scope of this specification choose to accept the request.
2)
shall use the MCPTT ID present in the <mcptt-request-uri> element of the "application/vnd.3gpp.mcptt-info" MIME body of the incoming SIP MESSAGE request to retrieve the binding between the MCPTT ID and public user identity;

3)
if the binding between the MCPTT ID and public user identity does not exist, then the participating MCPTT function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response. Otherwise, continue with the rest of the steps;
4)
shall generate an outgoing SIP MESSAGE request as specified in subclause 6.3.2.2.11; 
5)
if the received SIP MESSAGE request contains a Resource-Priority header field, shall include a Resource-Priority header field with the contents set as in the received Resource-Priority header field; and
6)
shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4].
Upon receipt of SIP 2xx responses to the outgoing SIP MESSAGE requests, the participating MCPTT function shall follow the procedures specified in 3GPP TS 24.229 [4].
***** 6th change *****
12.1.3
Controlling MCPTT function procedures
12.1.3.1
Handling of a SIP MESSAGE request for emergency notification
Upon receipt of a "SIP MESSAGE request for emergency notification for controlling MCPTT function", the controlling MCPTT function:
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

NOTE 1:
If the SIP MESSAGE request contains an alert indication set to a value of "true", the controlling MCPTT function can by means beyond the scope of this specification choose to accept the request.

2)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; and
b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";
3)
if the received SIP MESSAGE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <alert-ind> element set to a value of "false", shall perform the procedures specified in subclause 12.1.3.2. Otherwise, shall continue with the rest of the steps;
4)
if the received SIP MESSAGE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <alert-ind> element set to a value of "true":
a)
if the received SIP MESSAGE request is an unauthorised request for an MCPTT emergency alert as specified in subclause 6.3.3.1.13 shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request as specified in 3GPP TS 24.229 [4] with the following clarifications:
i)
shall include a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml";
ii)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml" MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element set to a value of "false"; and
iii)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4]. Otherwise, continue with the rest of the steps; and
b)
if the received SIP MESSAGE request is an authorised request for an MCPTT emergency alert as specified in subclause 6.3.3.1.13:

i)
for each of the other affiliated member of the group: 

A)
generate an outgoing SIP MESSAGE request notification of the MCPTT user's emergency alert indication as specified in subclause 6.3.3.1.11 with the clarifications of subclause 6.3.3.1.12;
B)
shall include in the "application/vnd.3gpp.mcptt-info" MIME body with the <mcpttinfo> element containing the <mcpttt-Params> element with the <mcptt-calling-user-id> element set to the value of the <mcptt-calling-user-id> element in the received SIP MESSAGE request; and
C)
send the SIP MESSAGE request according to according to rules and procedures of 3GPP TS 24.229 [4];

ii)
shall generate a SIP 200 (OK) response to the received SIP MESSAGE request as specified in 3GPP TS 24.229 [4] with the following clarifications:

A)
shall include a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml";
B)
shall include an application/vnd.3gpp.mcptt-info+xml" MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element set to a value of "true";
C)
shall include the g.3gpp.mcptt media feature tag in the Contact header field;
D)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and
E)
shall cache the information that this MCPTT user has initiated an MCPTT emergency alert; and
iii)
shall send the SIP 200 (OK) response to the received SIP MESSAGE according to rules and procedures of 3GPP TS 24.229 [4].
Upon receipt of SIP 2xx responses to the outgoing SIP MESSAGE requests, the controlling MCPTT function shall follow the procedures specified in 3GPP TS 24.229 [4].
***** 7th change *****
12.1.3.2
Handling of a SIP MESSAGE request for emergency alert cancellation
Upon receipt of a "SIP MESSAGE request for emergency notification for controlling MCPTT function" containing an "application/vnd.3gpp.mcptt-info" MIME body with the <alert-ind> element set to a value of "false", the controlling MCPTT function:
1)
if the received SIP MESSAGE request is an unauthorised request for an MCPTT emergency alert cancellation as specified in subclause 6.3.3.1.13:

a)
and if the received SIP MESSAGE request does not contain an <emergency-ind> element or is an unauthorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.16, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request as specified in 3GPP TS 24.229 [4] with the following clarifications:

i)
shall include in the SIP 403 (Forbidden) response a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml";
ii)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml" MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element set to a value of "true";

iii)
if the received SIP MESSAGE request contains an <emergency-ind> element of the <mcpttinfo> element set to a value of "false" and if the in-progress emergency state of the group is set to a value of "true" and this is an unauthorised request for an MCPTT emergency call cancellation as determined in step i) above, shall include an <emergency-ind> element set to a value of "true" in the "application/vnd.3gpp.mcptt-info+xml" MIME body in the SIP 403 (Forbidden) response; and

iv)
shall send the SIP 403 (Forbidden) response according to rules and procedures of 3GPP TS 24.229 [4]. Otherwise, continue with the rest of the steps; and

b)
and if the received SIP MESSAGE request contains an <emergency-ind> element and is an authorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.16 and the in-progress emergency state of the MCPTT group is set to a value of "true":

i)
shall set the in-progress emergency state of the group to a value of "false";
ii)
shall cache the information that this MCPTT user has cancelled the in-progress emergency state on the this MCPTT group;

iii)
shall generate SIP re-INVITES requests to the other affiliated and joined members of the MCPTT group as specified in subclause 6.3.3.1.6. The MCPTT controlling function:
A)
for each affiliated and joined member shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5];

iv)
for each of the affiliated but not joined members of the group shall:
A)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency call as specified in subclause 6.3.3.1.11;
B)
shall include in the "application/vnd.3gpp.mcptt-info" MIME body with the <mcpttinfo> element containing the <mcpttt-Params> element with the <mcptt-calling-user-id> element set to the value of the <mcptt-calling-user-id> element in the received SIP MESSAGE request; and
C)
shall include an <emergency-ind> element set to a value of "false" in the "application/vnd.3gpp.mcptt-info+xml" MIME body in the outgoing SIP MESSAGE request;

v)
shall generate a SIP 200 (OK) response to the received SIP MESSAGE request as specified in 3GPP TS 24.229 [4] with the following clarifications:

I)
shall include in the SIP 200 (OK) response a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml";

II)
shall include an "application/vnd.3gpp.mcptt-info+xml" MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element set to a value of "true";

III)
shall include an <emergency-ind> element set to a value of "false" in the "application/vnd.3gpp.mcptt-info+xml" MIME body in the outgoing SIP 200 (OK) response. 

IV)
shall include the g.3gpp.mcptt media feature tag in the Contact header field; and

V)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

vi)
shall send the SIP 200 (OK) response to the received SIP MESSAGE as specified in 3GPP TS 24.229 [4]. Otherwise, continue with the rest of the steps; and
2)
if the received SIP MESSAGE request is an authorised request for an MCPTT emergency alert cancellation as specified in subclause 6.3.3.1.13:

a)
cache the information that this MCPTT user has cancelled the outstanding MCPTT emergency alert;
b)
and if the received SIP MESSAGE request does not contain an <emergency-ind> element or is an unauthorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.16, for each of the affiliated but not joined members of the group shall:
i)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency alert as specified in subclause 6.3.3.1.11;
ii)
shall include in the "application/vnd.3gpp.mcptt-info" MIME body with the <mcpttinfo> element containing the <mcpttt-Params> element with the <mcptt-calling-user-id> element set to the value of the <mcptt-calling-user-id> element in the received SIP MESSAGE request;
iii)
shall include an <alarm-ind> element set to a value of "false" in the "application/vnd.3gpp.mcptt-info+xml" MIME body in the outgoing SIP MESSAGE request; and
iv)
send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4];
c)
and if the received SIP MESSAGE request contains an <emergency-ind> element and is an authorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.16 and the in-progress emergency state of the MCPTT group is set to a value of "true":
i)
shall set the in-progress emergency state of the group to a value of "false";
ii)
cache the information that this MCPTT user has cancelled the outstanding in-progress emergency state of the group;
iii)
shall generate SIP re-INVITES requests to the other affiliated and joined members of the MCPTT group as specified in subclause 6.3.3.1.6. The MCPTT controlling function:
A)
for each affiliated and joined member shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and
iv)
for each of the affiliated but not joined members of the group shall:
A)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency call as specified in subclause 6.3.3.1.11;
B)
include in the "application/vnd.3gpp.mcptt-info" MIME body with the <mcpttinfo> element containing the <mcpttt-Params> element with the <mcptt-calling-user-id> element set to the value of the <mcptt-calling-user-id> element in the received SIP MESSAGE request;
C)
include in the "application/vnd.3gpp.mcptt-info+xml" MIME body an <alert-ind> element set to a value of "false"; and
D)
shall include an <emergency-ind> element set to a value of "false" in the "application/vnd.3gpp.mcptt-info+xml" MIME body in the outgoing SIP MESSAGE request;

d)
shall generate a SIP 200 (OK) response to the received SIP MESSAGE request as specified in 3GPP TS 24.229 [4] with the following clarifications:

i)
shall include in the SIP 200 (OK) response a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml";
ii)
shall include an application/vnd.3gpp.mcptt-info+xml" MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element set to a value of "false";

iii)
if the received SIP MESSAGE request contains an <emergency-ind> element of the <mcpttinfo> element set to a value of "false":

A)
if this is an authorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.16, shall include an <emergency-ind> element set to a value of "false" in the "application/vnd.3gpp.mcptt-info+xml" MIME body in the outgoing SIP 200 (OK) response; and
B)
otherwise, if this is an unauthorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.16, and the in-progress emergency state of the group is set to a value of "true", shall include an <emergency-ind> element set to a value of "true" in the "application/vnd.3gpp.mcptt-info+xml" MIME body in the outgoing SIP 200 (OK) response;
iv)
shall include the g.3gpp.mcptt media feature tag in the Contact header field; and
v)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

e)
shall send the SIP 200 (OK) response to the received SIP MESSAGE as specified in 3GPP TS 24.229 [4].

Upon receipt of SIP 2xx responses to the outgoing SIP MESSAGE requests, the controlling MCPTT function shall follow the procedures specified in 3GPP TS 24.229 [4].
