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***** Next change *****
7.2.4.2
XML schema for MCPTT specific extensions

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema

  targetNamespace="urn:3gpp:ns:mcpttGroupInfo:1.0"

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  xmlns:mcpttgi="urn:3gpp:ns:mcpttGroupInfo:1.0"
  xmlns:oxe="urn:oma:xml:xdm:extensions"
  xmlns:rl="urn:ietf:params:xml:ns:resource-lists"

  elementFormDefault="qualified" attributeFormDefault="unqualified">

   <xs:import namespace="urn:oma:xml:xdm:extensions"/>

   <xs:import namespace="urn:ietf:params:xml:ns:resource-lists"/>

  <!-- MCPTT specific "list-service" child elements -->

  <xs:element name="disabled" type="mcpttgi:emptyType"/>

  <xs:element name="group-priority" type="mcpttgi:priorityType"/>

  <xs:element name="temporary" type="mcpttgi:temporaryType"/>

  <xs:element name="regrouped" type="mcpttgi:regroupedType"/>

  <xs:element name="off-network-ProSe-layer-2-group-id" type="xs:hexBinary"/>

  <xs:element name="off-network-IP-multicast-address" type="xs:string"/>

  <xs:element name="off-network-PDN-type" type="xs:string"/>

  <xs:element name="off-network-ProSe-signalling-PPPP" type="xs:hexBinary"/>

  <xs:element name="off-network-ProSe-emergency-call-signalling-PPPP" type="xs:hexBinary"/>

  <xs:element name="off-network-ProSe-imminent-peril-call-signalling-PPPP" type="xs:hexBinary"/>

  <xs:element name="off-network-ProSe-media-PPPP" type="xs:hexBinary"/>

  <xs:element name="off-network-ProSe-emergency-call-media-PPPP" type="xs:hexBinary"/>

  <xs:element name="off-network-ProSe-imminent-peril-call-media-PPPP" type="xs:hexBinary"/>

  <xs:element name="ProSe-relay-service-code" type="xs:hexBinary"/>

  <!-- MCPTT specific "entry" child elements -->

  <xs:element name="required" type="mcpttgi:emptyType"/>

  <xs:element name="user-priority" type="mcpttgi:priorityType"/>

  <xs:element name="off-network-user-info-id" type="xs:hexBinary"/>

  <xs:element name="participant-type" type="xs:string"/>

  <!-- MCPTT specific "actions" child elements -->

  <xs:element name="allow-MCPTT-emergency-call" type="xs:boolean"/>

  <xs:element name="allow-imminent-peril-call" type="xs:boolean"/>

  <xs:element name="allow-MCPTT-emergency-alert" type="xs:boolean"/>

  <!-- MCPTT specific media elements -->

  <xs:element name="mcptt-speech" type="oxe:extensionType"/>

  <!-- MCPTT specific complex type definitions -->

  <!-- empty complex type -->

  <xs:complexType name="emptyType"/>

  <!-- complex type for temporary element -->

  <xs:complexType name="temporaryType">
    <xs:sequence>

      <xs:element name="constituent-MCPTT-group-IDs" type="constituentMCPTTgroupTypeIDsType"/>

      <xs:element name="anyExt" type="anyExtType" minOccurs="0"/>

      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>
  <!-- complex type for constituent-MCPTT-group-ID element -->

  <xs:complexType name="constituentMCPTTgroupTypeIDsType">
    <xs:sequence>

      <xs:element name="constituent-MCPTT-group-ID" type="xs:anyURI" minOccurs="0" maxOccurs="unbounded"/>

      <xs:element name="anyExt" type="anyExtType" minOccurs="0"/>

      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>
  <!-- complex type for regrouped element -->

  <xs:complexType name="regroupedType">
    <xs:sequence>

      <xs:element ref="mcpttgi:group-priority"/>

      <xs:element name="constituent-MCPTT-group-IDs" type="constituentMCPTTgroupTypeIDsType"/>

      <xs:element name="anyExt" type="anyExtType" minOccurs="0"/>

      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:attribute name="temporary-MCPTT-group-ID" type="xs:anyURI" use="required"/>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>
  <!-- complex type for any extensions element -->

  <xs:complexType name="anyExtType">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>

  </xs:complexType>
  <!-- simple type for priority element -->

  <xs:simpleType name="priorityType">

    <xs:restriction base="xs:unsignedShort">

      <xs:minInclusive value="0"/>

      <xs:maxInclusive value="7"/>

    </xs:restriction>

  </xs:simpleType>
</xs:schema>

***** Next change *****
7.2.8
Data semantics

Data semantics are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Data Semantics" with the MCPTT specific clarifications specified in this subclause.
A group is an MCPTT group only if:

a)
the <supported-services> element is present in the group;
b)
the <service> child element of the <supported-services> element is present;

c)
the <service> element includes the "enabler" attribute set to the MCPTT ICSI specified in the 3GPP TS 24.379 [5];

d)
the <group-media> child element of the <service> element is present; and

e)
the <mcptt-speech> child element of the <group-media> element is present.

If a group includes an element not specified in subclause 7.2.2 for an MCPTT group and the element has the "must-understand" attribute, then the group is ignored.

If a group includes an element not specified in subclause 7.2.2 for an MCPTT group and the element:

a)
does not have the "must-understand" attribute; and

b)
is not a descendant of a <conditions> element;

then the element is ignored.

If a group includes an element not specified in subclause 7.2.2 for an MCPTT group and the element:

a)
does not have the "must-understand" attribute; and

b)
is a descendant of a <conditions> element;

then the element is evaluated as not known element according to IETF RFC 4745 [6].

If a group includes an attribute not specified in subclause 7.2.2 for an MCPTT group and different from the "must-understand" attribute, then the attribute is ignored.

The possible values of the <invite-members> element are:
a)
"true" which represents the pre-arranged group; and
b)
"false" which represents the chat group. This value is used when the element is not present.

The <display-name> element of a <list-service> element of a group contains the group name.

The <list> element of a <list-service> element of a group contains the group members.

The <ruleset> element of a <list-service> element of a group contains the authorization policy associated with this group.

The <supported-services> element of a <list-service> element of a group contains the containing supported services of this group.

The "uri" attribute of a <list-service> element of an MCPTT group:

a)
contains the MCPTT group identity, if the MCPTT group is not a temporary MCPTT group; and

b)
contains the temporary MCPTT group identity, if the MCPTT group is not a temporary MCPTT group.

Presence of the <disabled> element in the <list-service> element of the MCPTT group indicates that the MCPTT group is disabled. Absence of the <disabled> element in the <list-service> element of the MCPTT group indicates that the group is enabled.

Value of the <group-priority> element of the <list-service> element of the MCPTT group indicates the priority level of the group. Higher value indicates higher priority. Absence of the <group-priority> element of the <list-service> element of the MCPTT group indicates the lowest possible priority.

Presence of the <temporary> element in the <list-service> element of the MCPTT group indicates that the MCPTT group is a temporary MCPTT group. Each <constituent-MCPTT-group-ID> child elements of the <constituent-MCPTT-group-IDs> element of the <temporary> element indicates MCPTT group ID of a constituent MCPTT group of the temporary MCPTT group. Absence of the <temporary> element in the <list-service> element of the MCPTT group indicates that the group is not a temporary MCPTT group.

Presence of a <regrouped> element in the <list-service> element of the MCPTT group indicates that the MCPTT group is a constituent MCPTT group of a temporary MCPTT group with MCPTT Group ID indicated in the value of the "temporary-MCPTT-group-ID" attribute of the <regrouped> element. The <group-priority> child element of the <regrouped> element indicates the priority level of the temporary MCPTT group. Higher value indicates higher priority. Each <constituent-MCPTT-group-ID> child elements of the <constituent-MCPTT-group-IDs> element of the <regrouped> element indicates MCPTT group ID of a constituent MCPTT group of the temporary MCPTT group. Absence of the <regrouped> element in the <list-service> element of the MCPTT group indicates that the group is not a constituent MCPTT group of a temporary MCPTT group.

Value of the <off-network-ProSe-layer-2-group-id> element of the <list-service> element of the MCPTT group indicates the ProSe layer-2 group ID specified in 3GPP TS 24.334 [7] assigned to the MCPTT group for usage in the off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-layer-2-group-id> element of the <list-service> element of the MCPTT group indicates that the MCPTT group is not to be used in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-PDN-type> element of the <list-service> element of the MCPTT group indicates the IP version to be used in off-network procedures specified in 3GPP TS 24.379 [5] assigned to the MCPTT group for usage in the off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-PDN-type> element of the <list-service> element of the MCPTT group indicates that the MCPTT group is not to be used in off-network procedures specified in 3GPP TS 24.379 [5]. A value of the <off-network-PDN-type> element of the <list-service> element of the MCPTT group other than any of the values specified in table 7.3.2-1 indicates that the MCPTT group is not to be used in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-IP-multicast-address> element of the <list-service> element of the MCPTT group indicates the IP multicast address assigned to the MCPTT group for usage in the off-network procedures specified in 3GPP TS 24.379 [5]. The IP multicast address is of the IP version to be used in off-network procedures for the MCPTT group. Incorrect format of the <off-network-IP-multicast-address> element of the <list-service> element of the MCPTT group indicates that the MCPTT group is not to be used in off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-IP-multicast-address> element of the <list-service> element of the MCPTT group indicates that the MCPTT group is not to be used in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-signalling-PPPP> element of the <list-service> element of the MCPTT group indicates the ProSe Per-Packet Priority value to be used when transmitting IP packets carrying signalling for a call on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-signalling-PPPP> element of the <list-service> element of the MCPTT group indicates that a call cannot be established on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-emergency-call-signalling-PPPP> element of the <list-service> element of the MCPTT group indicates the ProSe Per-Packet Priority value to be used when transmitting IP packets carrying signalling for an MCPTT-emergency call on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-emergency-call-signalling-PPPP> element of the <list-service> element of the MCPTT group indicates that an MCPTT-emergency call cannot be established on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-imminent-peril-call-signalling-PPPP> element of the <list-service> element of the MCPTT group indicates the ProSe Per-Packet Priority value to be used when transmitting IP packets carrying signalling for an imminent peril call on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-imminent-peril-call-signalling-PPPP> element of the <list-service> element of the MCPTT group indicates that an imminent peril call cannot be established on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-media-PPPP> element of the <list-service> element of the MCPTT group indicates the ProSe Per-Packet Priority value to be used when transmitting IP packets carrying media for a call on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-media-PPPP> element of the <list-service> element of the MCPTT group indicates that a call cannot be established on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-emergency-call-media-PPPP> element of the <list-service> element of the MCPTT group indicates the ProSe Per-Packet Priority value to be used when transmitting IP packets carrying media for an MCPTT-emergency call on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-emergency-call-media-PPPP> element of the <list-service> element of the MCPTT group indicates that an MCPTT-emergency call cannot be established on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <off-network-ProSe-imminent-peril-call-media-PPPP> element of the <list-service> element of the MCPTT group indicates the ProSe Per-Packet Priority value to be used when transmitting IP packets carrying media for an imminent peril call on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-ProSe-imminent-peril-call-media-PPPP> element of the <list-service> element of the MCPTT group indicates that an imminent peril call cannot be established on the MCPTT group in off-network procedures specified in 3GPP TS 24.379 [5].

Value of the <ProSe-relay-service-code> element of the <list-service> element of the MCPTT group indicates of a ProSe relay service code specified in 3GPP TS 24.334 [7] to be used by a UE when the UE accessing a UE-to-network relay in procedures specified in 3GPP TS 24.379 [5]. Absence of the <ProSe-relay-service-code> element of the <list-service> element of the MCPTT group indicates that the MCPTT group is not to be accessed using any procedures specified in 3GPP TS 24.379 [5] which requires support of a ProSe UE-to-network relay.

The "uri" attribute of a <entry> element of the MCPTT group:

a)
contains the MCPTT user identity, if the MCPTT group is not a temporary MCPTT group; and

b)
contains the MCPTT group identity of a constituent MCPTT group, if the MCPTT group is a temporary MCPTT group.

Presence of the <required> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element is a required MCPTT group member. Absence of the <required> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element is not a required MCPTT group member.

Value of the <user-priority> element in the <entry> element of the MCPTT group indicates the user priority of the MCPTT group member identified by the <entry> element. Higher value indicates higher priority. Absence of the <user-priority> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element has the lowest possible priority.

Value of <off-network-user-info-id> element in the <entry> element of the MCPTT group indicates the User Info Id specified in 3GPP TS 24.334 [7] assigned to the MCPTT group member identified by the <entry> element for usage in the off-network procedures specified in 3GPP TS 24.379 [5]. Absence of the <off-network-user-info-id> element in the <entry> element of the MCPTT group indicates that the MCPTT group member is not to participate in off-network procedures specified in 3GPP TS 24.379 [5].

Value of <participant-type> element in the <entry> element of the MCPTT group indicates the participant type specified in 3GPP TS 23.179 [4] assigned to the MCPTT group member identified by the <entry> element. Absence of the <participant-type> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element is not assigned any participant type.

The <allow-MCPTT-emergency-call> element of an <actions> element of a <rule> element of the MCPTT group indicates whether the identity matching the rule identified by the <rule> element is allowed to request an MCPTT-emergency call on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-emergency call on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT-emergency call on the MCPTT group.

The <allow-imminent-peril-call> element of an <actions> element of a <rule> element of the MCPTT group indicates whether the identity matching the rule identified by the <rule> element is allowed to request an imminent peril call on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-imminent peril call on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT imminent peril call on the MCPTT group.

The <allow-MCPTT-emergency-alert> element of an <actions> element of a <rule> element of the MCPTT group indicates whether the identity matching the rule identified by the <rule> element is allowed to request an MCPTT-emergency alert on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-emergency alert on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT-emergency alert on the MCPTT group.

<anyExt> element contains elements defined by future version of this document.

***** Next change *****
A.2.1
GMC creating a MCPTT group on behalf of MCPTT user served by the GMC

Figure A.2.1-1 shows a flow for a group management client GMC-1 creating an MCPTT group in a group management server GMS-1 on behalf of user-1 served by the GMC-1.

Document name of the MCPTT group is groupdocument1.xml.

The MCPTT group is a disabled pre-arranged MCPTT group with maximum of 10 participants, with group-priority of 5 and with display name "My conference display name".

The MCPTT group members are the user-1, a user-2 and a user-3. The user-1 and the user-2 are required MCPTT group members.

The MCPTT user identity of the user-1 is sip:user1@example.com, the MCPTT user identity of the user-2 is sip:user2@example.com, and the MCPTT user identity of the user-3 is sip:user3@example.com. The group document indicates a display name for each member.

The user-priority of the user-1 is 1, the user-priority of the user-2 is 2, and the user-priority of the user-3 is 3.

The XUI of the user-1 is the same as the MCPTT user identity of the user-1.

The members of the MCPTT group are allowed to initiate the MCPTT group session, are allowed to join the MCPTT group session, are allowed to request an MCPTT-emergency call on the MCPTT group, are allowed to request an imminent peril call on the MCPTT group and are allowed to request an MCPTT-emergency alert on the MCPTT group.

The GMC-1 proposes that the MCPTT group identity of the MCPTT group is sip:GMCproposedMCPTTGroupID@example.com, but the GMS-1 decides that the MCPTT group identity of the MCPTT group is sip:GMSdecidedMCPTTGroupID@example.com.

The hostname of GMS-1 is gms1.example.com.
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Figure A.2.1-1: GMC-1 creating a MCPTT group in GMS-1 on behalf of user served by the GMC-1

The details of the flows are as follows:

1)
GMC-1 sends an HTTP PUT request shown in table A.2.1-1 to the GMS-1.

Table A.2.1-1: first HTTP PUT request

	PUT /org.openmobilealliance.groups/users/sip:user1@example.com/groupdocument1.xml HTTP/1.1
Host: gms1.example.com

Content-Type: application/vnd.oma.poc.groups+xml; charset="utf-8"
<?xml version="1.0" encoding="UTF-8"?>
<group
  xmlns="urn:oma:xml:poc:list-service"
  xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
  xmlns:cp="urn:ietf:params:xml:ns:common-policy"
  xmlns:ocp="urn:oma:xml:xdm:common-policy"
  xmlns:oxe="urn:oma:xml:xdm:extensions"
  xmlns:mcpttgi="urn:3gpp:ns:mcpttGroupInfo:1.0"
  >
  <list-service uri="sip:GMCproposedMCPTTGroupID@example.com">
    <display-name xml:lang="en-us">My conference display name</display-name>
    <list>
      <entry uri="sip:user1@example.com">
        <rl:display-name>User 1</rl:display-name>
        <mcpttgi:required/>
        <mcpttgi:user-priority>1</mcpttgi:user-priority>
      </entry>
      <entry uri="sip:user2@example.com">
        <rl:display-name>User 2</rl:display-name>
        <mcpttgi:required/>
        <mcpttgi:user-priority>2</mcpttgi:user-priority>
      </entry>
      <entry uri="sip:user3@example.com">
        <rl:display-name>User 3</rl:display-name>
        <mcpttgi:user-priority>3</mcpttgi:user-priority>
      </entry>
    </list>
    <invite-members>true</invite-members>
    <max-participant-count>10</max-participant-count>

    <cp:ruleset>
      <cp:rule id="a7c">
        <cp:conditions>
          <is-list-member/>
        </cp:conditions>
        <cp:actions>
          <allow-initiate-conference>true</allow-initiate-conference>
          <join-handling>true</join-handling>
          <mcpttgi:allow-MCPTT-emergency-call>true</mcpttgi:allow-MCPTT-emergency-call>
          <mcpttgi:allow-imminent-peril-call>true</mcpttgi:allow-imminent-peril-call>
          <mcpttgi:allow-MCPTT-emergency-alert>true</mcpttgi:allow-MCPTT-emergency-alert>
        </cp:actions>
      </cp:rule>
    </cp:ruleset>
    <oxe:supported-services>
     <oxe:service enabler="g.3gpp.mcptt">
      <oxe:group-media>
       <mcpttgi:mcptt-speech/>
      </oxe:group-media>
     </oxe:service>
    </oxe:supported-services>
    <mcpttgi:disabled/>
    <mcpttgi:group-priority>5</mcpttgi:group-priority>
  </list-service>
</group>


2)
GMS-1 rejects the HTTP PUT request with HTTP 409 (Conflict) response shown in table A.2.1-2.

Table A.2.1-2: HTTP 409 (Conflict) response to HTTP PUT request

	HTTP/1.1 409 Conflict

Content-Type: application/xcap-error+xml; charset="utf-8"

<?xml version="1.0" encoding="UTF-8"?>

<xcap-error xmlns="urn:ietf:params:xml:ns:xcap-error">

  <uniqueness-failure phrase="URI constraint violated">

    <exists field="group/list-service/@uri">

      <alt-value>sip:GMSdecidedMCPTTGroupID@example.com</alt-value>

    </exists>

  </uniqueness-failure>

</xcap-error>


3)
GMC-1 sends an HTTP PUT request to the GMS-1. The HTTP PUT request is the same as shown in table A.2.1-3 with exception of the value of the "uri" attribute of the <list-service> element of the <group> root element. The "uri" attribute contains sip:correctMCPTTGroupID@example.com.

4)
GMS-1 accepts the HTTP PUT request with HTTP 201 (Created) response.
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