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***** Next change *****
4.4.2
Warning texts

The text string included in a Warning header field consists of an explanatory text preceded by a 3-digit text code, according to the following format in Table 4.4.2-1.
Table 4.4.2-1 ABNF for the Warning text

warn-text      =/  DQUOTE mcptt-warn-code SP warn-mcptt-text DQUOTE

mcptt-warn-code = DIGIT DIGIT DIGIT 

mcptt-warn-text = *( qdtext | quoted-pair )

Table 4.4.2-2 defines the warning texts that are defined for the Warning header field when a Warning header field is included in a response to a SIP INVITE request as specified in subclause 4.4.1.

Table 4.4.2-2: Warning texts defined for the Warning header field

	Code
	Explanatory text
	Description

	100
	function not allowed due to <detailed reason>
	The function is not allowed to this user.

The <detailed reason> will be either "group definition", "access policy", "local policy", or "user authorisation", or can be a free text string.

	101
	TBD
	TBD

	102
	too many simultaneous affiliations
	The MCPTT user already has N2 maximum number of simultaneous affiliations.

	103
	maximum simultaneous MCPTT group calls reached
	The number of maximum simultaneous MCPTT group calls supported for the MCPTT user has been exceeded.

	104
	isfocus not assigned
	A controlling MCPTT function has not been assigned to the MCPTT session.

	105
	maximum simultaneous MCPTT sessions reached
	The number of maximum simultaneous MCPTT sessions supported for the MCPTT user has been exceeded.

	106
	user not authorised to join chat group
	The MCPTT user is not authorised to join this chat group.

	107
	user not authorised to make private calls
	The MCPTT user is not authorised to make private calls.

	108
	user not authorised to make chat group calls
	The MCPTT user is not authorised to make chat group calls.

	109
	user not authorised to make prearranged group calls
	The MCPTT user is not authorised to make group calls to a prearranged group.

	110
	user declined the call invitation
	The MCPTT user declined to accept the call.

	111
	group call proceeded without all required group members
	The required members of the group did not responded within the acknowledged call time, but the call still went ahead.

	112
	group call abandoned due to required group members not part of the group session
	The group call was abandoned, as the required members of the group did not respond within the acknowledged call time.

	113
	group document does not exist
	The group document requested from the group management server does not exist.

	114
	unable to retrieve group document
	The group document exists on the group management server but the MCPTT server was unable to retrieve it.

	115
	group is disabled
	The group has the <disabled> element set to "true" in the group management server.

	116
	user is not part of the MCPTT group
	The group exists on the group management server but the requesting user is not part of this group.

	117
	the group identity indicated in the request is a prearranged group
	The group id that is indicated in the request is for a prearranged group, but did not match the request from the MCPTT user,



	118
	the group identity indicated in the request is a chat group
	The group id that is indicated in the request is for a chat group, but did not match the request from the MCPTT user,



	119
	user is not authorised to initiate the group call
	The MCPTT user identified by the MCPTT ID is not authorised to initiate the group call.

	120
	user is not affiliated to this group
	The MCPTT user is not affiliated to the group.

	121
	user is not authorised to join the group call
	The MCPTT user identified by the MCPTT ID is not authorised to join the group call.

	122
	too many participants
	The group call has reached its maximum number of participants.

	123
	MCPTT session already exists
	Inform the MCPTT user that the group call is currently ongoing. 

	124
	maximum number of private calls reached
	The maximum number of private calls allowed at the MCPTT server for the MCPTT user has been reached.

	125
	user not authorised to make private call with automatic commencement
	The MCPTT user is not authorised to make a private call with automatic commencement.

	126
	user not authorised to make private call with manual commencement
	The MCPTT user is not authorised to make a private call with manual commencement.

	127
	user not authorised to be called in private call
	The called MCPTT user is not allowed to be part of a private call.

	128
	isfocus already assigned
	The MCPTT server owning an MCPTT group received a SIP INVITE request destined to the MCPTT group from another MCPTT server already assigned as the controlling MCPTT function and the MCPTT server owning the MCPTT group does not support mutual aid or supports trusted mutual aid but does not authorise trusted mutual aid.

	129
	group not authorised for emergency group call, authorised for emergency alert
	The MCPTT group is not authorised for emergency group call, but is authorised for emergency alert.

	130
	group not authorised for emergency group call, not authorised for emergency alert
	The MCPTT group is not authorised for both emergency group call and emergency alert.

	131
	group not authorised for emergency group call
	The MCPTT group is not authorised for emergency group call.

	132
	emergency group call authorised, emergency alert not authorised
	The MCPTT group is authorised for emergency group call but is not authorised for emergency alert.

	133
	in-progress emergency group state not cancelled
	The in-progress emergency group state was not cancelled.

	134
	in-progress emergency group state not cancelled, emergency alert cancelled.
	The in-progress emergency group state was not cancelled but the emergency alert was cancelled.

	135
	in-progress emergency group state not cancelled, but emergency alert sent
	The in-progress emergency group state was not cancelled but the emergency alert was sent.

	136
	authentication of the MIKEY-SAKKE I_MESSAGE failed
	The client received the "mikey" attribute value but the authentication failed.

	xxx
	the indicated group call does not exists
	The participating MCPTT function can not find an ongoing group session associated with the received MCPTT session identity.

	yyy
	subscription of conference events not allowed
	The controlling MCPTT function could not allow the MCPTT user to subscribe to the conference event package.


***** Next change *****
6.3.1.X
SIP SUBSCRIBE request

The MCPTT server needs to distinguish between the following SIP SUBSCRIBE request for originations and terminations:
-
SIP SUBSCRIBE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the origination procedures as specified in 3GPP TS 24.229 [4] with the Request-URI set to the MCPTT session identity and the Event header field set to "conference". Such requests are known as "SIP SUBSCRIBE request for conference event status subscription" in the procedures in this document;
-
SIP SUBSCRIBE requests routed to the controlling MCPTT function with the Request-URI set to the MCPTT session identifier or with the Request-URI set to the public service identity identifying the controlling MCPTT function and containing an Event header field set to "conference" event package. Such requests are known as "SIP SUBSCRIBE request for event status subscription in the controlling MCPTT function" in the procedures in this document; and
-
SIP SUBSCRIBE requests routed to the non-controlling MCPTT function with the Request-URI set to the MCPTT session identity or with the Request-URI set to the public service identity identifying the non-controlling MCPTT function and containing an Event header field set to "conference" event package. Such requests are known as "SIP SUBSCRIBE request for event status subscription in the non-controlling MCPTT function" in the procedures in this document.
6.3.3.4
Generating a SIP NOTIFY request
The controlling MCPTT function shall generate a SIP NOTIFY request according to 3GPP TS 24.229 [4] with the clarification in this subclause.

In the SIP NOTIFY request, the controlling MCPTT function:


1)
shall set the P-Asserted-Identity header field to the public service identity of the controlling MCPTT function;

2)
shall include an Event header field set to the “conference” event package;

3)
shall include an Expires header field set to 3600 seconds according to IETF RFC 4575 [30], as default value;

4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9]; and

5)
shall include an application/vnd.3gpp.mcptt-info MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with > 
a)
the <mcptt-calling-group-id> set to the value of the MCPTT group ID;
b)
if the target is a MCPTT user, the value of <mcptt-request-uri> element set to the value of MCPTT ID of the targeted MCPTT user; and
c)
if the target is the non-controlling MCPTT function, the value of <mcptt-request-uri> element set to the constituent MCPTT group ID.
In the SIP NOTIFY request, the controlling MCPTT function shall include a application/conference-info+xml MIME body according to IETF RFC 4575 [30] with the following limitations:

1)
the controlling MCPTT function shall include the MCPTT group ID of the MCPTT group in the "entity" attribute of the <conference-info> element;

2)
for each participant in the MCPTT session with the exception of non-controlling MCPTT functions, the controlling MCPTT function shall include a <user> element. The <user> element shall:

NOTE:
Non-controlling MCPTT functions will appear as a participant in temporary group sessions.
a)
include the "entity" attribute. The "entity" attribute:
i)
shall for the MCPTT client, which initiated, joined or re-joined an MCPTT session, include the MCPTT ID of the MCPTT user which originates SIP INVITE request, if privacy is not requested by the MCPTT user or if the receiver of the SIP NOTIFY request is an authorised user;
ii)
shall for an invited MCPTT client include the MCPTT ID of the invited MCPTT user in case of a prearranged group call or chat group call, if privacy is not requested by the MCPTT use or if the receiver of the SIP NOTIFY request is an authorised user; and

iii)
shall include the anonymous MCPTT ID of the participant, which has request privacy unless the receiver of the SIP NOTIFY request is an authorised user;

b)
shall include a single <endpoint> element. The <endpoint> element:
i)
shall include the "entity" attribute; and
ii)
shall include the <status> element indicating the status of the MCPTT session according to RFC 4575; and
c)
may include <role> element.

NOTE:
The usage of <role> is only applicable for human consumption.
***** Next change *****
6.3.4.4
Generating a SIP NOTIFY request
The non-controlling MCPTT function shall generate a SIP NOTIFY request according to 3GPP TS 24.229 [4] with the clarification in this subclause.

In the SIP NOTIFY request, the non-controlling MCPTT function:

1)
shall set the P-Asserted-Identity header field to the public service identity of the non-controlling MCPTT function;
2)
shall include an Event header field set to the "conference" event package;

3)
shall include an Expires header field set to 3600 seconds according to IETF RFC 4575 [30], as default value;

4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9]; and

5)
shall include an application/vnd.3gpp.mcptt-info MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:
a)
the <mcptt-calling-group-id> set to the value of the constituent MCPTT group ID;

b)
if the target is a MCPTT user, the value of <mcptt-request-uri> element set to the MCPTT ID of the targeted MCPTT user; and
c)
if the target is the controlling MCPTT function the value of <mcptt-request-uri> element set to the temporary MCPTT group ID.
In the SIP NOTIFY request, the non-controlling MCPTT function shall include application/conference-info+xml MIME body according to IETF RFC 4575 [30] as specified in subclause 6.3.3.4 with the following exceptions:
1)
the non-controlling MCPTT function shall not regard the controlling MCPTT function as a participant and not include the controlling MCPTT function in a <user> element; and
NOTE:
The controlling MCPTT function initiated the temporary group call and will appear as a participant in the group session.
2)
the non-controlling MCPTT function shall include stored conference status information received in SIP NOTIFY requests from the non-controlling MCPTT function in subclause 10.1.3.5.3 and status information about own participants. 
***** Next change *****
10.1.3
Subscription to the conference event package

10.1.3.1
General
The IETF RFC 4575 [30] defines a conference state event package that shall be used to obtain the status of participants in group sessions.
The MCPTT client may subscribe to the conference state event package at any time in a group session that the MCPTT client participates in. The subclause 10.1.3.2 specifies the procedures in the MCPTT client when subscribing to the conference events.
The participating MCPTT function shall forward conference state subscriptions and notifications as specified in subclause 101.3.3.
The controlling MCPTT function shall handle subscriptions and notification of conference state events as specified in subclause 10.1.3.4.
The non-controlling MCPTT function shall handle subscriptions and notification of conference state events as specified in subclause 10.1.3.4.
When the non-controlling MCPTT function connection model is used, the controlling MCPTT function subscribes to the conference state event package from the non-controlling MCPTT function as specified in subclause 10.1.3.4.3 and the non-controlling MCPTT function subscribes to the conference state event package from the controlling MCPTT function as specified in subclause 10.1.3.5.3.
10.1.3.2
MCPTT client
A MCPTT client may subscribe to the conference state event package by sending a SIP SUBSCRIBE request to obtain information of the status of a group session.
When subscribing to the conference state event package, the MCPTT client:
1)
shall generate a SIP SUBSCRIBE request and use a new SIP-dialog according to IETF RFC 6665 [26], IETF RFC 4575 [30] and 3GPP TS 24.229 [4];
2)
shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating MCPTT function serving the MCPTT user;
3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];
4)
shall include an Accept-Contact header with the media feature tag g.3gpp.icsi-ref with the value "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

5)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE 1:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

6)
if the MCPTT client wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [26], to zero;

7)
shall include an Accept header field containing the application/conference-info+xml"MIME type;
8)
shall include an "pplication/vnd.3gpp.mcptt-info+xml"MIME body with the <mcptt-request-uri> element set to the MCPTT group ID of the group session; and
9)
shall send the SIP SUBSCRIBE request using a new SIP dialog according to 3GPP TS 24.229 [4].

The responses to the SIP SUBSCRIBE request shall be handled according to IETF RFC 6665 [26], IETF RFC 4575 [30] and TS 24.229 [4].

Upon receiving a SIP NOTIFY requests to the previously sent SIP SUBSCRIBE request the MCPTT client:
1)
shall handle the request according to IETF RFC 6665 [26] and IETF RFC 4575 [30]; and

2)
may display the current state information to the MCPTT client based on the information in the SIP NOTIFY request body.

When needed the MCPTT client shall terminate the subscription and indicate it terminated according to IETF RFC 6665 [26].

NOTE 2:
The contents of the received SIP NOTIFY request body is specified in subclause 6.3.3.4.

10.1.3.3
Participating MCPTT function
Upon receipt of a SIP SUBSCRIBE request for conference event status subscription from a MCPTT user served by the participating MCPTT function and if the SIP SUBSCRIBE request contains:

1)
the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];

2)
an Accept header field containing the application/conference-info+xml"MIME type; and
3)
an application/vnd.3gpp.mcptt-info+xml MIME body containing the <mcptt-request-uri> set to a MCPTT group ID;
then the participating MCPTT function:
1)
shall attempt to resolve the received Request-URI to an existing MCPTT session identity;
2)
if the the participating MCPTT function could not resolve the received Request-URI to an existing MCPTT session identity, shall reject the SIP SUBSCRIBE response with a a SIP 404 (Not found) response with a warning text set to "xxx the indicated group call does not exists" as specified in subclause 4.4. Otherwise, continue with the rest of the steps
3)
shall replace the SIP URI in the Request-URI with the resolved MCPTT session identity;
4)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body the <mcptt-calling-user-id> element set to the MCPTT ID of the served user: and
5)
shall insert a Record-Route header containing a URI identifying its own address; and
6)
shall forward the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4].

Upon receiving a SIP response to the SIP SUBSCRIBE request the participating MCPTT function:

1)
shall copy the content of the incoming SIP response to an outgoing SIP response;
2)
if a SIP 200 (OK) response, shall include an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the received SIP 200 (OK) response in the outgoing SIP response; and
3)
shall forward the SIP response according to 3GPP TS 24.229 [4].
Upon receiving a SIP NOTIFY request within the dialog created by th SIP SUBSCRIBE request destined to a served MCPTT client, the participating MCPTT function:

1)
shall include the public service identity of the MCPTT user in the Request-URI;
2)
shall copy the content of the incoming NOTIFY request to the outgoing SIP NOTIFY request; and
3)
shall send the SIP NOTIFY request according to 3GPP TS 24.229 [4].
Upon receiving a SIP response to the SIP NOTIFY request the participating MCPTT function:

1)
shall copy the content of the incoming SIP response to an outgoing SIP response;
2)
if a SIP 200 (OK) response, shall include an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the received SIP 200 (OK) response in the outgoing SIP response; and
3)
shall forward the SIP response according to 3GPP TS 24.229 [4].
10.1.3.4
Controlling MCPTT function
10.1.3.4.1
Receiving a subscription to the conference event package
Upon receipt of a SIP SUBSCRIBE request for event status subscription in the controlling MCPTT function and the SIP SUBSCRIBE request contains:

1)
an application/vnd.3gpp.mcptt-info+xml MIME body with
a)
the <mcptt-request-uri> element set to the group identity of the group session and the <mcptt-calling-user-id> element set to either:
i)
set to the MCPTT ID of a participant in the group session; or
ii)
set to a constituent MCPTT group ID of a non-controlling MCPTT function in a temporary group session;
2)
the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];

3)
an Accept header field containing the application/conference-info+xml MIME type;
then the controlling MCPTT function:
1)
check if the <on-network-allow-conference-state> element in the group document allows the MCPTT ID or the constituent MCPTT group ID in the <mcptt-calling-user-id> element to subscribe to the conference event package and if not allowed:

a)
shall reject the "SIP SUBSCRIBE request for event status subscription in the controlling MCPTT function" with a SIP 403 (Forbidden) response to the SIP SUBSCRIBE request, with warning text set to "yyy subscription of conference events not allowed" as specified in subclause 4.4; and

b)
shall not continue with the remaining steps;
2)
shall handle the request according to IETF RFC 6665 [26] and IETF RFC 4575 [30];

3)
shall cache information about the subscription;
4)
send a conference state notification as specified in subclause 10.1.3.4.2; and

5)
if the SIP SUBSCRIBE request is the first SUBSCRIBE request from a participant in a temporary group session, shall subscribe to the conference event package from all non-controlling MCPTT functions in the group session as specified in subclause 10.1.3.4.3.
10.1.3.4.2
Sending notifications to the conference event package

The procedures in this subclause is triggered by the receipt of a SUBSCRIBE request as specified in subclause 10.1.3.4.1, receipt of a SIP BYE request from one of the participants in a pre-arranged or a chat group sessionor or when an new participant is added in a pre-arranged or chat group session.
When sending a conference state event notification, the controlling MCPTT function:
1)
shall generate a notification package as specified in subclause 6.3.3.4 to all MCPTT clients which have subscribed to the conference state event package; and
NOTE:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

2)
shall send a SIP NOTIFY request to all participants which have subscribed to the conference state event package as specified in 3GPP TS 24.229 [4].
10.1.3.4.3
Sending subscriptions to the conference event package
The procedure in this subclause is triggered by:
1)
 the receipt of a SIP 200 (OK) response to a SIP INVITE request for non-controlling MCPTT function of an MCPTT group and if at least one participant already has subscribed to the conference event package in the controlling MCPTT function as specified in subclause 10.1.3.4.1; or
2)
 the receipt of the first SIP SUBSCRIBE request as specified in subclause 10.1.3.4.1 and one or more participant in the group session is a non-controlling MCPTT function;
then, for each non-controlling MCPTT function from where a SIP 200 (OK) response to a SIP INVITE request for non-controlling MCPTT function of an MCPTT group has been received and where a SUBSCRIBE request is not already sent, the controlling MCPTT function:

1)
shall generate a SIP SUBSCRIBE request and use a new SIP-dialog according to IETF RFC 6665 [26], IETF RFC 4575 [30] and 3GPP TS 24.229 [4];
2)
shall set the Request-URI of the SIP SUBSCRIBE request to the public service identity of the non-controlling MCPTT function serving the group identity of the MCPTT group owned by the partner MCPTT system;
3)
shall include the same P-Asserted-Identity header field as included in the SIP INVITE request for non-controlling MCPTT function of an MCPTT group;
4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];
5)
shall include an Accept-Contact header with the g.3gpp.mcptt along with "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

6)
shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

7)
shall include an Accept header field containing the application/conference-info+xml MIME type;
8)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with:

a)
the <mcptt-request-uri> element set to the constituent MCPTT group ID; and
b)
the <mcptt-calling-group-id> set to the temporary MCPTT group ID; and
9)
shall send the SIP SUBSCRIBE request using a new SIP dialog according to 3GPP TS 24.229 [4].
The responses to the SIP SUBSCRIBE request shall be handled according to IETF RFC 6665 [26], IETF RFC 4575 [30] and TS 24.229 [4].
Upon receiving an incoming SIP NOTIFY requests to the previously sent SIP SUBSCRIBE request, the controlling MCPTT function:
1)
shall handle the request according to IETF RFC 6665 [26] and IETF RFC 4575 [30];
2)
shall modify the SIP NOTIFY request as specified in subclause 6.3.3.4; and 

3)
forward the modified SIP NOTIFY request according to 3GPP TS 24.229 [4] to all other participants with a subscription to the conference event package.
NOTE:
A non-controlling MCPTT function of an MCPTT group is regarded as a participant in a temporary group session.
10.1.3.5
Non-controlling MCPTT function
10.1.3.5.1
Receiving subscriptions to the conference event package
Upon receipt of SIP SUBSCRIBE request for event status subscription in the non-controlling MCPTT function and the SIP SUBSCRIBE request contains:
1)
an application/vnd.3gpp.mcptt-info+xml MIME body with

a)
the <mcptt-request-uri> element set to the constituent MCPTT group ID; and
b)
the <mcptt-calling-user-id> element is set to:
i)
a participant in the group session; or
ii)
the temporary MCPTT group ID;
2)
the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9]; and
3)
an Accept header field containing the application/conference-info+xml MIME type;

then the non-controlling MCPTT function:

1)
check if the <on-network-allow-conference-state> element in the group document of the constituent group allows the MCPTT ID in the <mcptt-calling-user-id> element to subscribe to the conference event package and if not allowed:

a)
shall reject the "SIP SUBSCRIBE request for event status subscription in the controlling MCPTT function" with a SIP 403 (Forbidden) response to the SIP SUBSCRIBE request, with warning text set to "yyy subscription of conference events not allowed" as specified in subclause 4.4; and

b)
shall not continue with the remaining steps;
2)
shall handle the request according to IETF RFC 6665 [26] and IETF RFC 4575 [30];
3)
shall cache information about the subscription;

4)
shall generate a notification package as specified in subclause 6.3.4.4 and send a SIP NOTIFY request according to 3GPP TS 24.229 [4] to the MCPTT client which have subscribed to the conference state event; and
5)
if the SIP SUBSCRIBE request is the first SUBSCRIBE request from a MCPTT client, shall subscribe to the conference event package from the controlling MCPTT functions in the group session as specified in subclause 10.1.3.5.3.
10.1.3.5.2
Sending notifications to the conference event package

The procedures in this subclause is triggered by the receipt of a receipt of a SIP BYE request from one of the participants in a pre-arranged or a chat group sessionor or when an new participant is added in a pre-arranged or chat group session.

When sending a conference state event notification, the non-controlling MCPTT function:

1)
shall generate a notification package as specified in subclause 6.3.4.4 to all participants which have subscribed to the conference state event package; and
NOTE:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

2)
shall send a SIP NOTIFY request to all participants which have subscribed to the conference state event package as specified in 3GPP TS 24.229 [4].
10.1.3.5.3
Sending a subscription to the conference event package
Upon receipt of the first subscription to the conference event package from an MCPTT client, the non-controlling MCPTT function:

1)
shall generate a SIP SUBSCRIBE request and use a new SIP-dialog according to IETF RFC 6665 [26], IETF RFC 4575 [30] and 3GPP TS 24.229 [4];
2)
shall set the Request-URI of the SIP SUBSCRIBE request to the temporary MCPTT session identity;
NOTE:
The SIP URI received in the Contact header field of the SIP INVITE request for non-controlling MCPTT function of an MCPTT group is the temporary MCPTT session identity. Towards MCPTT clients the non-controlling MCPTT function uses an internal generated MCPTT session identity.
3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];
4)
shall include an Accept-Contact header with the media feature tag g.3gpp.icsi-ref with the value "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

5)
shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE 2:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

6)
shall include an Accept header field containing the application/conference-info+xml MIME type;
7)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with: 
a)
the <mcptt-request-uri> element set to the temporary MCPTT group ID: and
b)
the <mcptt-calling-group-id> set to the constituent MCPTT group ID; and
8)
shall send the SIP SUBSCRIBE request using a new SIP dialog according to 3GPP TS 24.229 [4].
The 2xx response to the SIP SUBSCRIBE request shall be handled according to IETF RFC 6665 [26], IETF RFC 4575 [30] and TS 24.229 [4].
Upon receiving an incoming SIP NOTIFY requests to the previously sent SIP SUBSCRIBE request the the non-controlling MCPTT function:
1)
shall handle the request according to IETF RFC 6665 [26] and IETF RFC 4575 [30];
2)
shall stored conference information based on the SIP NOTIFY request content;
2)
shall modify the SIP NOTIFY request as specified in subclause 6.3.4.4; and 

3)
forward the modified SIP NOTIFY request according to 3GPP TS 24.229 [4] to all MCPTT clients with a subscription to the conference event package.
***** End changes *****
