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	33.179 v2.0.0 states:
--------------------

1)
The GMS shall send a MIKEY payload to MCPTT UEs within the group within a 'Notification group configuration request' message. The message shall encapsulate a GMK for the group. The payload shall be encrypted to the user identity associated to the MCPTT UE and shall be signed by the GMS. The message shall also provide the GUK-ID. Parameters associated with the key shall be encrypted with the GMK for the group, and sent in the MIKEYpayload together with the key.

--------------------
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***** Next change *****
6.3.13.2.1
General client (GC) procedures

In order to subscribe to an MCPTT group document, a GC shall send a SIP SUBSCRIBE request to the network according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "Subscribing to Changes in the XDM Resources". In the SIP SUBSCRIBE request, the GC:

a)
if direct subscription is used, shall set the Request URI to a SIP URI containing:

1)
the XUI part of the XCAP URI pointing to the MCPTT group document; and

2)
an "auid" parameter set to "org.openmobilealliance.groups"; and

b)
if subscription via a subscription proxy is used, shall set the Request URI to the SIP-URI of the subscription proxy.

NOTE:
The body of the SIP SUBSCRIBE request contains a list of XCAP URIs pointing to the resources(s) that the GC subscribes to.

The GMC shall handle a received SIP NOTIFY request corresponding to the SIP SUBSCRIBE request according to OMA OMA-TS-XDM_Core-V2_1 [2] "SIP NOTIFY Processing".
***** Next change *****
6.3.13.2.2
Group management client (GMC) procedures

In order to subscribe to MCPTT group document, a GMC shall perform the procedures in subclause 6.3.13.2.1 specified for GC. In the SIP SUBSCRIBE request, the GMC shall additionally include an Accept header field with application/mikey MIME type.
In addition to handling a received SIP NOTIFY request corresponding to the SIP SUBSCRIBE request according to OMA OMA-TS-XDM_Core-V2_1 [2] "SIP NOTIFY Processing", if the SIP NOTIFY request contains one or two application/mikey MIME bodies, the GMC shall handle the group key transport payloads of each application/mikey MIME body according to 3GPP TS 33.179 [r33179].

***** Next change *****
6.3.13.3
Group management server (GMS) procedures
A GMS shall support handling a SIP SUBSCRIBE request from a GMC according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "Subscriptions to Changes in XDM Resources". In addition, if the SIP SUBSCRIBE request contains an Accept header field with application/mikey MIME type, when sending a SIP NOTIFY request corresponding to the SIP SUBSCRIBE request, if one or two group key transport payloads as described in subclause 7.a are to be transported to GMC according to 3GPP TS 33.179 [r33179], the GMS:

a)
if a separate security context is required for protection of media and for protection of floor control signalling:

1)
shall include an application/mikey MIME body containing a group key transport payload as described in subclause 7.a indicating the GMK for the protection of media; and

2)
shall include another application/mikey MIME body containing a group key transport payload as described in subclause 7.a indicating the GMK for the protection of floor control signalling; and

b)
if the same security context is required for protection of media and floor control signalling, shall include an application/mikey MIME body containing a group key transport payload as described in subclause 7.a indicating the GMK for protection of media and floor control signalling;
in the SIP NOTIFY request in addition to a MIME body related to the event package of the SIP NOTIFY request.
