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***** Next change *****
4.4
Coding requirements

A user agent that wishes to use the ECT service (to act as a transferor):

-
Shall support the REFER method as a client as specified in RFC 3515 [2] as updated by IETF RFC 6665 [14] and IETF RFC 7647 [16].
-
Shall support the Referred-By header field as specified in RFC 3892 [3].

-
Shall support the Target-Dialog header field as specified in RFC 4538 [15].
A user agent that is the transferred party in a communication transfer (acts as the transferee):

-
Shall support the REFER method as a server as specified in RFC 3515 [2] and updated by RFC 6665 [14].

-
Shall support the Referred-By header field as specified in RFC 3892 [3].

-
Shall support Replaces header field as a client as specified in RFC 3891 [4].

-
Shall support the Target-Dialog header field as specified in RFC 4538 [15].

A user agent that is the transfer target in a communication transfer:

-
May support the Referred-By header field as a server as specified in RFC 3892 [3].

-
May support the Replaces header field as a server as specified in RFC 3891 [4].

***** Next change *****
4.5.2.1
Actions at the transferor UE
A UE that has initiated an emergency call, shall not perform any transfer operation involving the dialog associated with the emergency call.

A UE that initiates a transfer operation shall if the Contact address of the transferee is a GRUU:
-
issue a REFER outside an existing dialog as specified in RFC 3515 [2] as updated by IETF RFC 6665 [14] and IETF RFC 7647 [16], where:

a)
the request URI shall contain the SIP URI of the transferee as received in the Contact header field:
b)
the Refer-To header field shall indicate the public address of the transfer target;
c)
in case of Consultative transfer, the transferor UE has a consultation communication with the transfer target, a Replaces header field parameter shall be added to the Refer-To URI together with a Require=replaces header field parameter;
d)
the Referred-By header field can be used to indicate the identity of the transferor. When privacy was required in the original communications dialog and a Referred-By header field is included, the UE shall include a Privacy header field set to "user"; and
e)
the Target-Dialog header field identifies the dialog to be transferred;
otherwise the UE shall:
-
issue a REFER request in the original communications dialog as specified in RFC 3515 [2], where:

a)
the request URI shall contain the SIP URI of the transferee as received in the Contact header field;
b)
the Refer-To header field shall indicate the public address of the transfer target;
c)
in case of consultative transfer, the transferor UE has a consultation communication with the transfer target, a Replaces header field parameter shall be added to the Refer-To URI together with a Require=replaces header field parameter; and
d)
the Referred-By header field can be used to indicate the identity of the transferor. When privacy was required in the original communications dialog and a Referred-By header field is included, the UE shall include a Privacy header field set to "user".
If assured transfer is requested, the UE may include an Expires header field in the Refer-To URI of the REFER request.

NOTE 1:
The value of the Expires header field indicates the maximum duration of the transfer attempt. If the transfer does not succeed within this duration, the UE will receive a NOTIFY request indicating the transfer failure.

After the REFER request is accepted by the other end with a 2xx response, the transferor UE gets notifications of how the transferee's communication setup towards the transfer Target is progressing.

When a NOTIFY request is received on the REFER dialog that indicates that the transferee and the transfer Target have successfully setup a communication, the transferor UE may terminate the original communication with the transferee UE, by sending a BYE request on the original dialog.
If an assured transfer attempt is not completed (i.e. the UE has not received a NOTIFY request with a "message/sipfrag" body’s status line containing a final response code indicating the end of the transfer operation), the UE may request to terminate the transfer attempt by:

-
sending a REFER request in the same communications dialog as the previous REFER request as specified in RFC 3515 [2] as updated by IETF RFC 6665 [14] and IETF RFC 7647 [16], where:

a)
the request URI shall contain the SIP URI of the transferee as received in the Contact header field; and
b)
the Refer-To header field shall indicate the public address of the transfer target and shall contain the method parameter set to "CANCEL"; and

c)
if applicable include a Target-Dialog header field that identifies the dialog under transfer.
If the UE receives a NOTIFY request indicating that the assured transfer attempt failed,followed by a re-INVITE or an UPDATE request taking the UE off HOLD the UE may decide to retrieve the original communication by sending a re-INVITE request in the original SIP dialog.
NOTE 2:
If the user requests the retrieval of the original communication while the transfer attempt has not been completed, the UE needs to first request the termination of the transfer attempt before retrieving the original communication via a re-INVITE request.
***** Next change *****
A.1
Blind transfer

Figure A.1 signalling flow shows a blind transfer scenario, whereby the REFER request is forwarded the existing INVITE dialog between A and B.
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Figure A.1: Blind transfer

1.
A multimedia session exists between A-B. B initiates transfer A to C, by sending a REFER request with a Toheader field set to UE-A, a Referred-To header field set to UE-C, a Referred-By header field set to UE-B. The REFER request is sent in the existing dialog between A and B. 

1.1
Upon reception of the REFER request, AS-B must check whether there is no outgoing call barring active from B to C. Because B is charged for the call from B-C when A is referred to C, when outgoing call barring is active from B-C the REFER request is rejected. 

AS-B checks whether B is allowed to transfer calls, if B is allowed to transfer the call then AS-B generates an ECT session identifier URI, addressed to itself, with the new destination information and billing information that will be needed for the new session. It replaces the Refer-To header field value with the ECT session identifier URI. This ensures that:

AS-B will remain in the loop.

2. 
The REFER request is forwarded to AS-A.

2.1 
AS-A checks whether it is allowed to transfer A.

3. 
The REFER request is forwarded to A by AS-A.

4.
 The REFER request is accepted by A's UE.

4.1, 13.1, 31.1
AS-A can use result messages and notifications caused by the REFER request to track success of the REFER request and take appropriate actions. The AS-A can ensure that header fields that were replaced with other content are recreated with the original content on the way back.

5.1, 8.1, 32.1
AS-B can use this to track success of the REFER request and take appropriate actions. The AS-B can ensure that header fields that were replaced with other content are recreated with the original content on the way back.

7.
Since the REFER request was accepted in 6. UE-B terminates the existing INVITE dialog by sending a BYE request to UE-A.

19.
UE-A initiates a new session by sending an INVITE request to AS-B's ECT session identifier URI (which represents UE-C). 

19.1
AS-A routes the INVITE request to AS-B using the AS-B's ECT session identifier URI using normal SIP routing procedures. Normal charging from A to B applies.

20.1
Upon receiving the INVITE request to the ECT session identifier URI that was inserted by the AS-B, the AS-B replaces it with the Request URI of C and creates an INVITE request targeted towards UE-C. 

In this scenario it can be assumed that there is no active outgoing call barring towards UE-C, because the REFER was accepted by AS-B. The ECT Session Identifier URI has a limited validity time to ensure that no future barring is violated. 

Also the Referred-By: header field is verified or filled in with the original unmodified values. Then the INVITE request is forwarded to UE-C using normal routing procedures.

21.1, 23.1
Normal terminating services apply for UE-C. The call will be treated as a call from A-C regarding call policies.

25.1
AS-A. Normal response handling applies.

27.1
AS-A. Normal ACK handling applies. 

28.1
AS-B replaces all modified values and ECT session identifier URI 's with stored values.

***** Next change *****
A.2
Consultative transfer

Figure A.2 signalling flow shows a consultative transfer scenario. 
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Figure A.2: Consultative transfer

1.
Multimedia sessions exist between A-B and between B-C. B initiates transfer of A to C, by sending a REFER request including a To header field set to UE-A GRUU a Refer-To header field set to UE-C?Replaces=dialog2&Require=replaces and a Referred-By header field set to UE-B. The REFER request reuses the dialog that exists from A-B. 

1.1
Upon reception of the REFER request AS-B must check whether there is no outgoing call barring active from B to C. Because B is charged for the call from B-C when A is referred to C, when outgoing call barring is active from B-C the REFER is rejected.

AS-B checks whether B is allowed to transfer calls, if it is allowed to transfer the call then AS-B generates an ECT session identifier URI, addressed to itself, with the new destination information and billing information that will be needed for the new session. It replaces the Refer-To header field value with the ECT session identifier URI. This ensures that AS-B will remain in the loop.

2.
The REFER request is forwarded to AS-A.

2.1
AS-A checks whether it is allowed to transfer A. 

3.
The REFER is forwarded to A by AS-A.

4.1, 7.1, 31.1
AS-A can use result messages and notifications caused by the REFER request to track success of the REFER request and take appropriate actions. The AS-A can ensure that header fields that where replaced with other content are recreated with the original content on the way back.

5.1, 8.1, 32.1
AS-B can use this to track success of the REFER request and take appropriate actions. The AS-B can ensure that header fields that where replaced with other content are recreated with the original content on the way back.

13.
UE-A initiates a new session by sending an INVITE to AS-B's ECT session identifier URI (which represents UE-C).

13.1
AS-A checks whether A is allowed to use the Replaces extension and routes the INVITE request to AS-B using the AS-B's ECT session identifier URI using normal SIP routing procedures. Normal charging from A to B applies.

14.1
Upon receiving the INVITE request to the ECT session identifier URI that was inserted by AS-B, AS-B replaces the Request URI and creates an INVITE targeted towards UE-C. Further AS-B inserts a Replaces header field with the value of the Replaces parameter of the stored transfer target URI if it is available, which will allow the new session to replace the existing session between B and C.
In this scenario it can be assumed that there is no active outgoing call barring towards UE-C, because UE-B was able to setup a call to UE-C in the first place. However when there was no consultation call to UE-C, there is an issue but this is solved at the initial reception of the REFER from UE-C and not at this stage.
The INVITE request is forwarded to UE-C using normal routing procedures.

15.1, 17.1
Normal terminating services apply for UE-C. The call will be treated as a call from A-C regarding call policies. AS-C checks whether the Replaces mechanism is used.

19.1
AS-A. Normal response handling applies.

21.1
AS-A. Normal ACK handling applies. 

22.1
AS-B replaces all codified values and the ECT session identifier URI with stored values.

25.
UE-C terminates dialog 2 as consequence of normal Replaces procedures according to RFC 3891 [4].
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