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1. Introduction
LS C1-160264 from RAN2 was handled in CT1#95bis@Nashville. In this LS, RAN2 indicates the requirement to differentiate the access of “normal reporting” and “exceptional reporting” from NB-IoT UE. So, CT1 is asked to consider a feasibility of RRC establishment cause for exceptional reporting generated by NB-IoT UE. This paper approaches this issue and also the RRC establishment cause for normal reporting.
2. Discussions
Discussion 1: Target
The requirement indicated by RAN2 mentions about only NB-IoT RAT, not CIoT. On the other hand, CT1 may have to consider the RRC establishment cause for CIoT optimisation using non-NB-IoT RAT(e.g., Category M) in the future because an applicability of CIoT optimisation to non-NB-IoT RAT is under discussion in RAN2 and SA2. 

If the exceptional data can be applied for CIoT data transfer with non-NB-IoT RAT, this issue should not be limited to NB-IoT RAT. NTT DOCOMO thinks this point should be clarified by RAN2.
Proposal 1: It is proposed to ask RAN2 a following question;
· Is there any requirement to introduce the mechanism to differentiate the access of exceptional reporting and normal reporting also for non-NB-IoT UE(e.g, Category M)? 
NOTE: If yes, CT1 considers this should be applied for CIoT data transfer, not limited to NB-IoT RAT.

In the following sentence, the RRC establishment cause is considered for CIoT data transfer.
Discussion 2: Normal Reporting
This paper picks up following 4 possible solutions for CP-CIoT normal reporting data transfer.

· Alt.1: “mo-Data” is used for RRC establishment cause for all the normal reporting

· Alt.2: “delayTolerantAccess” is used for RRC establishment cause for all the normal reporting

· Alt.3: RRC establishment cause depends on the UE configuration of low priority(i.e., “mo-Data” or “delayTolerantAccess”)

· Alt.4: Introduce new establishment cause value(e.g., mo-NormalReporting)

	Normal Reporting
	Alt.1: mo-Data
	Alt.2: delayTolerantAccess
	Alt3: Depend on low priority configuration
	Alt.4: New cause value

	Pros.
	- Last spare bit in the RRC establishment cause is not used.
	- Last spare bit in the RRC establishment cause is not used.

- eNB can differentiate CIoT data transfer from usual MO-data
	- Last spare bit in the RRC establishment cause is not used.

- eNB can differentiate CIoT data transfer from usual MO-data if the UE is configured as low priority according to UE configurations.
- Compatible with existing UE’s low priority handling
	- eNB can completely differentiate CIoT data transfer from other data.

	Cons.
	- eNB cannot differentiate CIoT data transfer from usual MO-data.
- eNB cannot differentiate CIoT data transfer from data transferred by pre-Rel.13 MTC device.
	- eNB cannot differentiate CIoT data transfer from data transferred by pre-Rel.13 MTC device.
- Not compatible with existing UE’s low priority handling.
	- eNB cannot differentiate CIoT data transfer from data transferred by pre-Rel.13 MTC device
	- Last spare bit in the RRC establishment cause has to be used.


Consideration 2-1
For Alt.4, the issue that a spare bit of RRC establishment cause remains only 1bit is a critical topic in RAN2. So, Alt.4 may have to be avoided due to the limitation in RAN2 protocol. If necessary, CT1 can ask this point to RAN2 in LS reply.
Proposal 2: It is proposed to ask RAN2 a following question;

· Is there any requirement to avoid using remaining spare bit for the access of normal reporting? 

Consideration 2-2
For Alt.1, 2 and 3, there may be some operators which want the eNB to handle the access of CIoT data transfer as lower priority than other packet data. Because SA2 answered that the UE supporting CIoT optimisation may have other PDN connection(e.g., Internet, IMS) in S2-160906, such a requirement may be raised by operators. In this case, it is reasonable to set “delayTolerantAccess” in the RRC establishment cause. On the other hand, other operators may not feel the necessity to differentiate the access of CIoT data transfer from other packet data whose RRC establishment cause is “mo-Data”. In this case, it is reasonable to set “mo-Data” in RRC establishment cause.

NTT DOCOMO considers that which cause values “mo-Data” or “delayTolerantAccess” is set to the RRC establishment causes should be flexible depending on an operator policy. This seems to be compatible with existing low priority handling of pre-Rel.13 MTC device. So, Alt.3 seems to be reasonable also for CIoT optimisation.
CT1 can ask RAN2 whether there is such a requirement or not.

Proposal 3: It is proposed to ask RAN2 a following question;

· Is there any requirement to enable the UE set the RRC establishment cause of the access for normal reporting as low priority depending on the UE configurations in the same manner as pre-Rel.13 MTC device? 

Consideration 2-3
Additionally, if the concept of low priority is introduced in CIoT data transfer, the necessity of low priority indicator in the NAS message for CIoT data transfer should also be considered. This point needs to be clarified by SA2.
At first, the NAS message for CP-CIoT data transfer is under discussion in CT1. One possible solution is to use UPLINK GENERIC NAS TRANSPORT message. However, the Device properties IE is not included in UPLINK GENERIC NAS TRANSPORT message. So, CT1 may need to newly define the Device properties IE in the UPLINK GENERIC NAS TRANSPORT message.

On the other hand, how data is transferred via UP-CIoT is not fixed in 3GPP spec, which has not been discussed yet in CT1. According to S2-160840 endorsed in SA2#113, no NAS procedure seems to be invoked in RRC connection Resume procedure as following figure. If so, the NAS layer cannot provide the RRC establishment cause with the RRC layer when CIoT data is invoked. By contrast, if the Service Request or the Extended Service Request is invoked for UP-CIoT data transfer, the RRC establishment cause can be set by the NAS layer and the same RRC establishment cause setting method as existing one can be applied for UP-CIoT data transfer. In this case, the point CT1 should consider is which the RRC establishment causes “Service Request” or “Extended Service Request” should be used for UP-CIoT data transfer. If there is a requirement to set low priority indicator in the NAS messages, Extended Service Request will be used for UP-CIoT data transfer, while if there is no such a requirement, Service Request will be used to minimize message size as far as possible.
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Figure 5.3.5A-1: UE initiated Connection Resume procedure, excerpt from S2-160840
Proposal 4: It is proposed to ask SA2 a following question;

· Is there any requirement to enable the UE set the NAS messages of CIoT data transfer for normal reporting as low priority depending on the UE configurations in the same manner as pre-Rel.13 MTC device?

Proposal 5: It is proposed to ask RAN2 a following question;

· Is the NAS procedure is invoked during the RRC Connection Resume procedure for UP-CIoT data transfer, which is specified in S2-160840?
Proposal 6: It is proposed to ask RAN2 a following question;

· If the NAS procedure is not invoked the RRC Connection Resume procedure for UP-CIoT data transfer, which is specified in S2-160840, can RAN2 accept that the establishment cause is not provided by NAS layer?
Discussion 3: Exceptional Reporting
Consideration 3-1
At first, we should discuss about how the NAS layer recognize exceptional data transfer is initiated.

Because it is supposed that an exclusive APN is not prepared for exceptional reporting, NTT DOCOMO thinks some information to indicate the trigger of exceptional data is needed from upper layer who can recognize the contents of packet data. If it is agreeable, it is preferable that this point should be informed to RAN2 and SA2.
Proposal 7: It is proposed to inform RAN2 and SA2 a following point;

· It is supposed that the upper layer notifies indications to the NAS layer when exceptional data is initiated.
This paper picks up following 3 possible solutions for CP-CIoT exceptional reporting data transfer.

· Alt.1: Introduce new establishment cause value(mo-ExceptionalReporting)
· Alt.2: “Emergency” is used for RRC establishment cause for exceptional reporting

· Alt.3: Introduce new indicator to indicate exceptional data initiation and RRC establishment cause is set in the same manner as normal reporting 
	Exceptional Reporting
	Alt.1: mo-ExceptionData

(new value)
	Alt.2: Emergency
	Alt.3: New indicator

	Pros.
	- eNB can completely differentiate CIoT exceptional data transfer from other data
- New bit is not needed in the RRC Connection Request.
	- Last spare bit in RRC establishment cause is not used.

- New bit is not needed in the RRC Connection Request.
	- eNB can completely differentiate CIoT exceptional data transfer from other data.
- Last spare bit in RRC establishment cause is not used.

	Cons.
	- Last spare bit in the RRC establishment cause has to be used.
	- eNB cannot differentiate CIoT exceptional data transfer from other emergency call
	- New bit is needed in the RRC Connection Request.


Consideration 3-2
For Alt.1, as described in Consideration 2-1-2, CT1 can ask whether using a remaining 1 bit is acceptable or not to RAN2. This can also be said for exceptional data transfer.

Additionally, for Alt.3, there may be a requirement to limit the size of the RRC Connection Request. If introducing new indicator in the RRC Connection Request is not allowed, Alt.3 should be avoided. 
CT1 can also ask these points to RAN2. 
Proposal 8: It is proposed to ask RAN2 a following question;

· Is there any requirement to avoid using remaining spare bit or introducing new indicator in the RRC Connection Request for the access of exceptional reporting? 

Consideration 3-3
For Alt.2, because eNB can already handle the access whose RRC establishment cause is “emergency” as high priority, it seems to be reasonable to reuse “Emergency” value as the RRC establishment cause for exceptional data. But, if there is a requirement that the eNB can differentiate CIoT exceptional data transfer from other emergency call, Alt.2 cannot be adopted.

Proposal 9: It is proposed to ask RAN2 a following question;

· Is there any requirement to differentiate CIoT exceptional data transfer from other emergency call? 

NOTE: If no, CT1 considers that reusing “emergency” as a RRC establishment cause for the access of exceptional data is reasonable.

Discussion 4: Call type
This section considers the call type for CIoT data transfer which is deeply related to the RRC establishment cause.

In face of the compatibility with existing call type setting method, it seems to be reasonable call type is set as follow;
· For CP-CIoT, "originating signalling" or “originating SMS” depending on data format.
· For UP-CIoT, “originating calls”, if the NAS procedure is invoked. If the NAS procedure is not invoked, call type cannot be provided by the NAS layer.(It depends on the answer for Proposal 5.)
Call type can be used for access barring after ACB skip(Smart Congestion Mitigation) is specified in Rel.12. Therefore, RAN2 may have some requirement. For instance, if there is a requirement to introduce new access barring mechanism dedicated to exceptional data transfer, new call type may need to be specified in TS24.301 Annex D.1. It is proposed to ask RAN2’s opinion on call type.

Proposal 10: It is proposed to ask RAN2 a following point;

· CT1 considers that a new call type value is not needed for NB-IoT or CIoT data transfer and call type is set as follows;

· For CP-CIoT, "originating signalling" or “originating SMS” depending on data format.
· For UP-CIoT, “originating calls”, if the NAS procedure is invoked. If the NAS procedure is not invoked, call type cannot be provided by the NAS layer.
CT1 would like to know RAN2’s opinion on this proposal.
3. Proposal and Conclusion
This paper proposes following 8 points.

Proposal 1: It is proposed to ask RAN2 a following question;

· Is there any requirement to introduce the mechanism to differentiate the access of exceptional reporting and normal reporting also for non-NB-IoT UE(e.g, Category M)? 

NOTE: If yes, CT1 considers this should be applied for CIoT data transfer, not limited to NB-IoT RAT.

Proposal 2: It is proposed to ask RAN2 a following question;

· Is there any requirement to avoid using remaining spare bit for the access of normal reporting? 

Proposal 3: It is proposed to ask RAN2 a following question;

· Is there any requirement to enable the UE set the RRC establishment cause of the access for normal reporting as low priority depending on the UE configurations in the same manner as pre-Rel.13 MTC device? 

Proposal 4: It is proposed to ask SA2 a following question;

· Is there any requirement to enable the UE set the NAS messages of CIoT data transfer for normal reporting as low priority depending on the UE configurations in the same manner as pre-Rel.13 MTC device?

Proposal 5: It is proposed to ask RAN2 a following question;

· Is the NAS procedure is invoked during the RRC Connection Resume procedure for UP-CIoT data transfer, which is specified in S2-160840?
Proposal 6: It is proposed to ask RAN2 a following question;

· If the NAS procedure is not invoked the RRC Connection Resume procedure for UP-CIoT data transfer, which is specified in S2-160840, can RAN2 accept that the establishment cause is not provided by NAS layer?
Proposal 7: It is proposed to inform RAN2 and SA2 a following point;

· It is supposed that the upper layer notifies indications to the NAS layer when exceptional data is initiated.
Proposal 8: It is proposed to ask RAN2 a following question;

· Is there any requirement to avoid using remaining spare bit or introducing new indicator in the RRC Connection Request for the access of exceptional reporting? 

Proposal 9: It is proposed to ask RAN2 a following question;

· Is there any requirement to differentiate CIoT exceptional data transfer from other emergency call? 

NOTE: If no, CT1 considers that reusing “emergency” as a RRC establishment cause for the access of exceptional data is reasonable.

Proposal 10: It is proposed to ask RAN2 a following point;

· CT1 considers that a new call type value is not needed for NB-IoT or CIoT data transfer and call type is set as follows;

· For CP-CIoT, "originating signalling" or “originating SMS” depending on data format.
· For UP-CIoT, “originating calls”, if the NAS procedure is invoked. If the NAS procedure is not invoked, call type cannot be provided by the NAS layer.

CT1 would like to know RAN2’s opinion on this proposal.
NTT DOCOMO considers above points should be clarified at first. So, a reply LS draft C1-161149 titled “Response to LS on NB-IoT work progress in RAN2” is provided for this meeting. After these requirements are clarified according to the answers from RAN2 and SA2, NTT DOCOMO will prepare corresponding CRs.
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