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1 Introduction
This discussion is about avoiding double triggering of CFNR both in IMS (AS) and CS (VMSC) in case of IMS Centralized Service (ICS) when the UE is accessed via IMS but is only under CS domain coverage.

When the call forwarding service data is stored in the HLR, the VMSC will retrieve the service data including the CFNR service. 3GPP defined some mechanisms to prevent VMSC from CF invocation but depending on VMSC standard implementation, it is possible to have CFNRc (not reachable) triggered in the IMS instead of a CFNR in a no answer condition.
2 Discussion

To avoid CF triggering in CS, TS 24.292 defined a "+g.3gpp.ics" feature-capability indicator set by the SCC AS as following:
Upon receiving a SIP 200 (OK) response from the remote UE, the SCC AS shall send a SIP 200 (OK) response on both the leg with the ICS UE and on the leg with the CS domain. The SCC AS may, based on operator policy, include a Feature-Caps header field defined in IETF RFC 6809 [48] with a "+g.3gpp.ics" header field parameter as described in clause B.4. 

At the SIP – ISUP/BICC interworking, for the support of ICS call, TS 29.163 in section §7.2.3.1.2.12 defined a mechanism using this new value for the Feature-Caps header to set the redirection counter in CS to its maximum value (eg. 5).
From ITU-T Q.732.2, in the VMSC, when the no reply timer expires,  and the receiving redirection counter reached the maximum value allowed (eg.5) ; then the VMSC should, either keep sending backward a ringing signal ignoring the no reply timer (ringing continues) [option A] or clear the call by sending a REL message with the cause 19 ("no answer from user") [option B].

· With option A, the AS will still receive 180 responses and have its no rely timer expiring and trigger CFNR.

· With option B, the AS should receive a 480 response with a Reason header containing a Q.850 with the cause value #19. Unfortunately, this 480 (Q.850 cause #19), will not be considered as a no answer response but as a CFNRc (not reachable) condition as defined in TS 24.604. In this configuration, CFNR will never be invoked in IMS.

Extract from Q732.2

2.5.2.5.2.2 Actions at the destination exchange performing the diversion

If the call has already undergone diversion, the redirection counter is examined to see if another

diversion would take the counter above the network specified limit of five diversions.

In case of call forwarding unconditional, call forwarding (user or network determined busy) and call

deflection immediate response the call is cleared.

In case of call forwarding no reply and call deflection during alerting, there are two options

(as described in Table 2-2: Network provider options for call diversion supplementary services).

In Option A: If it did, the call is not cleared but ringing continues.
In Option B: If it did, the call is cleared.
The cause value used in the release message depends upon which of the call diversion supplementary

services it is that would take the call over the limit.

The mapping is as follows:

a) call forwarding busy, the cause value "user busy" is used;

b) call forwarding no reply, the cause value "no answer from user" is used (option B only);
c) call forwarding unconditional, the cause value "call rejected" is used;

d) call deflection, the cause value "no user responding" is used (option B only).

3 Conclusion
With C1-160910, it is proposed to add in the CDIV AS (TS 24.604) the consideration of a 480 (Temporarily unavailable) final response including a Reason header field with the protocol set to "Q.850" and the cause set to "19" as a no reply answer that will not affect the no reply timer duration to allow CFNR to be invoked from IMS network even if call forwarding data is set in the HLR (and so VMSC). At the same time, this particular response is removed from the not reachable condition.
