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1. Introduction
This pCR adds the functionaliy of the MCPTT client originating procedures for MCPTT emergency alert, including:
- sending a SIP MESSAGE which includes the MCPTT user's (as per 23.179 v1.2.0, subclause 10.6.2.2.3) MCPTT ID and MCPTT group ID.

When the controlling MCPTT function receives this message it is to check authorizations, implicitly affiliate the initiator to the MCPTT group if needed and forward the following information (as per 23.179 v1.20, subclause 10.6.2.6.3.1) to the other affiliated members of the group:

- MCPTT ID

- Location
- User ID (this would appear to be redundant to the MCPTT ID)
- group ID (i.e., MCPTT user's selected MCPTT group or dedicated MCPTT emergency group, as per MCPTT group configuration)

- MCPTT user's mission critical organization (stored in the configuration management server according to "Table B.3-1: User configuration  /MCPTT user profile data (on and off network)" in 23.179 v1.2.0.
Assumptions:

1)
23.179 v1.2.0 does not specify that the MCPTT client sends it's location with the emergency alert. As it is to be distributed to the other affiliated members of the group by the controlling MCPTT function it is assumed here that it should be included in the MCPTT emergency alert request message. The location data included utilizes aspects of pCR C1-160331 including the XML location information schema defined therein.
2)
the MCPTT user's mission critical organization is assumed to be accessible by the controlling MCPTT function and does not need to be included in the 
MCPTT emergency alert request message.

Impact on states:

As per 23.179 v1.2.0, subclause 10.6.2.2.3:

- the MCPTT emergency state of the client is set 
- there is no impact on the In-progress emergency state of the MCPTT group by the sending of an emergency alert in and of  itself.

Additionally, the MCPTT emergency alert (MEA) state (which was introduced in pCR C1-160360) is also updated.

2. Reason for Change
This pCR provides the MCPTT client originating procedures necessary for issuing an MCPTT emergency alert.  
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 v0.4.1.
* * * First Change * * * *

1X
Emergency alert
Editor's Note [CT1#95-BIS, C1-160423]: Emergency alert did not seem to fit well elsewhere in the skeleton of this specification, hence a new subclause is created. This subclause will contain both the on-network and off-network variants of MCPTT emergency alert. 
1X.1
On-network emergency alert
NOTE 1:
this SIP MESSAGE is assumed to be sent out-of-dialog.
Editor's Note [CT1#95-BIS, C1-160423]: whether or not the use of SIP MESSAGE for conveying application data is appropriate is a global issue for MCPTT. This subclause may need updating pending a definitive decision on this issue.
Upon receiving a request from the MCPTT user to send an MCPTT emergency alert to the indicated MCPTT group and the MCPTT user is authorized to do so, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the clarifications given below.

The MCPTT client:
1)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
2)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

3)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
4)
may include a P-Preferred-Identity header field in the SIP MESSAGE request containing a public user identity as specified in 3GPP TS 24.229 [4];
Editor's Note [CT1#95-BIS, C1-160423]: The P-Preferred-Identity field will contain the IMPU and this is not necessarily the MCPTT ID. It has not yet been agreed on how the MCPTT ID will be conveyed by the MCPTT client. It may be included in a MIME body (e.g., as an element in mcpttinfo) and encrypted when the confidentiality of sensitive application data is required or by some other mechanism yet to be determined.
5)
shall include a Content-Type header field with the value "multipart/mixed" as specified in IETF RFC 2046 [bbb];
6)
shall include a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml";

7)
shall include an  "application/vnd.3gpp.mcptt-info+xml" MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcpttclient-Params> element with the <alert-ind> element set to a value of "true";
8)
shall include a Content-Type header field set to "application/vnd.3gpp.location-info+xml";
9)
shall include an "application/vnd.3gpp.location-info+xml" MIME body as specified in Annex F.3 with a <Report> element included in the <location-info> root element;
10)
shall include in the <Report> element the specific location information configured for the MCPTT emergency alert location trigger;
Editor's Note [CT1#95-BIS, C1-160423]: the "application/vnd.3gpp.location-info+xml" schema is not complete yet. It is assumed that it will in time include a data element which can contain the actual location information.
11)
shall set the MCPTT emergency state if not already set;

12)
shall set the MCPTT emergency alert state to "MEA 2: Emergency-alert-confirm-pending";
NOTE 2:
the assumption here is that the MCPTT client is to have no more than one outstanding MCPTT emergency alert at a time.
13)
shall set the Request-URI to the MCPTT group identity of the targeted group;
Editor' Note [CT1#95-BIS, C1-160423]: The Request-URI may contain the MCPTT Group Identity in deployments where identity hiding is not required. It has not yet been agreed on how the MCPTT group identity will be conveyed by the MCPTT client. It may be included in a MIME body (e.g., as an element in mcpttinfo) and encrypted when the confidentiality of sensitive application data is required or by some other mechanism yet to be determined.
14)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4];

On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: Emergency-alert-initiated"; or
On receiving a SIP 4xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 1: No-alert".
NOTE 3:
the MCPTT emergency state is left set in this case as the MCPTT user presumably is in the best position to determine whether or not they are in a life-threatending condition. The assumption is that the MCPTT user can clear the MCPTT emergency state manually if need be.
* * * Next Change * * * *
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