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1. Introduction
The participating and controlling MCPTT functions are responsible for a number of functionalities for MCPTT emergency group calls as per 3GPP TS 23.179. These functionalities include:

1)
check the MCPTT user's authorisation to make MCPTT emergency group calls

2)
check the MCPTT user's authorisation to make MCPTT emergency group calls on the group requested
3)
check the MCPTT user's authorisation to make MCPTT emergency alerts

4)
check the MCPTT user's authorisation to make MCPTT emergency alerts on the group requested
NOTE: also must deal with the special case of a MCPTT UE that wishes to initiate an MCPTT emergency alert but is not fully authenticated/authorized.

From 22.179:

"[R-6.8.7.4.1-001] The MCPTT Service may allow MCPTT Ues that are unauthorized, not registered, or authenticated to activate the MCPTT Emergency Alert capability.)"
5)
check that the MCPTT client has included a Resource-Priority header field formatted with the proper namespace and priority
6)
may make allowances for MCPTT emergency group calls due to its high level of priority with respect to certain constraints enforced by the particpating and controlling functions, including:

- possible rejection due to potential congestion
- possible rejection due to exceeding the maximum number of affiliations for the MCPTT client (N2)

- possible rejection due to exceeding the maximum number of simultaneous sessions for the MCPTT user
7)
send a response towards the requesting MCPTT client indicating whether or not the the requested MCPTT emergency group call was granted or not, and whether the request to initiate an MCPTT emergency alert was granted or not.
8)
maintaining the In-progress emergency state of the group

If the MCPTT emergency group call request is granted,

9)
implicitly affiliate the originator if need be
10)
noting that the MCPTT user (as represnted by the MCPTT ID) is in an emergency state

(it's not clear from 23.179 what the MCPTT participating and or controlling functions should do with that information).

11)
depending upon the model of the group call (i.e., pre-arranged or chat) send INVITES or re-INVITES to the other affiliated members of the group including Resource-Priority header fields formatted with the proper namespace and priority
The subject of this pCR is to address these functionalities for the controlling MCPTT function for the MCPTT emergency group call origination case for the chat model. The functionalities addressed by this pCR are highlighted above. It is thought that much of the functionality introduced will be applicable to the pre-arranged model as well.

2. Reason for Change
The proposed changes are needed to support the MCPTT emergency group call functionality for the chat group call model.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 3GPP TS 24.379 v0.4.1.
* * * First Change * * * *

6.3.3.1.x
Sending a SIP re-INVITE request for MCPTT emergency group call

NOTE:
This subclause is referenced from other procedures.

The controlling MCPTT function shall generate an initial SIP INVITE request according to 3GPP TS 24.229 [4].
The controlling MCPTT function:

1)
shall include in the Contact header field an MCPTT session identity for the MCPTT session with the g.3gpp.mcptt media feature tag and the isfocus media feature tag according to IETF RFC 3840 [16];
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9] in the SIP INVITE request;

4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
5)
shall set the Request-URI to the public user identity associated to the MCPTT user to be invited as specified in subclause 6.3.3.x;

Editor's Note [C1#95, C1-154535]: Subclause 6.3.3.x is to be provided.
6)
shall include an SDP offer with the media parameters as currently established with the terminating MCPTT client according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.3.3.1.1;
Editor's Note [C1#95-BIS, C1-160344]: The MCPTT ID of the initiator needs to be included somewhere in this re-INVITE and is currently missing. P-Asserted-Identity or mcpttinfo body are potential candidates.
7)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT group session;
8)
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;
9)
shall include the Supported header field set to "timer";
10) if the In-progress emergency state of the group is set to a value of "true" the controlling MCPTT function: 
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace and the priority set to the priority level designated for MCPTT emergency group call;

b)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true"; and

c)
if  the <alert-ind> element is set to "true" in the received SIP INVITE and MCPTT emergency alerts are authorized for this group, shall set the <alert-ind> element of the "application/vnd.3gpp.mcptt-info" MIME body to a value of "true". Otherwise, shall set the <alert-ind> element to a value of false.
Editor's Note [C1#95-BIS, C1-160344]: if the alert-ind is to be included, the Location info of the client needs to be included. It is currently missing. 
11)
if the In-progress emergency state of the group is set to a value of "false":
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace and the priority set to the normal priority level designated for this MCPTT user; and

b)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "false" and the <alert-ind> element set to the value of the <alert-ind> element of the received SIP INVITE request.
* * * Next Change * * * *
10.1.2.4
Controlling MCPTT function procedures 

10.1.2.4.1
On-demand chat group call
10.1.2.4.1.1
MCPTT chat session establishment

Upon receipt of a "SIP INVITE request for controlling MCPTT function of an MCPTT Group" for a MCPTT group identity identifying a chat MCPTT group, the controlling MCPTT function: 

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24];
NOTE 1:
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true", the controlling MCPTT function may by means beyond the scope of this specification choose to accept the request.
Editor's Note [CT1#94, C1-153737]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

2)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag;

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; or
c)
the isfocus media feature tag is present in the Contact header field;
3)
shall determine the MCPTT ID of the calling user and authorise the calling user;
Editor's Note [CT1#94, C1-153737]: It has not been yet determined how the controlling MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be) and then decrypted by the server, with the key management solution being FFS or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT ID and then the IMPU is translated to the MCPTT ID at the entities.
4)
if the user identified by the MCPTT ID is not authorised to join this chat group, shall reject the "SIP INVITE request for controlling MCPTT function of an MCPTT Group " with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "106 user not authorised to join chat group" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps;
5)
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true" and the MCPTT group is not authorised for MCPTT emergency group calls:

a)
if the <alert-ind> element of the mcpttinfo MIME body is set to "true" and MCPTT emergency alerts are authorized for this MCPTT group, shall reject the "SIP INVITE request for controlling MCPTT function of an MCPTT Group" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "YYY group not authorized for emergency group call, authorized for emergency alert" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps;
Editor's Note [C1#95-BIS, C1-160344]: for the case in step a) above, an emergency alert needs to be sent to the affiliated members of the group but is not included in this contribution.
b)
if the <alert-ind> element of the mcpttinfo MIME body is set to "true" and MCPTT emergency alerts are not authorized for this MCPTT group, shall reject the "SIP INVITE request for controlling MCPTT function of an MCPTT Group" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "ZZZ not authorized for emergency group call, not authorized for emergency alert " in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps; or
c)
if the <alert-ind> element of the mcpttinfo MIME body is set to "false" shall reject the "SIP INVITE request for controlling MCPTT function of an MCPTT Group" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "WWW not authorized for emergency group call" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps; and
Editor's Note [C1#95-BIS, C1-160344]: step 5) may be moved to a general subclause to make it re-usable for pre-arranged emergency calls.
Editor's Note [C1#95-BIS, C1-160344]: authorizing the MCPTT user as being able to originate MCPTT emergency calls is needed as well. This could be obtained from the configuration management server althouth this is not at this time specified as data that would be know by the MCPTT server in Annex B of 23.179 v1.2.0.
5)
if the MCPTT user is not affiliated with the chat MCPTT group the controlling MCPTT function shall affiliate the MCPTT user with the MCPTT chat group and store the affiliation information locally;
Editor's Note [CT1#94, C1-153737]: the mechanism for implicit affiliation is to be determined, including how this information is made available to the participating server to enable its check for maximum simultaneous affiliations (N2).

6)
if the MCPTT user was newly affiliated in step 5) above, update the MCPTT user's affiliation status with the Group Management Server as specified in 3GPP TS 24.381 [31];

7)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;
8)
shall create a chat group session and allocate an MCPTT session identity for the chat group session if the MCPTT chat group session identity does not already exist;
9)
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true" or the In-progress emergency state of the group to "true" the controlling MCPTT function shall:

a)
validate that the SIP INVITE request includes a Resource-Priority header field with the namespace set to the MCPTT-specific namespace and the priority set to the priority designated for emergency calls and if not shall perform the actions specified in subclause 6.3.3.1.y; and
Editor's Note [C1#95-BIS, C1-160344]: subclause 6.3.3.1.y is not provided at this meeting. If the Require header field is used with the resource-priority option tag the request will need to be rejected as per IETF RFC 4412. It may be a better approach to recover by the controller sending a 1xx response followed by a SIP UPDATE request with a properly populated Resource-Priority header field.
NOTE 2:
verify that the Resource-Priority header is included and properly populated for both ongoing and newly- entered In-progress emergency states of the specified group.
b)
if the In-progress emergency state of the group is set to a value of "false", shall set the value of the In-progress emergency state of the group to "true" and generate SIP re-INVITE requests for the MCPTT emergency group call to the other affiliated participants of the chat MCPTT group as specified in subclause 6.3.3.1.x.
Editor's Note [C1#95-BIS, C1-160344]: 23.179 v 1.2.0, step 6 of subclause 10.6.2.6.1 states that "The MCPTT server records the identity of the MCPTT user that initiated the MCPTT emergency group call until the MCPTT emergency is cancelled". However, there is no follow-up in the 23.179 text as to how this information is to be used. 
9)
shall accept the SIP request and generate a SIP 200 (OK) response to the SIP INVITE request according to 3GPP TS 24.229 [4];
10)
shall include in the SIP 200 (OK) response an SDP answer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.3.3.2.1;

11)
should include the Session-Expires header field and start supervising the SIP session according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
12)
shall include the "timer" option tag in a Require header field;
13)
shall include the following in a Contact header field:

a)
the g.3gpp.mcptt media feature tag; 
b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";
c)
the MCPTT session identity; and

d)
the media feature tag isfocus; 
14)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22];
Editor's Note [CT1#94, C1-153737]: Need to discuss if the MCPTT client includes the "norefersub" in a Require header field and the Refer-Sub header field with value "false" as specified in RFC 4488 or whether the MCPTT server should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tag in the Require header field where applicable, or both.
15)
shall include the "tdialog" option tag in a Supported header field according to IETF RFC 4538 [23];
16)
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <alert-ind> element set to a value of "true" and MCPTT emergency alerts are not authorized for this MCPTT group, shall include warning text set to "XXX emergency group call authorized, emergency alert not authorized" in a Warning header field as specified in subclause 4.4.
17)
shall interact with media plane as specified in 3GPP TS 24.380 [5]; and

Editor's Note [CT1#94, C1-153737]: additional interaction with the media plane will be needed to enable the enforcement of call commencement and continuation conditions (e.g., sufficient number of acknowledgements from desired call participants).

18)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4].
* * * Next Change * * * *
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