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1. Introduction

<Introduction part >

2. Reason for Change

TS 24.381 v2.0.0 states: 
------------------------

10.1.5.4
Structure of group configuration data

The group configuration data includes the following information elements:

-
MCPTT group ID;

-
group owner;

-
group call ongoing or not;

-
group policy;

-
pre-emption capability;

-
pre-empted capability;

-
group priority;

-
associated relay service code (as specified in 3GPP TS 23.303 [8]);
-
priority level of the group;
-
the security level of the group;
-
ProSe Layer-2 Group ID (optional) (as specified in 3GPP TS 23.303 [8]);
-
ProSe Group IP multicast address (optional) (as specified in 3GPP TS 23.303 [8]); and
-
indication whether the UE should use IPv4 or IPv6 for that MCPTT group (optional) (as specified in 3GPP TS 23.303 [8]).
-
MCPTT ID;

-
User Info Id (as specified in 3GPP TS 23.303 [8]);

NOTE 1:
User Info Id is unique (identifying an MCPTT user) to enable mapping by the application from the MCPTT ID to the IP address assigned by the ProSe layer for off-network operation.

-
user priority;

-
participant type (first responder, second responder, dispatcher, dispatch supervisor, MCPTT administrator); and

-
affiliation status.
The group configuration data also contains a set of data segments corresponding to the group whose configuration data is requested, plus all groups for which implicit affiliation is derived, i.e. group broadcast groups and group regroup groups as defined by 3GPP TS 22.179 [2].

For each data segment, the following information is provided:

-
Basic status, i.e. indication on whether the group is enabled or disabled;

-
Extended status, i.e. indication of potential emergency or in-peril status of the group, together with the identification of the user who has performed the last modification of this status;

-
Contact URIs, i.e. additional URIs which may be used for designation of the group, for example aliases of group broadcast or group regroup group URIs;

-
Media description for group media, including transport and multiplexing information; and

-
Security related information, including security level.

NOTE 2:
The details of security related elements are specified in 3GPP TS 33.179 [13].

------------------------

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.381 v1.0.0.

* * * First Change * * * *

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

GC
General Client

GMC
Group Management Client

GMS
Group Management Server

HTTP
HyperText Transfer Protocol

ICSI
IMS Communication Service Identifier

ID
IDentifier

IETF
Internet Engineering Task Force

MCPTT
Mission Critical Push To Talk

MIME
Multipurpose Internet Mail Extensions

OMA
Open Mobile Alliance

UE
User Equipment

URI
Uniform Resource Identifier
UTC
Coordinated Universal Time
XDMC
XML Document Management Client

XDMS
XML Document Management Server

XML
eXtensible Markup Language 

* * * Next Change * * * *

7.3.2
Structure

The group structure is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Structure" with the MCPTT specific clarifications specified in this subclause. 
The following elements and attributes of the <list-service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing the MCPTT group identity;

b)
a <display-name> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing an MCPTT group name;

c)
a <list> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing the MCPTT group members;

d)
an <invite-members> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

e)
a <ruleset> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] representing the authorization policy associated with this group;

f)
a <supported-services> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing supported services of this group;
g)
a <disabled> element specified in subclause 7.3.4.2;

h)
a <group-priority> element specified in subclause 7.3.4.2;

i)
a <max-participant-count> element specified in OMA OMA-TS-XDM_Group-V1_1 [3]; and

j)
a <temporary> element specified in subclause 7.3.4.2.

Editor's note [WID: MCPTT]: it is FFS what further pieces of information are needed in the MCPTT group definition.

The following elements and attributes of the <list> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
an <entry> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

Editor's note [WID: MCPTT]: it is FFS whether members can be addressed by referring to an external list.

The following elements and attributes of the <entry> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3];

b)
a <display-name> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

c)
a <required> element specified in subclause 7.3.4.2;
d)
a <user-priority> element specified in subclause 7.3.4.2; and
e)
an <affiliated> element specified in subclause 7.3.4.2. Value of the <affiliated> element does not contain timezone and is in the UTC.
The following elements and attributes of the <ruleset> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a <rule> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

The following elements and attributes of the <rule> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a <conditions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3]; and

b)
an <actions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

The following elements and attributes of the <conditions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
an <identity> element specified in OMA OMA-TS-XDM_Group-V1_1 [3]; and

b)
an <is-list-member> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

Editor's note [WID: MCPTT]: it is FFS what additional conditions are needed.

The following elements and attributes of the <actions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
an <allow-initiate-conference> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

b)
a <join-handling> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];
c)
an <allow-MCPTT-emergency-call> element specified in subclause 7.3.4.2;

d)
an <allow-imminent-peril-call> element specified in subclause 7.3.4.2; and

e)
an <allow-MCPTT-emergency-alert> element specified in subclause 7.3.4.2.

Editor's note [WID: MCPTT]: it is FFS what additional authorization policies are needed in the MCPTT group definition.

The following elements and attributes of the <supported-services> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a <service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

Editor's note [WID: MCPTT]:
it is FFS whether we need to define <supported-services> by <all-services-except> element

The following elements and attributes of the <service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
an "enabler" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3] including a string defining an enabler. The "enabler" attribute is set to the MCPTT ICSI specified in the 3GPP TS 24.379 [5].
Editor's note [WID: MCPTT]:
it is FFS whether we need to define media of the group by <group-media> element.

NOTE:
MCPTT group can contain further attributes and elements from any namespaces, according to the XML schemas of the MCPTT group.
* * * Next Change * * * *

7.3.4.2
XML schema for MCPTT specific extensions

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema 

  targetNamespace="urn:3gpp:ns:mcpttGroupInfo:1.0"

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  xmlns:mcpttgi="urn:3gpp:ns:mcpttGroupInfo:1.0"

  elementFormDefault="qualified" attributeFormDefault="unqualified">

  <!-- MCPTT specific "list-service" child elements -->

  <xs:element name="disabled" type="mcpttgi:emptyType"/>

  <xs:element name="group-priority" type="xs:unsignedShort"/>

  <xs:element name="temporary" type="mcpttgi:emptyType"/>

  <!-- MCPTT specific "entry" child elements -->

  <xs:element name="required" type="mcpttgi:emptyType"/>

  <xs:element name="user-priority" type="xs:unsignedShort"/>

  <xs:element name="affiliated" type="xs:dateTime"/>

  <!-- MCPTT specific "actions" child elements -->

  <xs:element name="allow-MCPTT-emergency" type="xs:boolean"/>

  <xs:element name="allow-imminent-peril" type="xs:boolean"/>

  <xs:element name="allow-MCPTT-emergency-alert" type="xs:boolean"/>

  <xs:complexType name="emptyType"/>
</xs:schema>

* * * Next Change * * * *

7.3.8
Data semantics

Data semantics are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Data Semantics" with the MCPTT specific clarifications specified in this subclause.
A group is an MCPTT group only if the <supported-services> element is present, and:

a)
the <service> child element of the <supported-services> element includes the "enabler" attribute set to the MCPTT ICSI specified in the 3GPP TS 24.379 [5].

Editor's note [WID: MCPTT]:
it is FFS whether we need to define <supported-services> by <all-services-except> element.
If a group includes an element not specified in subclause 7.3.2 for MCPTT group and the element has the "must-understand" attribute, then the group is ignored.

If a group includes an element not specified in subclause 7.3.2 for MCPTT group and the element:

a)
does not have the "must-understand" attribute; and

b)
is not a descendant of a <conditions> element;

then the element is ignored.

If a group includes an element not specified in subclause 7.3.2 for MCPTT group and the element:

a)
does not have the "must-understand" attribute; and

b)
is a descendant of a <conditions> element;

then the element is evaluated as not known element according to IETF RFC 4745 [6].

If a group includes an attribute not specified in subclause 7.3.2 for MCPTT group and different from the "must-understand" attribute, then the attribute is ignored.

The possible values of the <invite-members> element are:
a)
"true" which represents the pre-arranged group; and
b)
"false" which represents the chat group. This value is used when the element is not present.

Editor's note [WID: MCPTT]:
it is FFS whether we need to define media of the group by <group-media> element.

Presence of the <disabled> element in the <list-service> element of the MCPTT group indicates that the MCPTT group is disabled. Absence of the <disabled> element in the <list-service> element of the MCPTT group indicates that the group is enabled.

Value of the <group-priority> element of the <list-service> element of the MCPTT group indicates the priority level of the group. Higher value indicates lower priority. Absence of the <group-priority> element of the <list-service> element of the MCPTT group indicates the lowest possible priority.

Presence of the <temporary> element in the <list-service> element of the MCPTT group indicates that the MCPTT group is a temporary MCPTT group. Absence of the <temporary> element in the <list-service> element of the MCPTT group indicates that the group is not a temporary MCPTT group.

Presence of the <required> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element is a required MCPTT group member. Absence of the <required> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element is not a required MCPTT group member.

Value of the <user-priority> element in the <entry> element of the MCPTT group indicates the user priority of the MCPTT group member identified by the <entry> element. Higher value indicates lower priority. Absence of the <user-priority> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element has the lowest possible priority.

Presence of the <affiliated> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element is affiliated to the MCPTT group till the date and time indicated by the value of the <affiliated> element. Absence of the <affiliated> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element is not affiliated to the MCPTT group.

The <allow-MCPTT-emergency-call> element of an <actions> element of a <rule> element of the MCPTT group indicates whether the identity matching the rule identified by the <rule> element is allowed to request an MCPTT-emergency call on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-emergency call on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT-emergency call on the MCPTT group.

The <allow-imminent-peril-call> element of an <actions> element of a <rule> element of the MCPTT group indicates whether the identity matching the rule identified by the <rule> element is allowed to request an imminent peril call on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-imminent peril call on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT imminent peril call on the MCPTT group.

The <allow-MCPTT-emergency-alert> element of an <actions> element of a <rule> element of the MCPTT group indicates whether the identity matching the rule identified by the <rule> element is allowed to request an MCPTT-emergency alert on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-emergency alert on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT-emergency alert on the MCPTT group.
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