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1.
Introduction
This discussion paper focuses on the resource management for the sessions between the MCPTT client and the participating MCPTT function, when simultaneous sessions are used. The main points which are addressed are:
· Avoiding peak of Rx transactions when a call is setup, whit a large number of users spread over a large number of cell (and thus using unicast resources)
· Minimising the number of sessions between the client and the participating server

This a companion document of C1-160049 and C1-160050.
3.
Simultaneous sessions

3.1
Sharing principles

When a MCPTT client has to be affiliated to a large number of groups, the number of simultaneous SIP sessions to be setup between the MCPTT client and the participating MCPTT function may become prohibitive. If in average, this number may be considered as moderate (2-4), some users may be affiliated to more than 20 groups simultaneously: for example the chief of a fire station will be affiliated to all the groups of the trucks of the station, plus a few other groups for interaction with police, EMS or municipality administration, including the mayor.
In such case, it is obvious that several calls should be served by the same SIP session. This option was already offered by OMA PoC, but the option of mixing media at controller is to be ruled out, based on clear assumption by SA 3 that speech will be protected by end to end encryption.
Two options may apply, as follows.
3.1.1
One m= line per RTP stream
In this option, every RTP stream is described in a separate line with its separate codec, bandwidth and activity negotiation, no bundling is applied. The large number of SIP session is thus replaced by a large number of m= lines.

However, part of the information which is negotiated is in fact not really negotiated:

· The codec used by the group with end-to-end encryption does not usually allow any transcoding, making negotiation useless.

· The same applies for the bandwidth

· Even the (downstream) SSRC cannot be freely chosen nor negotiated as it should be the same as the SSRC used for the same RTP stream on a broadcast channel when available. Moreover, as it is used for the IV of the end-to-end media protection, it is also the same as for the  uplink path.
Moreover, separate m= lines implies in the case of ICE based NAT traversal, the allocation of a large number of IP/port pairs and their maintenance.
3.1.2
Multiplexed RTP flows over a single m= line

To limit the number of IP/port pairs for several RTP streams, bundling may be applied. In such configuration, the various RTP streams are exchanged between the same pairs of IP addresses and ports and are multiplexed using for example different SSRCs, which in this case are not chosen randomly by the transmitting party but shall be coordinated by the controlling function.
In the case of MCPTT, the overall complexity of SDP BUNDLE is not required. BUNDLE grouping allows inside a group sharing IP addresses and ports, the negotiation of supported codecs and the use of SSRC values for multiplexing (a=SSRC lines). As indicated above, these two elements are not actually negotiated but are mandated by the group definition or dynamically chosen talk spurt per talk spurt. Thus, the only benefit of BUNDLE is addition of the separate bandwidths into an aggregated one that can easily be performed otherwise. Thus, it is possible to have a single multiplexed RTP stream carrying several calls over the same m= line with a generic (multiplexed) codec definition and a bandwidth equal to the aggregation of the required bandwidths.
3.1.3
Multiplexing rules

From the security point of view, it is generally assumed that the various elements building the IV and thus preventing replay shall not be chosen by a single node and that, if the client is choosing the sequence number, SSRC shall be chosen by the MCPTT controlling function.

As the individual streams which are multiplexed both on broadcast bearer and on unicast multicast bearer are coming from potentially different controlling MCTT servers owning the various groups, the SSRC which is used to identify an individual stream inside a multiplexed stream on both types of bearers should not be coordinated between the various controlling functions. Thus, only the individual streams sent by a single controlling server should be multiplexed over a single port (for broadcast) or a single port (m= line) for unicast. Label attribute (“a=label”) may be used to allow the linking of the media lines with the corresponding broadcast multiplexes and corresponding controlling MCPTT functions.
It may nevertheless be argued that the SSRC collision probability will in any case remain quite low, due to the large allocation space of these values (32 bits).

Conclusion 1: For simultaneous sessions, RTP streams are multiplexed using different SSRC values over a single m= line. The safest option is that only streams belonging to the same controlling MCPTT function are multiplexed on a given m= line. Multiplexing over unicast simultaneous sessions and broadcast bearer should be similar and use the same SSRC values on both bearers.
3.2
Pairing groups with sessions

For a chat group, the assumption is that the session leg between the MCPTT client and the participating MCPTT function is established in advance, so that floor control signalling can be used for call setup (assuming that the session is active). The establishment of this session should be performed through an INVITE up to the participating MCPTT function (to avoid duplicate sessions between the participating MCPTT function and the controlling MCPTT function owning the group). 
Thus, the pairing may be provided by the use of a non-SDP (for example XML) INVITE body. As a single m= line will support several groups when they belong to the same controlling MCPTT function, this body should contain all the groups the MCPTT client is affiliated to for this controlling function.

There is no clear reason to have more than one “audio” m= line in a SIP session. Moreover, as priority is managed at the SIP session level and not at the m= line level, it would be detrimental to have a too coarse granularity by having too many media lines in a single SIP session. Thus, streams corresponding to different priority levels shall be managed in different SIP sessions.
Conclusion 2: For simultaneous sessions, there should be one audio media line per SIP session, multiplexing all the streams with a given priority level from a given controlling MCPTT function.

3.3
Session activity management

The management of session activity shall obey to two principles:*
· When there are many users in a cell and thus, when broadcast bearer is available, no GBR should be allocated to non-transmitting users. Unicast GBR bearers should be allocated only to the transmitting user or exceptionally to user about to leave the broadcast coverage to avoid transmission failure.

· When there is no broadcast bearer available in a cell, some “spare” GBR capacity should be allocated for setup of chat group calls without additional Rx transaction.

To support this management, simultaneous (pre-established) sessions should be able to be turned active and inactive and have the required GBR bandwidth being throttled, both by the MCPTT client and by the participating MCPTT server serving the client.
When the simultaneous session is used in a resource sharing mode to support several private call, this modification of required GBR bandwidth allows to always have some spare bandwidth in case of setup of another call (up to the maximum number of authorised simultaneous calls).
Conclusion 3: For simultaneous sessions, activity and bandwidth attributes of the (multiplexed) audio media line may be modified by the MCPTT client and by the participating MCPTT function serving the client.
The modification initiated by the client shall use a SIP re-INVITE or a SIP UPDATE. The same applies for the participating MCPTT function. Alternatively, when the session is created with a Resource-Share header with sharing keys, it is also possible for the participating MCPTT function which is allowed by operator policy to have a Rx interface towards the PCRF to establish a separate Diameter session and to update the MCPTT GBR bearer settings by using the same sharing keys.

4.
Examples of call flows with simultaneous sessions

4.1
Chat group call

The following flows illustrate the management of simultaneous sessions for chat group calls.
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Figure 1 – Client 1 creates a session and implicitly affiliates to several groups
1. Client 1 sends an INVITE to its serving participating function, indicating that the session is for “chat” use and that it is interested to grp 1, grp 2 (owned by controlling function 1) and grp 3 (owned by controlling function 2).

2. In the 200 OK response, the participating MCPTT function adds a Resource-Share header assigning keys (DL and UL) for the created session.

3. Participating MCPTT function affiliates Client 1 to grp1 and grp 2 and interacts with controlling function 1 to complete affiliation.

4. Participating MCPTT function affiliates Client 1 to grp3 and interacts with controlling function 2 to complete affiliation.

5. As Client 1 is the first affiliated member of grp 1 in the participating MCPTT function, controlling function 1 establish a session towards participating MCPTT function.

6. As the session is for “chat”, participating MCPTT function does not propagate the INVITE.
7. Idem for grp2

8. Idem for grp2

9. Idem for grp3

10. Idem for grp3

Upon reception of the various INVITEs, participating MCPTT function has created the appropriate media routing/replicating data for the groups.
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Figure 2 – Client 2 creates a session and implicitly affiliates to several groups

Steps 11-16 are identical to the corresponding steps in figure 1.

17. Client 1 can setup a chat group call by using floor control signalling (grp 1).

18. Client 2 is invited to the call initiated by Client 1 as it is affiliated to grp1.

19. If required, GBR bandwidth requirement are adjusted to accommodate for the set of calls used over the session by Client 1 and Client 2. 

4.2
Private call

The following flow illustrates the management of simultaneous sessions for private calls.

1. Client 1 sends an INVITE to its serving participating function, indicating that the session is for “pre-established” use.

2. In the 200 OK response, the participating MCPTT function adds a Resource-Share header assigning keys (DL and UL) for the created session and allocates an identifier in the Contact header.

3. Idem step 1.

4. Idem step 2.
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Figure 3 – Client 1 and Client 2 create pre-established sessions used for a private call from Client 1 to Client 2
5. Client 1 sends an INVITE to create a private call, and indicates that it is willing to use the pre-established session identified by C1. Called party identity is User 2 and is coded in a MIME body.

6. INVITE is propagated to the controlling function.

7. INVITE is propagated to the participating function that is serving User 2.

8. The INVITE is send to Client 2. Participating function creates the Request URI based on the information on the called party in the MIME body and adds a Resource-Share header with the stored sharing keys as there exits an available pre-established session for Client 2.

9. 200 OK from the client to the terminating participating function.

10. 200 OK to the controlling function.

11. 200 OK to the originating participating function.

12.  200 OK from the originating participating function to Client 1. Contains a Resource-share header to indicate sharing of resources with the pre-established session.

13. GBR bearer bandwidth may be adjusted based on the various sessions sharing the resources.

5.
Summary of proposed modifications

Table below summarises the proposed modifications in TS 24.379.

	C1-160068
	Update of common procedures for terminating procedures of the participating MCPTT function.
Modification of criteria for the use of pre-established session.

Modification of procedure for the use of pre-established session.

Addition of a procedure for terminating participating case with group INVITE.
Modification of terminating participating procedure for pre-arranged group call.
	6.3.2.2.5.1
6.3.2.2.5.2
6.3.2.2.5.3
6.3.2.2.6.1
6.3.2.2.6.2
6.3.2.2.6.3
6.3.2.2.x.1
6.3.2.2.x.2
6.3.2.2.x.3
10.1.1.3.2

	C1-160069
	Update of client procedures for pre-arranged group call
Addition of SDP offer/answer generation cases with reuse of pre-established session IP addresses/ports
Modification of originating and terminating procedures for pre-arranged group call in accordance with C1-160068.
	6.2.1
6.2.2
10.1.1.2.1.1
10.1.1.2.2.1
10.1.1.2.2.2

	C1-160070
	Update of client procedures for private call with floor control
Modification of originating and terminating procedures for private call with floor control in accordance with C1-160068.
	11.1.1.2.1.1
11.1.1.2.2.1
11.1.1.2.2.2
11.1.1.3.1.2

	C1-160071
	Update of originating procedure for participating function for pre-arranged group call in accordance with C1-160068.
	10.1.1.3.1.2

	C1-160090
	Update of the client procedures for chat session establishment with simultaneous sessions
	10.1.2.2

	C1-160091
	Update of the participating function procedures for chat session establishment with simultaneous sessions in accordance with C1-0090. Deletion of unused procedure for REFER processing
	10.1.2.3
6.3.2.1.4

	C1-160109
	Update of controlling function procedures for pre-arranged group call for limiting the number of created SIP sessions. Creation of call leg for chat from controlling to participating.
	6.3.3.1.2
10.1.1.4
6.3.3.4.4
10.1.2.4.1.1

	C1-160110
	Update of pre-established session establishment and modification procedures
	8.2.1
8.2.2
:8.3.1
8.3.2

	C1-160111
	Miscellaneous modifications
	4.3
6.2.4.2
6.2.5.2
6.3.2.1.4
6.3.2.1.7
11.1.3.2.1
6.3.3.1.1
11.1.3.2.1.2
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