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1. Introduction
TS 24.379 utilises the Warning Header Field in SIP responses to allow the MCPTT server send messages to the MCPTT client to be rendered to the user. However there are cases in pre-arranged group call when the call is established and textual information still needs to be communicated to the MCPTT user as stated in TS 23.179 v.1.1.1:
8.
If the initiating MCPTT user requires the acknowledgement from affiliated MCPTT group members, and the required MCPTT group members do not acknowledge the call setup within a configured time (the "acknowledged call setup timeout"), then the MCPTT server may proceed with or abandon the call and then notify the initiating MCPTT user that the acknowledgements did not include all required members according to group policy. This notification may be sent to the initiating MCPTT user by the MCPTT server more than once during the call when MCPTT users join or leave the MCPTT group call.
2. Reason for Change
Introduce the possibility for the controlling MCPTT function to send a SIP MESSAGE to the MCPTT user to meet the requirement specified above. The changes consist of:
a)
Contoller sending the SIP MESSAGE request

b)
Participating Server creating the SIP MESSAGE request from the received SIP MESSAGE request; and

c)
Client receiving the SIP MESSAGE request.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 V.0.3.0
* * * First Change * * * *

<Proposed change in revision marks>
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6.3.2.2.3
SIP MESSAGE towards the terminating MCPTT client

NOTE:
This subclause is referenced from other procedures.
The participating MCPTT function shall generate a SIP MESSAGE request accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [xx] and:
1)
shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] that were received (if any) in the incoming SIP MESSAGE request;

2)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated to the MCPTT ID of the MCPTT user that was in the Request-URI of the incoming SIP MESSAGE request;

3)
shall include a content-type of multipart/mixed with boundary parameter set to "mcptt";

4)
shall include within a first "mcptt" boundary a content-type of "application/resource-lists+xml";

5)
shall include within the first "mcptt" boundary a resource-lists MIME body with the MCPTT ID of the MCPTT user that was in the Request-URI of the incoming SIP MESSAGE request, according to rules and procedures of IETF RFC 5366 [20];
6)
shall include within a second "mcptt" boundary a content-type of "text/plain";

7)
shall include with the second "mcptt" boundary, the text that was included in the MIME body of the incoming SIP MESSAGE request;

8)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request; and
9)
shall send the SIP MESSAGE request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229 [4];

* * * Next Change * * * *

6.3.3.1.3
Sending a SIP MESSAGE request

NOTE:
This subclause is referenced from other procedures.

The controlling MCPTT function: 
1)
shall generate an SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [xx];
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
4)
shall set the Request-URI to the MCPTT ID of the MCPTT user;
5)
shall include a content-type of "text/plain" with the required text to render to the MCPTT user;

6)
shall include the P-Asserted-Identity header field, the public service identity of the controlling MCPTT function; and
7)
shall send the SIP MESSAGE request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229 [4];
* * * Next Change * * * *

6.2.x
Receiving a SIP MESSAGE request

Upon receipt of a SIP MESSAGE request the MCPTT client shall handle the request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [xx].
If the SIP MESSAGE request contains:

-
a content-type of multipart/mixed;

-
a boundary parameter set to "mcptt";

-
a content type within a first "mcptt" boundary set to "application/resource-lists+xml"; and

-
a content type within a second "mcptt" boundary set to "text/plain";
then the MCPTT client:

-
shall validate the MCPTT ID in the resource-lists MIME body; and

-
if the validation of the MCPTT ID succeeds, shall render the message content in the text/plain MIME body to the MCPTT user identified by the MCPTT ID.
* * * End Changes * * * *

