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1. Introduction
This paper proposes to distinguish the types of SIP INVITE that the MCPTT server can receive by refering to them as terms, and then using these terms in the procedures in 3GPP TS 24.379.
2. Reason for Change
Stage 2 TS 23.179 v.0.3.0 has agreed the roles of the MCPTT server. Stage 3 should document the MCPTT server procedures in terms of whether the MCPTT server performs a controlling role or participating role in originations and terminations. To assist with this, it is proposed to distinguish the SIP INVITE requests in such a way so that they can be identified when they arrive at the MCPTT server.
The following types of SIP INVITE need to be distinguished:

-
SIP INVITE request for originating participating server for a group call or private call. In this case, the Request-URI could be set to a "service-URI" that defines the service resource on the MCPTT server providing the controlling role.

-
SIP INVITE request for establishing a pre-established session. In this case, the Request-URI could be set to a URI identifying a resource on the MCPTT server providing the participating role when establishing a pre-established session.

-
SIP INVITE request for terminating participating server for a group call or private call. In this case, the Request-URI could be set to the URI of an MCPTT user.
-
SIP INVITE request for controlling server role of a private call. In this case, the Request-URI could be set to a PSI (conference factory URI) that identifies the "private call" resource on the server.
-
SIP INVITE request for controlling server of an MCPTT Group. In this case, the Request-URI could be set to the Group-Id.
Additionally, an INVITE needs to be distinguished for the case of group calls involving groups from multiple MCPTT systems. This is in support of temporary groups formed by the Group Regrouping procedure. The controller could be in the Primary MCPTT system, the temporary group is formed from groups in the Primary system and Partner system, but the Primary MCPTT system is not allowed to know the participants of the Partner groups. Therefore the Controller will send the SIP INVITE request to a Group-id in the Partner which will then be resolved by a Server which will invite the users of that group. The issue for CT1 (as discussed in another paper) is what to name this role. For the purposes of this paper, the following term is chosen:

-
SIP INVITE request for participating server of an MCPTT Group
Proposal 1: It is proposed to use these terms above in procedures specified in TS 24.379
At CT1#93, the following text was agreed into TS 24.379 for client procedures for group call:

7)
shall set the Request-URI of the SIP INVITE request to the MCPTT Group Identity;

Editor's Note: The Request-URI may contain the MCPTT Group Identity in deployments where identity hiding is not required. For deployments requiring identity hiding, consideration should be given to having the MCPTT Group Identity and the MCPTT id of the sender contained in a MIME body. Consideration should be given to encrypting this body or the sensitive contents therein as a means of providing confidentiality. Consideration needs to be made for the To header field also.

Therefore there will also be a need to distingush INVITEs that have application related information that is encrypted in the request from INVITEs that do not have such protection. Please note that the solution for hiding application related data from the IMS/SIP layer has not yet been agreed and it may not necessarily involve sending the application data in a MIME body which is encrypted.
Proposal 2: It is proposed to use similar terms as above in procedures specified in TS 24.379 when application data is sensitive as they will require different handling, but postfix the terms with the text "with application data sensitivity" 

Context identification of the INVITE requests at the server could be implemented in a number of ways:

-
Implicitly through specific settings in existing SIP header fields 

-
Explicitly by using SIP parameters in the request to describe the context; or
-
Explicitly by stating the context at the application layer.

	SIP INVITE request
	Solution 1: Implicit Awareness in SIP with existing headers
	Solution 2: Explicit Awareness in SIP
	Solution 3: Explict awareness at the application layer

	SIP INVITE request for establishing a pre-established session
	originating iFC, Request URI set to the URI for identification of pre-established session setup
	originating iFC, Request-URI needs to target the home MCPTT server.

Yes. If targetting the home MCPTT server, rather than a pre-established service, then the context of the request will need to specified , e.g. use a "session type" URI parameter like "session=pre-established".
	originating iFC, Request-URI needs to target the home MCPTT server.
Yes. Keep the context of the INVITE away from the SIP layer. Insert a parameter  in a body indicating that the session establishment  is for a pre-established session.


	SIP INVITE request for originating participating server
	originating iFC, Request URI set to a URI other than the URI for identification of pre-established session setup
	originating iFC, Request-URI does not target the home MCPTT server.

No explicit awareness required.
	originating iFC, Request-URI does not target the home MCPTT server.
No explicit awareness required.

	SIP INVITE request for terminating participating server
	terminating iFC, Request URI set to a URI of an MCPTT user
	terminating iFC, Request URI set to a URI of an MCPTT user
No explicit awareness required.
	terminating iFC, Request URI set to a URI of an MCPTT user
No explicit awareness required.

	SIP INVITE request for controlling server of a private call.
	terminating iFC or direct-PSI routing, Request URI set to a PSI for MCPTT which is not an MCPTT Group and Contact does not contain sip.isfocus. Callee URI in a body.
	terminating iFC, Request-URI targets the controlling function with callee URI in a body

Yes. Use URI parameter: "session=private-call"


	terminating iFC, Request-URI targets the controlling function with callee URI in a body.
Yes. Identify the call as a private call with an indication in the body.


	SIP INVITE request for controlling server of an MCPTT Group.
	terminating iFC or direct-PSI routing , Request URI set to a URI of a MCPTT Group and Contact does not contain sip.isfocus
The type of group call could be identified (if required) as explained in adjacent cell using a URI parameter.

	terminating iFC, Request-URI targets the group-id.
No explicit awareness required. However, incoming invite could contain a URI parameter indicating the type of group call, i.e. "session=prearranged" or "session=chat"


	terminating iFC, Request-URI targets a PSI of the controller.

Yes. Insert the Group-Id in a body. 
The type of group call could be identified (if required) in the body too.


	SIP INVITE request for participating server of an MCPTT Group.
	terminating iFC or direct-PSI routing, Request URI set to a URI of a MCPTT Group and Contact contains sip.isfocus
	terminating iFC, Request-URI targets the group-id.
Yes. Controller uses a new value of the URI parameter: "session=distributor" to indicate to the participating MCPTT server to act in a distributor role.

	terminating iFC, Request-URI targets the group-id.
Yes. Insert the Group-Id in a body. Controller inserts an indication in the body to inform the participating server to act in a distributor role.



The advantages of solution 3 are:

-
"context" of the INVITE is not revealed to the SIP layer.

-
application level data is physically delineated from the SIP layer, so if it needs to be encrypted, it can be done as a whole.

The disadvantages of solution 3 are:

-
specifying the data separately in a body is overkill for deployments that do not have requirements to hide the context of the request and the application level data.
The advantages of solution 2 are:

-
Participating and controller servers are given the awareness explicitly through a parameter.
The disadvantages of solution 2 are:

-
A separate solution for application data hiding is needed. 
-
The solution is a duplication of context if we consider solution 1.

The advantages of solution 1 are:

-
No extra data required.

The disadvantages of solution 1 are:

-
A separate solution for application data hiding is needed.

It is expected that there will be deployments where identity hiding requirements between the application and transport layer are not necessary, for example in the case of the MCPTT operator owning the IMS core network. In such cases, does not seem necessary to always transport parameters in a MIME body if they can be transported in SIP headers. Additionally, certain application-related information could be derived at the MCPTT AS without the need to transport it in a MIME body (e.g. MCPTT-ID could be derived from the IMPU). However, if application parameters cannot be transported in SIP headers or derived, then use of a MIME body should be considered.
Proposal 3: For the case where there are deployments where there are no application data sensitivity propose to use Solution 1 and document that at CT1#94 in this P-CR.
Proposal 4: For the cases of application data sensitivity, it is proposed to discuss this further in CT1, as to how the server can get a hold of application data such as MCPTT-ID and Group-Id.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 v.0.2.2 to implement Proposal 1 and Proposal 3.
* * * * Begin Change * * * *

6.3
MCPTT server procedures

6.3.1
Distinction of requests of sent to the MCPTT server

6.3.1.1
SIP INVITE request


The MCPTT server needs to distinguish between the following initial SIP INVITE requests for originations and terminations:
-
SIP INVITE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the origination procedures as specified in 3GPP TS 24.229 [2] with the Request-URI set to a public service identity on the participating MCPTT function that identifies the pre-established session set-up. Such requests are known as "SIP INVITE request for establishing a pre-established session" in the procedures in this document;
-
SIP INVITE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the origination procedures as specified in 3GPP TS 24.229 [2] and the Request-URI is set to a public service identity on the participating MCPTT function that does not identify the pre-established session set-up. Such requests are known as "SIP INVITE request for originating participating MCPTT function" in the procedures in this document;
-
SIP INVITE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the termination procedures as specified in 3GPP TS 24.229 [2] and the Request-URI is set to a URI that identifies the MCPTT user. Such requests are known as "SIP INVITE request for terminating participating MCPTT function" in the procedures in this document;
-
SIP INVITE requests routed to the controlling MCPTT function as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [2], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [2], the Request-URI is set to a public service identity for MCPTT private call and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [16]. Such requests are known as "SIP INVITE request for controlling MCPTT function of a private call" in the procedures in this document;
-
SIP INVITE requests routed to the controlling MCPTT function as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [2], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [2], the Request-URI is set to a URI of an MCPTT group and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [16]; Such requests are known as "SIP INVITE request for controlling MCPTT function of an MCPTT group" in the procedures in this document;
-
SIP INVITE requests routed to the non-controlling MCPTT function of a MCPTT group as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [2], the Request-URI is set to a URI of an MCPTT group and the Contact header field contains the isfocus media feature tag specified in IETF RFC 3840 [16]; Such requests are known as "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" in the procedures in this document.










* * * End Change * * * *
