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1. Introduction
This paper introduces a general section on MCPTT Session Identity.
2. Reason for Change
There are some cases where it may be more appropriate for the MCPTT client to cache an session identifer for the group call and use that when it wants to re-join a group call, rather than use a group-id.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.179 v.1.0.0
* * * First Change * * * *

<Proposed change in revision marks>

4.5
MCPTT session identity

The MCPTT session identity is a SIP URI, which identifies the MCPTT session between the MCPTT client and the MCPTT server performing the controlling role.
The MCPTT session identity identifies the MCPTT Session in such a way that e.g.:

-
the MCPTT user is able to leave a MCPTT session;

-
the MCPTT user is able to subscribe the participant information of the on-going MCPTT Session;

-
the MCPTT user is able to re-join an on-going MCPTT session in the MCPTT server performing the controlling role; and 
-
the IM CN subsystem  is able to route an initial SIP request to the MCPTT server performing the controlling role.
The MCPTT server performing the controlling role allocates a unique MCPTT Session Identity for the MCPTT session when established. 
The MCPTT server performing the controlling function sends the MCPTT session identity towards the MCPTT client during MCPTT session establishment by including it in the Contact header field of the final SIP response to a session initiation request.
The MCPTT client can cache the MCPTT Session Identity until a time where it is no longer needed.
The MCPTT session identity is also used in floor control requests and responses as specified in 3GPP TS 24.380 [5].
