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	From RFC 4825 and current text in TS 24.623, it is not clear how to distinguish in the HTTP 200 OK response to a GET request weither a service is provisioned and not active or if it is not provisioned at all.

It is proposed to clarify this point with an exhaustive description of the XCAP Server behavior when receiving a GET request. 

This clarification also mentions the common use case where the answer to a GET request is not concerning only one service but rather a set of services as for MMTel services in an Application Server. 

	
	

	Summary of change:
	In 5.3.2.1,  it is added a clear description of the AS as an XCAP Server when receiving a GET request in particular to descibe the difference between a provisioned but not activated service and a not provisioned service.
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***** Next change *****
5.3.2.1         Introduction

The XCAP server is a logical function as defined in IETF RFC 4825 [8]. The XCAP server can store data related to the configuration of supplementary services. The XCAP server shall provide or deny authorization to access XCAP resources by authenticated users. It is an operator configurable option in the XCAP server as to which supplementary services (if any) are provisioned for a subscription and what constraints (if any) apply to settings for provisioned supplementary services.
When receiving an HTTP GET request, the XCAP server, shall apply the following distinctions:

· If a supplementary service is provisioned (active or not), the XCAP server shall send the related information in the XML document within the HTTP 200 OK response as specified in IETF RFC 4825 [8],

· If a supplementary service is not provisioned but some others are, the document returned in the 200 OK by the XCAP server will not contain information related to this service, 

· If there is no service provisioned, the AS shall respond with an HTTP 404 response as defined in IETF RFC 4825 [8].
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