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1. Introduction
This P-CR introduces the client procedures for private call with floor control using pre-established session.
The operations of commencement mode and SDP Answer generation are same with the client procedure for private call on demand. Therefore, those operations are not described here.
2. Reason for Change
TS 23.179 subclause 10.9.2 describes private call within one MCPTT system or within several MCPTT systems using automatic or manual commencement mode and with the ability to request or not request floor control. From a client point of view, the procedures for private call within one MCPTT system or within several MCPTT systems is the same. Taking the text from the procedures in subclause 10.9.2, the below table gives a stage 3 analyses of some of the stage 2 text from an originating and terminating client point of view.
	Stage 2
	Stage 3

	MCPTT client 1 sends an MCPTT private call request towards the MCPTT server (via SIP core) using a service identifier as defined in 3GPP TS 23.228 [5] for MCPTT, for establishing a private call with the MCPTT client 2.

The MCPTT private call request contains the MCPTT id of invited user, an SDP offer containing one or more media types, and an automatic commencement mode indication. In case of private call with floor control, the MCPTT private call request also contains an element that indicates that MCPTT client 1 is requesting the floor. The MCPTT client 1 indicates that the call is to be established in automatic commencement mode.
	Set the Request-URI of the SIP REFER request to a public service identity identifying the pre-established session on the MCPTT server serving the MCPTT user. And set the Refer-To header including public service identity identifying the private call service on the MCPTT server
Insert in the SIP REFER request a MIME resource-lists body with the MCPTT ID of the invited MCPTT User, according to rules and procedures of IETF RFC 5366 [xx];
if automatic commencement mode at the invited MCPTT client is requested, shall include in the SIP INVITE request an Answer-Mode header field with the value "Automatic " according to rules and procedures of IETF RFC 5373 [xx] (refer to p-CR on on-demand private call)
requires the definition of a new SDP attribute parameter: "mc_implicit_request (refer to p-CR on on-demand private call)"


The following aspects were reflected here in different way from OMA PCPS.

· Inclusion of public service identity identifying the private call in Refer-to header

. In OMA PCPS, invited MCPTT user ID is included in Refer-to header, but in order to make the indication of private call initiated and the call to be routed on the MCPTT servers (participating MCPTT server and controlling MCPTT server), the public service identity identifying the private call was included in Refer-to header

. And the MCPTT ID of the invited MCPTT user is included in MIME resource-list body and “multiple-refer” is included in the Require header in order to indicate inclusion of resource-list XML body
. We may also consider the another option (including invited MCPTT user ID in Refer-to header) if it is clarified how to make the call to be routed on the participating MCPTT server and controlling MCPTT server.
· In order to omit the NOTIFY request in respons of REFER request, “norefersub” in Supported header and “false” in Refer-sub header are included.

As the behavior of MCPPT client terminating private call using pre-established session  is same with the behavior of MCPTT client terminatng private call on-demand, the operation of terminating MCPTT client refers to the section of terminating MCPTT client the on-demand private call with floor control as provided in p-CR on client procedures for on-demand private call with floor control.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 version 0.2.2
* * * * First Change * * * *
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Private call

Editor's note: Currently this subclause is proposed to cover private call. It is proposed that emergency private call would also be included in this clause. See 3GPP TS 22.179 [2] subclauses 5.6, 5.7. See 3GPP TS 23.179 [3] subclause 10.7.1
11.1
On-network private call
11.1.1
Private call with floor control

Editor's Note: This covers automatic commencement mode and manual commencement mode.

11.1.1.1
General
11.1.1.2
MCPTT client procedures
11.1.1.2.2
Private call using pre-established session
11.1.1.2.2.1
Client originating procedures
Upon receiving a request from a MCPTT user to establish a MCPTT private call within a pre-established session the MCPTT client shall generate a SIP REFER request within a new dialog in accordance with the procedures specified in 3GPP TS 24.229 [4], IETF RFC 4488 [xx] and IETF RFC 3515 [ww] as updated by IETF RFC 6665 [yy] and IETF  RFC  7647 [zz], with the clarifications given below.
Editor's Note [CT1#94, 11.1.1.2.2.1, #1]: The procedures of MCPTT client is FFS when the media resource allocation for the pre-established session is not active.
The MCPTT client populates the SIP REFER request as follows:
1)
shall include the Request-URI set to the public service identity identifying the pre-established session on the MCPTT server serving the MCPTT user;
2)
shall include the Refer-Sub header field with value "false" according to rules and procedures of IETF RFC 4488 [xx];
3)
shall include the Supported header field with value "norefersub" according to rules and procedures of IETF RFC 4488 [xx];
Editor's Note [CT1#94, 11.1.1.2.2.1, #2]: Need to discuss if the MCPTT client includes the "norefersub" in a Supported header field and the Refer-Sub header field with value "false" as specified in RFC 4488 or whether the MCPTT server should also or instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tag in the Require header field, of the REFER request, or both.
4)
shall include the option tag "multiple-refer" in the Require header field;

5)
shall include value "id" in the Privacy header field of the SIP REFER request according to rules and procedures of IETF RFC 3325 [14], if privacy is requested;
Editor's Note [CT1#94, 11.1.1.2.2.1, #3]: use of "id" is FFS.
6)
shall include the Refer-To header field containing a public service identity identifying the private call service on the MCPTT server and the following URI header fields containing information related to the private call;
a)
shall include a URL identifying the body part containing the MIME resource-lists body (specified in IETF RFC 4826[cc]) with the invited MCPTT user;
b)
if automatic commencement mode at the invited MCPTT client is requested, shall include an Answer-Mode header field with the value "Automatic" according to rules and procedures of IETF RFC 5373 [aa];

c)
if manual commencement mode at the invited MCPTT client is requested, shall include an Answer-Mode header field with the value "Manual" according to rules and procedures of IETF RFC 5373 [aa]; and
Editor's Note [CT1#94, 11.1.1.2.2.1, #4]: The Answer-mode can include a"require" modifier that allows the originating client to request that the terminating client reject the call if the answering policy of the terminating client is different from what was indicated in the request. RFC 5373 also defines the "Priv-Answer-Mode" header field. Priv-Answer-Mode may be required for dispatchers support. This would require the terminating client to support the ability to override the preferred answer mode. It is FFS if these aspects are required for MCPTT.
d)
may include a Content-Type URI header field containing "application/sdp" MIME type of the "body" URI header field with a body  containing SDP parameters according to 3GPP TS 24,229 [4] with the clarification given in subclause 6.2.1 and with a media-level section of the offered media-floor control entity.
NOTE:
A "body" containing SDP could be included if the SDP parameters changed since the establishment of the pre-established session.
7)
if implicit floor control is required, shall comply with the conditions specified in subclause 4.4;
8)
shall include a MIME resource-lists body as specified in IETF RFC 4826[cc] containing the MCPTT-ID of the invited MCPTT user; 
9)
shall include a Content-Type header field with "application/resource-lists+xml";
10)
may include a Resource-Priority header field according to rules and procedures of IETF RFC 4412 [57] in the SIP REFER request as well as the Refer-to URI parameter; and
Editor's Note [CT1#94, 11.1.1.2.2.1, #5]: The values of Resource-Priority header field and the detailed conditions for inclusion are FFS.

11)
shall include a Target-Dialog header field as specified in IETF RFC 4538 identifying the pre-established session.
The MCPTT client shall send the SIP REFER towards the MCPTT server according to 3GPP TS 24.229 [4].
Upon receiving a SIP 2xx final response to the SIP REFER request the MCPTT client shall interact with media plane as specified in 3GPP TS 24.380 [5].
11.1.1.2.2.2
Client terminating procedures
The MCPTT client shall follow the procedures for termination of multimedia sessions as specified in subclause 11.1.1.2.1.2.
* * * * End Changes * * * *
