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1. Abstract
This CR identifies MCPTT group information described in stage-2 and proposes their stage-3 coding. 
2. Reason for Change
23.179 v1.0.0 lists the following MCPTT group properties which are not captured in 24.381 yet. 
The requirements NOT marked yellow are captured in the P-CR changes:

The requirements marked yellow are not captured in the P-CR changes yet and requires discussion:
	Stage-2 requirement
	Proposed stage-3 coding

	23.179 subclause 10.5.3 states: 
The group document contains a set of data segments corresponding to the group whose metadata is requested, plus all groups for which implicit affiliation is derived, i.e. group broadcast groups and group regroup groups as defined by 3GPP TS 22.179 [2].

For each of data segment, the following information is provided:

-
Basic status, i.e. indication on whether the group is enabled or disabled

-
Extended status, i.e. indication of potential Emergency or In-peril status of the group, together with the identification of the user who has performed the last modification of this status.

-
Contact URIs, i.e. additional URIs which may be used for designation of the group, for example aliases of group broadcast or group regroup group URIs.

-
Media description for group media, including transport (TMGI(s)) and multiplexing information.

-
Security related information, including security level.

Editor's note: Details of security related elements in group metadata to be provided by SA3.


	An <disabled> element of the <list-service> element.
Not clear whether this info is stored in MCPTT server, group management server or both.

Not clear whether this info is stored in MCPTT server, group management server or both.
Not clear whether this is held in MCPTT server, group management server or both. Seems to be something dynamically selected during session setup.
TBD by SA3

	23.179 subclause 10.6.2 states: "During the group creation, the group management server creates and stores the information of the group, including the group identity, the identities of the users being combined, the priority level of the group and the security level of the group. The group management server performs the check on the maximum limit of the total number (N11) of MCPTT group members for the MCPTT group(s)."
	An <group-priority> element of the <list-service> element.

the security level of the group is subject to SA3 agreement according to 23.179 subclause 10.5.3.
A <max-participant-count> element of the <list-service> element.

	23.179 subclause 10.6.2 states: "The MCPTT users of the temporary group may be automatically affiliated, if configured on the MCPTT server."
	A <temporary> element of the <list-service> element.

	23.179 subclause 10.8.2.1.1.2.1 states: 4.
MCPTT server checks whether the user of MCPTT client 1 is authorized to initiate a group call for the selected group. If authorized and the group call is ongoing for that group identity, the MCPTT server adds the requesting MCPTT client 1 to the existing MCPTT group call and notifies the MCPTT client 1 that the MCPTT group call is already in progress. Otherwise, MCPTT server resolves the group identity to determine the members of that group and their affiliation status, based on the information from the group management server.
	A <allow-initiate-conference> element of the <actions> element.

	23.179 subclause 10.8.2.1.1.2.1 states: "8.
If the initiating MCPTT user requires the acknowledgement from affiliated MCPTT group members, and the required MCPTT Group Members do not acknowledge the call setup within a configured time (the "acknowledged call setup timeout"), then the MCPTT server may proceed with or abandon the call and then notify the initiating MCPTT user that the acknowledgements did not include all required members. This notification may be sent to the initiating MCPTT user by the MCPTT server more than once during the call when MCPTT users join or leave the MCPTT group call."
	A <required> element of the <entry> element.

	23.179 subclause 10.11.1.1 states: "4.
MCPTT server checks whether the MCPTT user of MCPTT client 1 is authorized for initiation of MCPTT emergency calls on the indicated MCPTT group, and if authorized, it resolves the MCPTT group id to determine the members of that MCPTT group and their affiliation status, based on the information from group management server."
	A <allow-MCPTT-emergency-call> element of the <actions> element.

	23.179 subclause 10.11.2.1 states: "4.
MCPTT server checks whether the MCPTT user of MCPTT client 1 is authorized for initiation of imminent peril group calls on the indicated MCPTT group, and if authorized, it resolves the MCPTT group id to determine the members of that MCPTT group and their affiliation status, based on the information from group management server."
	A <allow-imminent-peril-call> element of the <actions> element.

	23.179 subclause 10.11.4.1 states: "3.
MCPTT server checks whether the MCPTT user of MCPTT client 1 is authorized for initiation of MCPTT emergency alerts for the indicated MCPTT group."
	A <allow-MCPTT-emergency-alert> element of the <actions> element.

	23.179 subclause 10.12.1.3 states: "4.
MCPTT floor control server determines to accept the floor request from floor participant A based on arbitration result e.g., according to the priority information that is received in the floor request message. It responds with a floor granted message to floor participant A while sending a floor revoke message to the other floor participant (floor participant B) stopping the voice media transmission from floor participant B, including information about who is granted floor."
	Not clear whether the priority information in the floor request is authorized against the user priority as defined in 23.179 subclause 10.4.2.1 (or whether it is authorized differently or not authorized at all).


3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.381 v0.2.2.
* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

MCPTT Group: A group supporting the MCPTT service.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.179 [4] apply:

MCPTT group identity

MCPTT service
MCPTT user identity
For the purposes of the present document, the following terms and definitions given in OMA OMA-TS-XDM_Group-V1_1 [3] apply:

Group

For the purposes of the present document, the following terms and definitions given in OMA OMA-TS-XDM_Core-V2_1 [2] apply:

XDMC

XDMS

* * * Next Change * * * *

7.3.2
Structure

The group structure is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Structure" with the MCPTT specific clarifications specified in this subclause. 
The following elements and attributes of the <list-service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing the MCPTT group identity;

b)
a <display-name> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing an MCPTT group name;

c)
a <list> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing the MCPTT group members;

d)
an <invite-members> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

e)
a <ruleset> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] representing the authorization policy associated with this group;
f)
a <supported-services> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing supported services of this group;
g)
a <disabled> element specified in subclause 7.3.4.2;
h)
a <group-priority> element specified in subclause 7.3.4.2;
i)
a <max-participant-count> element specified in OMA OMA-TS-XDM_Group-V1_1 [3]; and
j)
a <temporary> element specified in subclause 7.3.4.2.
Editor's note [WID: MCPTT]: it is FFS what further pieces of information are needed in the MCPTT group definition.

The following elements and attributes of the <list> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
an <entry> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

Editor's note [WID: MCPTT]: it is FFS whether members can be addressed by referring to an external list.

The following elements and attributes of the <entry> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3];

b)
a <display-name> element specified in OMA OMA-TS-XDM_Group-V1_1 [3]; and
d)
a <required> element specified in subclause 7.3.4.2.
The following elements and attributes of the <ruleset> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a <rule> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

The following elements and attributes of the <rule> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a <conditions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3]; and

b)
an <actions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

The following elements and attributes of the <conditions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
an <identity> element specified in OMA OMA-TS-XDM_Group-V1_1 [3]; and

b)
an <is-list-member> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

Editor's note [WID: MCPTT]: it is FFS what additional conditions are needed.

The following elements and attributes of the <actions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a <allow-initiate-conference> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

b)
a <join-handling> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

c)
a <allow-MCPTT-emergency-call> element specified in subclause 7.3.4.2;

d)
a <allow-imminent-peril-call> element specified in subclause 7.3.4.2; and
e)
a <allow-MCPTT-emergency-alert> element specified in subclause 7.3.4.2.
Editor's note [WID: MCPTT]: it is FFS what additional authorization policies are needed in the MCPTT group definition.

The following elements and attributes of the <supported-services> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a <service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

Editor's note [WID: MCPTT]:
it is FFS whether we need to define <supported-services> by <all-services-except> element

The following elements and attributes of the <service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
an "enabler" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3] including a string defining an enabler. The "enabler" attribute is set to the MCPTT ICSI specified in the 3GPP TS 24.379 [5].
Editor's note [WID: MCPTT]:
it is FFS whether we need to define media of the group by <group-media> element.

NOTE:
MCPTT group can contain further attributes and elements from any namespaces, according to the XML schemas of the MCPTT group.
* * * Next Change * * * *
7.3.4
XML schema

7.3.4.1
General
The group XML document is composed according the XML schema described in the OMA OMA-TS-XDM_Group-V1_1 [3] "XML Schema", and extended with extensions from the XML schema defined in subclause 7.3.4.2.
7.3.4.2
XML schema for MCPTT specific extensions
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema 
  targetNamespace="urn:3gpp:ns:mcpttGroupInfo:1.0"

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  xmlns:mcpttgi="urn:3gpp:ns:mcpttGroupInfo:1.0"

  elementFormDefault="qualified" attributeFormDefault="unqualified">
  <!-- MCPTT specific "list-service" child elements -->
  <xs:element name="disabled" type="mcpttgi:emptyType"/>
  <xs:element name="group-priority" type="xs:unsignedShort"/>
  <xs:element name="temporary" type="mcpttgi:emptyType"/>
  <!-- MCPTT specific "entry" child elements -->
  <xs:element name="required" type="mcpttgi:emptyType"/>
  <!-- MCPTT specific "actions" child elements -->
  <xs:element name="allow-MCPTT-emergency" type="xs:boolean"/>
  <xs:element name="allow-imminent-peril" type="xs:boolean"/>
  <xs:element name="allow-MCPTT-emergency-alert" type="xs:boolean"/>
  <xs:complexType name="emptyType"/>
</xs:schema>
* * * Next Change * * * *
7.3.8
Data semantics

Data semantics are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Data Semantics" with the MCPTT specific clarifications specified in this subclause.
A group is an MCPTT group only if the <supported-services> element is present, and:

a)
the <service> child element of the <supported-services> element includes the "enabler" attribute set to the MCPTT ICSI specified in the 3GPP TS 24.379 [5].

Editor's note [WID: MCPTT]:
it is FFS whether we need to define <supported-services> by <all-services-except> element.

If a group includes an element not specified in subclause 7.3.2 for MCPTT group and the element has the "must-understand" attribute, then the group is ignored.

If a group includes an element not specified in subclause 7.3.2 for MCPTT group and the element:

a)
does not have the "must-understand" attribute; and

b)
is not a descendant of a <conditions> element;

then the element is ignored.

If a group includes an element not specified in subclause 7.3.2 for MCPTT group and the element:

a)
does not have the "must-understand" attribute; and

b)
is a descendant of a <conditions> element;

then the element is evaluated as not known element according to IETF RFC 4745 [6].

If a group includes an attribute not specified in subclause 7.3.2 for MCPTT group and different from the "must-understand" attribute, then the attribute is ignored.

The possible values of the <invite-members> element are:
a)
"true" which represents the pre-arranged group; and
b)
"false" which represents the chat group. This value is used when the element is not present.

Editor's note [WID: MCPTT]:
it is FFS whether we need to define media of the group by <group-media> element.
Presence of the <disabled> element in the <list-service> element of the MCPTT group indicates that the MCPTT group is disabled. Absence of the <disabled> element in the <list-service> element of the MCPTT group indicates that the group is enabled.

Value of the <group-priority> element of the <list-service> element of the MCPTT group indicates the priority level of the group. Higher value indicates lower priority. Absence of the <group-priority> element of the <list-service> element of the MCPTT group indicates the lowest possible priority.
Presence of the <temporary> element in the <list-service> element of the MCPTT group indicates that the MCPTT group is a temporary MCPTT group. Absence of the <temporary> element in the <list-service> element of the MCPTT group indicates that the group is not a temporary MCPTT group.

Presence of the <required> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element is a required MCPTT group member. Absence of the <required> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element is not a required MCPTT group member.

The <allow-MCPTT-emergency-call> element of an <actions> element of a <rule> element of the MCPTT group indicates whether the identity matching the rule identified by the <rule> element is allowed to request an MCPTT-emergency call on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-emergency call on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT-emergency call on the MCPTT group.

The <allow-imminent-peril-call> element of an <actions> element of a <rule> element of the MCPTT group indicates whether the identity matching the rule identified by the <rule> element is allowed to request an imminent peril call on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-imminent peril call on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT imminent peril call on the MCPTT group.

The <allow-MCPTT-emergency-alert> element of an <actions> element of a <rule> element of the MCPTT group indicates whether the identity matching the rule identified by the <rule> element is allowed to request an MCPTT-emergency alert on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-emergency alert on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT-emergency alert on the MCPTT group.

* * * Next Change * * * *
