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1. Introduction
This contribution restructures the text of 10.2 to align with the rest of the document. There is no change in the technical procedures from the original text. Just the text is moved between the sections, some text is reworded for better understanding and some section titles are changed.
2. Reason for Change
To align with the text of on-network procedures.

10.2
Off-network group call

10.2.1
General

10.2.1.1
Session announcement message
10.2.1.2
Session description
10.2.2
Common procedures

10.2.2.1
Session announcement

10.2.2.2
Announcement Interval
10.2.2.3
Call termination 

10.2.3
Group Call Setup

10.2.3.1
Client originating procedures
10.2.3.2
Client terminating procedures
Note: Subclauses 10.2.3 will be inroduced by other P-CRs.

3. Conclusions

The section is now aligned with the rest of the documents.
4. Proposal

It is proposed to review and agree the following changes to 3GPP TS <24.379>.
* * * First Change * * * *

10.2
Off-network group call
10.2.1
General
Editor's Note: This is FFS.
10.2.1.1 
Session announcement message

The MCPTT client shall generate an announcement message for a group call. The definition of the fields in the Session Announcement Protocol (SAP) packet is found in IETF RFC 2974 [11]. Table 10.2.2.4-1 shows the SAP packet format.

Table 10.2.1.1-1: SAP message format
0                    1                    2                    3
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| V=1 |A|R|T|E|C|   auth len    |         msg id hash           |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                                                               |

:                originating source (32 or 128 bits)            :

:                                                               :

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                    optional authentication data               |

:                              ....                             :

*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*

|                      optional payload type                    |

+                                         +-+- - - - - - - - - -+

|                                         |0|                   |

+ - - - - - - - - - - - - - - - - - - - - +-+                   |

|                                                               |

:                            payload                            :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
10.2.1.1.1
Header
The SAP message header shall contain:
1)
a Version Number (3 bit) set to 1. This indicates the first release of off-network MCPTT (i.e. Rel-13);

2)
an Address type (1 bit): If the A bit is 0, the originating source field contains a 32-bit IPv4 address. If the A bit is 1, the originating source contains a 128-bit IPv6 address;
3)
a Reserved (1 bit): Listening MCPTT clients can ignore the contents of this field;
4)
a Message Type (1 bit): If the T field is set to 0 it indicates a session announcement packet. If set to 1, it indicates a session deletion packet;
5)
an Encryption Bit (1 bit): If the encryption bit is set to 1, the payload of the SAP packet is encrypted. If this bit is 0 the packet is not encrypted;
6)
a Compressed bit (1 bit);
Editor's Note The above item is FFS.

7)
an Authentication Length (8 bit): An 8 bit unsigned quantity giving the number of 32 bit words following the main SAP header that contain authentication data. If it is zero, no authentication header is present;
8)
a Message Identifier Hash (16 bit): A 16 bit quantity that, used in combination with the originating source, provides a locally unique identifier indicating the precise version of this announcement;

NOTE 1:
The choice of value for this field is not specified here, except that it needs to be unique for each session announced by a particular SAP announcer and it needs to be changed if the session description is modified (and a session deletion message should be sent for the old version of the session). 
NOTE 2:
Earlier versions of SAP used a value of zero to mean that the hash should be ignored and the payload should always be parsed. This had the unfortunate side-effect that SAP announcers had to study the payload data to determine how many unique sessions were being advertised, making the calculation of the announcement interval more complex that necessary. Therefore in order to decouple the session announcement process from the contents of those announcements SAP announcers are recommended not to set the message identifier hash to zero. SAP listeners can silently discard messages if the message identifier hash is set to zero.
9)
an Originating Source (32 or 128 bit): This gives the IP address of the original source of the message. This is an IPv4 address if the A field is set to zero, else it is an IPv6 address. The address is stored in network byte order; and
10)
optional authentication data: Authentication data containing a digital signature of the packet, with length as specified by the authentication length header field.
10.2.1.1.2 
Optional payload type

The payload type field is a MIME content type specifier, describing the format of the payload. This is a variable length ASCII text string, followed by a single zero byte (ASCII NUL). The payload type shall be included in all packets. All implementations shall support payloads of type "application/sdp" specified in IETF RFC 4566 [12]. SDP offer shall be generated in according to the rules and procedures as specified in subclause 10.2.2.5. Other formats may be supported.

10.2.1.1.3 
Payload
The header is followed by an optional payload type field and the payload data itself. If the E or C bits are set in the header both the payload type and payload are encrypted and/or compressed.

If the packet is an announcement packet, the payload contains a session description.
If the packet is a session deletion packet, the payload contains a session deletion message.
If the payload format has a MIME type of "application/sdp" the deletion message is a single SDP line consisting of the origin field of the announcement to be deleted.
NOTE:
It is desirable for the payload to be sufficiently small that SAP packets do not get fragmented by the underlying network. Fragmentation has a loss multiplier effect, which is known to significantly affect the reliability of announcements. It is recommended that SAP packets are smaller than 1kByte in length, although if it is known that announcements will use a network with a smaller MTU than this, then it is recommended to as the maximum recommended packet size.
10.2.1.2 
Session description
For an off-network MCPTT session, only MCPTT speech shall be offered.

One off-network MCPTT session may include one media-floor control entity.

The MCPTT client shall generate a SDP offer for a group call in accordance with rules and procedures of 3GPP TS 24.229 [4].
The off-network MCPTT client:
1)
shall include the session-level section consisting of:

a)
the "o=<username>" field set to an MCPTT client ID;

b)
the "s=<session name>" field set to an MCPTT group ID; and

c)
the "c=<connection-address>" field set to a multicast IP address of the MCPTT group;

2)
shall include the media-level section for each offered media stream consisting of:

a)
the "m=<media>" field set to MCPTT speech;

b)
the "m=<port>" field set to a port number for MCPTT speech;

c)
the "a=" field set to the codec(s) and media parameters; and

d)
the port number to be used for RTCP at the MCPTT client selected according to the rules and procedures of IETF RFC 3605 [13] if the media steam uses the RTCP protocol and other than the default IP address if port number specified by IETF RFC 3550 [10] is to be used:

i)
shall offer the currently used Media Streams with used media-level section parameters when the MCPTT Client generates the SDP offer periodically; and

ii)
shall offer the additional Media Type when the MCPTT client offers to add new media type to the current MCPTT call; and

NOTE:
The MCPTT client is not necessarily authorized to add a media type to the existing MCPTT call
3)
may offer to add a new media type, to connect to a media type and to disconnect from a Media Stream in the in the same group call.
10.2.2
Common procedures
Editor's Note: The floor control will be initiated when the session is established. How this is achieved is for further study.
10.2.2.1 
Sending announcement message
A announcement message is multicast with the same scope as the session it is announcing, ensuring that the recipients of the announcement are within the scope of the session the announcement describes. There are a number of possibilities (as described below).


Editor's note: Given that IETF RFC 2974 [11] is an experimental RFC, it is to be studied whether evolution of the protocol requires any IETF work (and if so if the IETF work is possible), or whether evolution of the protocol can be done solely in 3GPP.

Editor's note: it is FFS how security works in off-network situations as SA3 has not concluded on stage-2 requirements
The announcing MCPTT client:

1)
shall send announcement messages on port 9875;

2)
should send announcement messages with an IP time-to-live of 255;

3)
may periodically send a announcement messagesto a well-known multicast address and port;

NOTE 1:
There is no rendezvous mechanism. There can be cases when the announcing MCPTT client is not aware of the presence or absence of any other MCPTT client. No additional reliability is provided over the standard best-effort UDP/IP semantics.

4)
shall send announcement messages containing a session description; and

NOTE 2:
The session description can be encrypted although this is not recommended.
5)
should send announcement messages containing an authentication header.
Editor's note: it is FFS whether the session can use addresses in multiple administrative scope ranges.

Editor's note: it is FFS how the UE determines that there are several announcing MCPTT clients and if so, what the UE actions are.

If an announcing MCPTT client sends multiple announcements for a session, then the announcing MCPTT client shall ensure that each announcement either:

1)
contains an authentication header signed by the same key; or
2)
is treated as a completely separate announcement by listening MCPTT clients listeners.
Editor's Note: How this is achieved is FFS.
Editor's note: it is FFS whether MCPTT requires usage of several IPv4 administrative scope zones.

An MCPTT client which supports IPv6 shall listen to the IPv6 SAP addresses.

10.2.2.2 
Announcement interval
Editor's Note: This is FFS.









10.2.2.3 
Call Termination
10.2.2.3.1 
Explicit Termination
An announcement message with type = 2 shall specify the session to be deleted. 
Announcement message shall have a valid authentication header, matching that used to authenticate previous announcement messages. If this authentication is missing, the terminating MCPTT client shall ignore the message.

10.2.2.3.2 
Time-out based termination
Editor’s Note: The detailed description is FFS.
10.2.2.3.2.1 
Explicit timeout
The session description payload may contain timestamp information specifying the start- and end-times of the call. If the current time is later than the end-time of the session, then the MCPTT client shall terminate the call from its cache.
10.2.2.3.2.2 
Implicit timeout
An announcement message should be received periodically for each call. The announcement period can be predicted by the receiver. If an announcement message has not been received for ten times the announcement period, or one hour, whichever is the greater, then the MCPTT client shall terminate the call from its cache.

NOTE:
The one hour minimum is to allow for transient network partitioning.
































































10.2.3
Group Call Setup
10.2.3.1 
MCPTT client initiates a pre-arranged session

When the MCPTT client initiates a pre-arranged session, the MCPTT client:

1)
shall generate an session announcement message as specified in subclause 10.2.2.4;

2)
shall include a SDP body as a SDP offer as specified in subclause 10.2.2.5; and
3)
shall send the session announcement message towards the MCPTT clients according to rules and procedures as specified in subclause 10.2.2.1.
Upon receiving a message response to the session announcement message the MCPTT Client: 

1)
shall cache the presence of the MCPTT client in the contact list; and

2)
shall establish an MCPTT session based on the media-level section parameters from the SDP body.

Editor's note: it is FFS what how the "message response to the session announcement message" is identified since SAP does not define "message response"
10.2.3.2 
MCPTT client is invited to join a pre-arranged session

Editor's note: it is FFS how to distinguish SAP message establish a pre-arranged MCPTT session from other SAP message.

Upon receiving a session announcement message establishing a pre-arranged MCPTT session, the MCPTT client: 

1)
shall cache the presence of the MCPTT client in the contact list;

2)
shall set the session name of the SDP MIME to the group ID that identifies the Pre-established Session;

3)
may display information to the MCPTT User ID based on the information in the SDP MIME;

4)
shall generate an session announcement message as specified in subclause 10.2.2.4;
5)
shall include a SDP body as a SDP offer as specified in subclause 10.2.2.5; and
6)
shall send the session announcement message towards the MCPTT clients according to rules and procedures as specified in subclause 10.2.2.1.

Editor's note: it is FFS what how to distinguish the SAP message sent in the subclause from the SAP message sent in the subclause 10.2.2.6 (so as other UEs do not react on this SAP message with other SAP messages)
Editor's note: it is FFS whether it is acceptable to always act on reception of SAP message with another SAP message, as when there are tens or hundreds MCPTT group participants, this could result to storm of signalling messages.
10.2.3.3
Terminating client procedures










