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The GSMA Terminal Steering Group (TSG) has identified a grey area between standards and commercial requirements in respect of devices capable of maintaining multiple radio connections. We seek the views of 3GPP TSG CT WG1 (CT1) on where responsibility for the issue lies.

Background and Introduction

Problem Statement:

· There are a growing number of dual or multi SIM devices on the market

· Correct network operation (and GSMA rules) require a separate IMEI for each active connection

· There is a regulatory expectation that any stolen handset can be blacklisted and that blacklisting will deny all service to that device

· Operators (and third parties) generally only log one IMEI for a device

· It’s unclear what will happen to a multi SIM device if only one of its IMEIs is present in the stolen handset database (EIR/CEIR) 

Standards position:

3GPP TS24.008 covers reject definition and handling:

“Cause value = 6 Illegal ME. This cause is sent to the MS if the ME used is not acceptable to the network, e.g. blacklisted”

RAU and attach reject:
“The MS shall take one of the following actions depending upon the reject cause:
# 3                          (Illegal MS);
# 6                          (Illegal ME);
….
The SIM/USIM shall be considered as invalid for GPRS services until switching off or the SIM/USIM is removed.
….
 The SIM/USIM shall be considered as invalid also for non-GPRS services until switching off or the SIM/USIM is removed.”

LAU reject is the same, except that GPRS service is still allowed.

The above removes service on the connection over which the reject has been received. 
But standards are silent on the subject of devices with multiple connections: Should such a reject remove all service on the device?

Other applicable information:

· GSMA TS.06 “IMEI allocation” specifies a separate IMEI for each SIM in the device. 

· This is required for correct operation of multiple simultaneous cellular connections

· There is no requirement that the IMEIs be related other than in having the same TAC field, which makes blacklisting all IMEIs of that device logistically troublesome.

Behaviour of devices in the market:

Three distinct classes of behaviour have been seen:

Device family 1:
· IMEI is tied to a SIM slot, information not exchanged between connections
· Service on SIM1 blocked when IMEI1 blacklisted, SIM2 still works
· Service on SIM2 blocked when IMEI2 blacklisted, SIM1 still works

Device family 2:
· IMEI is tied to a SIM slot, information is exchanged between connections
· All service blocked when IMEI1 blacklisted & SIM1 populated; service available if SIM1 vacant
· All service blocked when IMEI2 blacklisted & SIM2 populated; service available if SIM2 vacant

Device family 3:
· “Primary” IMEI is used preferentially, information is exchanged between connections
· All service blocked when IMEI1 blacklisted, regardless of SIM slots in use
· All service blocked when IMEI2 blacklisted if both SIM slots populated
· Service available when IMEI2 blacklisted and a single SIM in use

Request to 3GPP CT1
GSMA TSG invite CT1’s view on whether this is a matter that should be covered by standards or one that should be addressed through commercial requirements.

Additional Information about GSMA TSG
The Terminal Steering Group (TSG) is an established working group within the GSMA, tasked to coordinate and drive terminal related matters in GSMA and beyond. The TSG membership has grown to over 50 companies covering the operator and device and chipset vendor community worldwide.

The TSG has three focus areas, being
1. The sharing of terminal related information 
2. The alignment of terminal recommendations (and further input to other fora as applicable) 
3. The alignment of field and lab test cases. 

The terminal recommendation topics addressed are wide and include: Best Practices for the implementation of Fast Dormancy, Recommendations for the minimum Wi-Fi terminal implementations, Best Practice Local Data Wiping Methods, Terminal Requirements for the use of the GSMA HD Voice Logo, Recommendations for Bluetooth Profiles to be supported in mobile phones, Developer Guidelines to facilitate more network efficient applications or activities to enhance terminal network interaction. In addition, TSG encompasses also two subgroups driving respectively Device Field & Lab Test Guidelines and Battery Life Measurement techniques for 3GPP system capable devices.    

Contact
In case of further questions and/or feedback to the attached draft input document, these can be directed to Paul Gosden, GSMA Director for TSG [pgosden@gsma.com]
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