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	Reason for change:
	The CT1#92 C1-152460 (S5-153298) incoming LS indicated that it is necessary that the P-Charging-Vector is included in not only initial or standalone requests / responses but also subsequent (including target refresh) requests / responses.

As a result, following general principle is led:

The P-Charging-Vector is included in any requests with:

 - the "icid-value" populated in the initial request, by the first IMS entity; and

 - the "orig-ioi" populated by the IMS entity in the sending network.

The P-Charging-Vector is included in any responses with:

 - the "icid-value" populated in the initial request, by the first IMS entity;

 - the "orig-ioi" populated by the IMS entity in the sending network; and

 - the "term-ioi" populated by the IMS entity in the receiving network.

This CR is proposed along with above assumption.
**Main reason**
The procedures to handle ICID and IOI are specified throughout the clause 5. But it is impossible for the clause 5 to describe exact procedures to cover all SIP messages. So, general summary is needed in clause 4.5.


	
	

	Summary of change:
	The general summary for ICID and IOI was corrected to align with the above assumption.
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	The SA5 requirements are not covered.

The P-Charging-Vector procedures remain unstable.
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***** Next change *****
4.5.2
IM CN subsystem charging identifier (ICID)

The ICID is the session level data shared among the IM CN subsystem entities including ASs in both the calling and called IM CN subsystems. The ICID is used also for session unrelated messages (e.g. SUBSCRIBE request, NOTIFY request, MESSAGE request) for the correlation with CDRs generated among the IM CN subsystem entities.
The first IM CN subsystem entity involved in a SIP transaction will generate the ICID and include it in the "icid-value" header field parameter of the P-Charging-Vector header field in the SIP request.
For a dialog relating to a session, the generation of the ICID will be performed only on the initial request. This ICID will be used for the initial request and any response to the initial request, and all subsequent SIP messages in a P-Charging-Vector header field.

For all other transactions, generation of the ICID will be performed on each SIP request. This ICID will be used for the SIP request and any response to the SIP request in a P-Charging-Vector header field.
The "icid-value" header field parameter is inserted in the IM CN subsystem, as summarised in table 4-X.

NOTE:
This summary is also applicable for SIP messages which are not specified in clause 5, although each procedure for the P-Charging-Vector header field in clause 5 is described only for specific SIP message(s) (e.g. only for a 200 OK response).
Table 4-X: Summary of ICID insertion in the IM CN subsystem

	Inserted in
	For initial or standalone SIP message
	For subsequent SIP message

	Any request
	The first IM CN subsystem entity receiving the request inserts the "icid-value" header field parameter populated as specified in 3GPP TS 32.260 [17].
	The first IM CN subsystem entity receiving the request inserts the "icid-value" header field parameter set to the value populated in the initial request for the dialog.

	Any response to the request
	The first IM CN subsystem entity receiving the response inserts the "icid-value" header field parameter set to the value populated in the initial request for the dialog or the standalone request.
	The first IM CN subsystem entity receiving the response inserts the "icid-value" header field parameter set to the value populated in the initial request for the dialog.


See 3GPP TS 32.260 [17] for requirements on the format of ICID. The P-CSCF will generate an ICID for UE-originated calls. The I-CSCF will generate an ICID for UE-terminated calls if there is no ICID received in the initial request (e.g. the calling party network does not behave as an IM CN subsystem). The AS will generate an ICID when acting as an originating UA. The MGCF will generate an ICID for PSTN/PLMN originated calls. The MSC server will generate an ICID for ICS and SRVCC originated calls. Each entity that processes the SIP request will extract the ICID for possible later use in a CDR. The I-CSCF and S-CSCF are also allowed to generate a new ICID for UE-terminated calls received from another network.

There is also an ICID generated by the P-CSCF with a REGISTER request that is passed in a unique instance of P-Charging-Vector header field. The valid duration of the ICID is specified in 3GPP TS 32.260 [17].

The "icid-value" header field parameter is included in any request and response that includes the P-Charging-Vector header field. However, the P-Charging-Vector (and ICID) is not passed to the UE.
The ICID is also passed from the P-CSCF to the IP-CAN via PCRF. The interface supporting this operation is outside the scope of this document.

***** Next change *****
4.5.4
Inter operator identifier (IOI)
The Inter Operator Identifier (IOI) is a globally unique identifier to share between sending and receiving networks, service providers or content providers.

The sending network populates the "orig-ioi" header field parameter of the P-Charging-Vector header field in a request and thereby identifies the operator network from which the request was sent. The "term-ioi" header field parameter is left out of the P-Charging-Vector header field in this request. The sending network retrieves the "term-ioi" header field parameter from the P-Charging-Vector header field in a response to the request, which identifies the operator network from which the response was sent.

The receiving network retrieves the "orig-ioi" header field parameter from the P-Charging-Vector header field in the request, which identifies the operator network from which the request was sent. The receiving network populates the "term-ioi" header field parameter of the P-Charging-Vector header field in the response to the request, which identifies the operator network from which the response was sent.

The "orig-ioi" and "term-ioi" header field parameters are inserted in the IM CN subsystem, as summarised in table 4-Y.

NOTE:
This summary is also applicable for SIP messages which are not specified in clause 5, although each procedure for the P-Charging-Vector header field in clause 5 is described only for specific SIP message(s) (e.g. only for a 200 OK response).

Table 4-Y: Summary of IOI insertion in the IM CN subsystem

	Inserted in
	For initial or standalone SIP message
	For subsequent SIP message

	Any request
	The IM CN subsystem entity in the sending network:

1) removes any received "orig-ioi" header field parameter, if present;
2) inserts the "orig-ioi" header field parameter to a value that identifies the sending network of the request; and
3) does not insert the "term-ioi" header field parameter.

	Any response to the request
	The IM CN subsystem entity in the receiving network:

1) removes any received "orig-ioi" and "term-ioi" header field parameters, if present;
2) inserts the "orig-ioi" header field parameter set to the previously received value of "orig-ioi" header field parameter, if received in the request; and

3) inserts the "term-ioi" header field parameter to a value that identifies the receiving network from which the response is sent.


There are three types of IOI:

a)
Type 1 IOI, between the visited network and the home network. This includes the following cases:

-
between the P-CSCF (possibly in the visited network) and the S-CSCF in the home network. This is exchanged in REGISTER requests and responses, and in all session-related and session-unrelated requests and responses;
-
between the SCC AS in the home network and the ATCF (possible in the visited network). This is exchanged in MESSAGE requests and responses;

NOTE:
For applications where the primary relationship is home and visited network, request and responses to the request will normally contain a type 1 IOI value.
-
between the MSC server (possibly in the visited network) and the S-CSCF in the home network. This is exchanged in REGISTER requests and responses, and in all session-related and session-unrelated requests and responses; and
-
when using Roaming Architecture for Voice over IMS with Local Breakout and loopback routeing occurs, between the S-CSCF of the home network and the TRF of the visited network or between the BGCF of the home network and the TRF of the visited network. This is exchanged in all session-related requests and responses.

b)
Type 2 IOI, between originating network and the terminating network. This includes the following cases:

-
between the S-CSCF of the home originating network and the S-CSCF of the home terminating network or between the S-CSCF of the home originating network and the MGCF when a call/session is terminated at the PSTN/PLMN;

-
between the MGCF and the S-CSCF of the home terminating network when a call/session is originated from the PSTN/PLMN or with a PSI AS when accessed across I-CSCF; and

-
when using Roaming Architecture for Voice over IMS with Local Breakout and loopback routeing occurs, between the TRF of the visited network and the S-CSCF of the home terminating network.

This is exchanged in all session-related and session-unrelated requests and responses.


Additionally, for emergency transactions, a type 2 IOI is exchanged between the E-CSCF and the MGCF or IBCF where the request is routed to a PSAP. In scenarios where the E-CSCF receives emergency requests from an S-CSCF, a type 2 IOI is exchanged. This can also occur where the E-CSCF receives emergency requests from an IBCF.

c)
Type 3 IOI, between the S-CSCF or I-CSCF of the home operator network and any AS. Type 3 IOI are also used between E-CSCF and LRF, between E-CSCF and EATF, and between transit function and AS. The type 3 IOI is exchanged in all session-related and session-unrelated requests and responses.

Each entity that processes the SIP request will extract the IOI for possible later use in a CDR. The valid duration of the IOI is specified in 3GPP TS 32.240 [16].

***** End of changes *****
