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3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ANDSF
Access Network Discovery and Selection Function

DDF
Device Description Framework

DM
Device Management

ePDG
enhanced Packet Data Gateway 
MO
Management Object

OMA
Open Mobile Alliance
RSSI
Receive Signal Strength Indicator
UE
User Equipment
WNDS
WiMAX Network Discovery and Selection
***** Next change *****
4
ANDSF MO

The ANDSF MO is used to manage intersystem mobility policy- as well as access network discovery information stored in a UE supporting provisioning of such information from an ANDSF.

The ANDSF may initiate the provision of information from the ANDSF to the UE as specified in 3GPP TS 24.302 [3AA].

The UE may initiate the provision of information from the ANDSF, using a client initiated session alert message of code "Generic Alert". The "Type" element of the OMA DM generic alert message shall be set to "urn:oma:at:ext-3gpp-andsf:1.0:provision".

The intersystem mobility policy information consists of a set of one or more intersystem mobility policy rules. At any point in time there shall be at most one rule applied, that rule is referred to as the 'active' rule. There may hence be zero or one 'active' rule.

The rules have a number of conditions (e.g. current access technology and location) where one or more may be present and set to a value. The rules also have a number of results (e.g. preferred access technology and restricted access technology) to be used whenever a rule is 'active'. If there are no results for the 'active' rule, it is implementation dependent how UE performs network selection. Irrespective of whether any rule is 'active' or not, the UE shall periodically re-evaluate ANDSF policies. When ANDSF policy selection rules identify an available network, the highest priority rule becomes 'active' rule and network re-selection is performed.
While the rule remains 'active', UE shall keep considering higher priority networks, than currently selected, in the prioritized network list of the rule. In addition to conditions and results there is a rule-priority that shall be set for each rule in order for the UE to determine which rule, out of potentially several valid rules, it should consider as 'active'. The trigger for (re-)evaluating rules is that the 'active' rule becomes invalid (conditions no longer fulfilled), or some other manufacturer specific trigger.

The relation between Policy and DiscoveryInformation is that Policies prioritize the access network, while DiscoveryInformation provide further information for the UE to access the access network defined in the policy.

The validity of the policy takes into account ValidityArea, Roaming and TimeOfDay, which must all match in order to make the Policy valid.
The ANDSF server shall include at least one of the leaves (i.e. HESSID, SSID or BSSID) to be present in a single instance of WLAN_Location interior node of the ValidityArea of the Policy node and WLAN_Location interior node of the AccessNetworkArea of the DiscoveryInformation node.
The MO has a node indicating the position of the UE. The trigger for updating the value of this node is that the location information it contains is no longer valid (i.e. the UE has changed its position) or some other manufacturer specific trigger. The update of the information contained in this node doesn’t necessarily imply any interaction with the ANDSF server.

The MO defines validity areas, position of the UE and availability of access networks in terms of geographical coordinates. The way such coordinates are retrieved is implementation dependant (e.g. GPS receiver).

The UE is not required to switch on all UE's supported radios for deducing its location for ANDSF purposes or for evaluating the validity area condition of a policy or a discovery information.

The Management Object Identifier is: urn:oma:mo:ext-3gpp-andsf:1.0.

The OMA DM Access Control List (ACL) property mechanism as standardized (see Enabler Release Definition OMA-ERELD-DM-V1_2 [5]) may be used to grant or deny access rights to OMA DM servers in order to modify nodes and leaf objects of the ANDSF MO.

The following nodes and leaf objects are possible under the ANDSF node as described in figure 4.1:
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Figure 4.1: The ANDSF MO
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5.XX
<X>/ePDGselection
The ePDGselection node acts as a placeholder for ePDGselection information.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

5.XX1
<X>/ePDGselection/ePDGaddress
The ePDGaddress node indicates the address of the ePDG to be used.
-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace

-
Values: N/A
If ePDGaddress node is not present or the node is present and empty, the UE will not evaluate the node.
5.XX2
<X>/ePDGselection/ePDGaddress/IP
The IP leaf defines the IPv4 address or the IPv6 address of a ePDG.

-
Occurrence: One

-
Format: chr

-
Access Types: Get, Replace
-
Values: <an IPv4 address>, <an IPv6 address>
5.XX3
<X>/ePDGselection/ePDGaddress/FQDN
The FQDN leaf identifies an FQDN that is used to obtain IP address of an ePDG.
-
Occurrence: One

-
Format: chr

-
Access Types: Get, Replace
-
Values: <FQDN>
The ServiceProvider leaf contains a FQDN (see IETF RFC 1035 [20]) and is a realm:

a)
as specified in 3GPP TS 23.003 [3], subclause 19.2; or

b)
in the form of an FQDN as defined by IETF RFC 4282 [25].
***** Next change *****
Annex A (informative):
ANDSF MO DDF

This DDF is the standardized minimal set. A vendor can define its own DDF for the complete device. This DDF can include more features than this minimal standardized version.
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