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1. Introduction
Pre-arranged group call utilizing automatic commencement mode is a functionality that has been included in the stage 2 TS 23.179 by SA6. This pCR identifies OMA PCPS subclauses from the OMA PCPS Control Plane (OMA PCPS A-PCPS-TS-Control_Plane-V1_0-20150220-C) that define the originating client session establishment procedures for the on-demand model of this call and are appropriate for MCPTT on-network operation. These subclauses then are analyzed and modified from the point of view of being made applicable to the needs of this specific call type as described below.
NOTE : the current analysis is limited to unicast, on-network operation
Descriptions concerning the following are eliminated from the text:
 
· Functionality not related to on-demand pre-arranged session establishment automatic commencement mode
· Functionality related to any media type other than PoC Speech

· Resource Priority/QoE profiles
· External media content service (EMCS)

· Simultaneous sessions

· Crisis event handling

· Conference state event subscription
· Dispatcher and Dispatch Group session related functionality
Types of additional modifications being applied :
· Changing OMA PCPS terminology to match stage 1 and stage 2 MCPP terminology where possible

· Where stage 1 and stage 2 terminology does not exist but in the view of the author is needed this is indicated by an Editor’s note.

· Re-wording of text to adapt to changes in document structure

· Alignment with 3GPP drafting rules

The changes incorporated below are not necessarily complete baseline adaptations of the selected OMA PCPS source subclauses for stage 3, as they have only been modified to support this one particular thread of functionality. Some of the same subclauses will need to be examined again from the point of view of other stage 2 mandated functionality (e.g., chat session establishment) in other pCRs. 
1.1 OMA PCPS subclauses identified

The OMA PCPS Control Plane subclauses identified supporting originating client session establishment procedures are :

· 5.2 (maps to 4.1 in the proposed changes)
· 5.4 (maps to 4.2 in the proposed changes)
· 5.10 (maps to 4.3 in the proposed changes)

· 6.1.3.1 (maps to 7.2.1.1.1 in the proposed changes)
· 6.1.3.1a (maps to 7.2.1.1.1a in the proposed changes)
· 6.1.3.3.2 (maps to 7.2.1.2 in the proposed changes)
These subclauses are included in Annex X of this pCR to provide access to the clauses as previously « triaged » by the rapporteur to allow for comparison of the additional changes herein. Each subclause number in the annex is preceded by ‘X.’. For example, OMA PCPS Control Plane subclause 5.2 will appear as X.5.2 in the annex.
2. Reason for Change
This change is intended to provide baseline material from the OMA PCPS Control Plane document for 3GPP TS 24.uuu specifically targeted to support client originating procedures for Pre-arranged group session establishment utilizing automatic commencement mode.
3. Proposal

It is proposed to agree to the following changes to 3GPP TS 24.uuu 0.0.0.
* * * First Change * * * *
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
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3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”
[4]
3GPP TS 24.www: “ Mission Critical Push To Talk (MCPTT) floor control Protocol specification”
[5]
IETF RFC 3261: “SIP: Session Initiation Protocol”
[6]
IETF RFC 3264 (June 2002): "An Offer/Answer Model with the Session Description Protocol (SDP)"
[7]
IETF RFC 3325 (November 2002): "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks"
[8]
IETF RFC 4028 (April 2005): "Session Timers in the Session Initiation Protocol (SIP)"
[9]
IETF RFC 4566 (July 2006): "SDP: Session Description Protocol"
[10]
IETF RFC 4574 (August 2006), "The Session Description Protocol (SDP) Label Attribute"
* * * Next Change * * * *

4
General

Editor's note: This clause contains any material of a descriptive nature needed to introduce the document and its procedures.

Editor's note: The proposal in this skeleton is that on-network and off-network procedures are covered at the greatest header level depth in the skeleton, in order to ensure that compatible procedures exist for both modes of operation where required by the stage 1.
4.1 Authenticated Originator's MCPTT Address
The Authenticated Originator's MCPTT Address is the MCPTT Address of the MCPTT User at the originating or terminating MCPTT Client that has been validated by the SIP/IP Core or the MCPTT Group Identity used by the MCPTT Server performing the Controlling MCPTT Function when inviting MCPTT Users to a MCPTT Group Session. 
Editor’s note:
clarification is needed from SA6 on what the MCPTT Address (analogous to “PoC Address” should be).
When the SIP/IP Core corresponds to 3GPP IMS, then the Authenticated Originator's MCPTT Address is contained in the P-Asserted-Identity header according to rules and procedures of 3GPP TS 24.229 [3]. The MCPTT Client MAY insert a P-Preferred-Identity header, which contains a MCPTT Client preferred identity, for the SIP/IP Core to use inside the P-Asserted-identity header. If privacy is required, the From header SHALL contain an anonymous URI. 
Editor’s note:
clarification is needed on what the needs for privacy are and if the privacy mechanism alluded to above may play a contributing role.
The From header MAY be used to carry the Authenticated Originator's MCPTT Address, and MAY be supported by the MCPTT Server. The MCPTT Server MAY be able to support an Authenticated Originator's MCPTT Address in the From header if the MCPTT Server has transitive trust with the SIP/IP Core, and if the SIP/IP Core is able to perform proxy authentication of the MCPTT Client.
* * * Next Change * * * *
4.2
Nick Name
The MCPTT Server and the MCPTT Client MAY send Nick Names in SIP requests and SIP responses. 

If a MCPTT Server supports sending of Nick Names in SIP requests and SIP responses the use of Nick Names SHALL be a service provider configuration option, where it is possible to enable or disable the sending of Nick Names.

If MCPTT Client and MCPTT Server supports sending of Nick Names, then following applies:

A MCPTT Client MAY provide the inviting MCPTT User’s Nick Name in the "display-name" part of the Authenticated Originator’s MCPTT Address, i.e. in the P-Preferred-Identity header or, e.g. when the P-Preferred-Identity header is not included, in the From header of the initial SIP INVITE request or SIP REFER request sent towards the MCPTT Server performing the Participating MCPTT Function.

NOTE 1:
A Nick Name included in the P-Preferred-Identity header is moved to the P-Asserted-Identity header by the underlying SIP/IP Core if validation of the MCPTT Address is successful as described in IETF RFC 3325[7]. If validation of the MCPTT Address fails the SIP/IP Core uses a default MCPTT Address in the P-Asserted-Identity header and the Nick Name, if included in the P-Preferred-Identity header, is lost. A Nick Name in the From header is never lost.
* * * Next Change * * * *

4.3
PoC Speech

MCPTT Speech shall be offered either with the Talk Burst Control Protocol or with the Media Burst Control Protocol.PoC Speech Media shall exist at most once in the SDP offer.

When MCPTT Speech is offered with TBCP one "m=audio" line shall be included in the SDP without the "a=label" attribute. 
Editor’s note: this subclause will require updating as the floor control protocol has not yet been decided
When MCPTT Speech is offered with MBCP one "m=audio" line shall be included in the SDP with the "a=label" attribute with a unique value as specified in IETF RFC 4574 [10] and a "i=" field associated with the "m=audio" line set to "speech" as specified in IETF RFC 4566 [9].

NOTE:
The procedure does not allow for any negotiation which means that the sender of an offer decides which Media Stream that is regarded as MCPTT Speech.

* * * Next Change * * * *

7
Pre-arranged group call – automatic commencement mode

Editor's note: Currently this subclause is proposed to cover both normal group call and broadcast group call. It is proposed that emergency group call would also be included in this clause. See TS 22.179 subclauses 5.1, 5.2, 5.3, 5.5, 5.7. Aspects of group management would be covered in other specifications. See also TS 23.179 subclause 10.5.1.
7.1
General

7.2
MCPTT client procedures
7.2.1
MCPTT client originating procedures
7.2.1.1
MCPTT Session Initiation

7.2.1.1.1
General

The MCPTT client shall generate an initial SIP request according to rules and procedures of IETF RFC3261 [5], except for the case when generating a SIP SUBSCRIBE request to the MCPTT client:
1.
shall include an User-Agent header to indicate the MCPTT release version of the MCPTT client as specified in subclause F.4.1 "Release version in User-agent and Server headers";
Editor’s note: it is FFS to determine if there is sufficient need to include the informative text from OMA PCPS Control Plane F.4.1.
2.
include the MCPTT feature tag '+g.poc.talkburst' in the Contact header;     
Editor’s note:
It is to be determined if there needs to be a MCPTT equivalent feature tag to +g.poc.talkburst
3. 
should include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  IETF RFC 3261[5];
4.
shall include the MCPTT Address of the MCPTT User as the Authenticated Originator's MCPTT Address as specified in subclause 4.1 "Authenticated Originator's MCPTT Address";    
Editor’s note:
clarification is needed from SA6 on what the MCPTT Address (analogous to “PoC Address” should be).
5.
may include a Nick Name in the Authenticated Originator’s MCPTT Address and, if included, the Nick Name shall be included as specified in subclause 4.2 "Nick Name".   
The MCPTT Client shall generate an initial SIP INVITE request according to rules and procedures of RFC 3261 [5].       The MCPTT Client:
1.
shall include the option tag 'timer' in the Supported header;
2.
should include the Session-Expires header according to rules and procedures of IETF RFC4028 [8], "Generating an Initial Session Refresh Request". It is recommended that the refresher parameter is omitted. If included, the refresher parameter shall be set to 'uac';
3.
shall include an Accept-Language header to indicate the language to be used by the MCPTT Server for the warning texts sent to the MCPTT Client if the MCPTT Client wishes to get the warning texts in a language different than default;
When the SIP/IP Core corresponds to 3GPP IMS, the MCPTT Client shall use 3GPP IMS mechanisms according to rules and procedures of 3GPP TS 24.229 [3] with the clarifications given in this subclause.
* * * Next Change * * * *
7.2.1.1.1a
SDP offer generation

For a MCPTT Session one or more Media Types may be offered. The offered Media Streams may be of MCPTT Speech. Media Streams for a MCPTT Session are offered with an SDP body, each independent Media Stream of offered Media Type represented by its own media-level section also known as m-line. One MCPTT Session may include one Media-floor Control Entities.

When generating an SDP offer for the MCPTT Session re-join, the MCPTT Client shall compose the SDP offer as in case of MCPTT Session initiation.
When composing an SDP offer according to rules and procedures of IETF RFC 3264 [6] and IETF RFC 4566 [9] the MCPTT Client:
1. shall set the IP address of the MCPTT Client for each offered Media Stream and for each offered Media-floor Control Entity;
NOTE 1:
If the MCPTT Client is behind NAT the IP address and port can be a different IP address and port than the one of the MCPTT Client depending on NAT traversal method used by SIP/IP Core.
2. shall include the media-level section for each offered Media Stream consisting of:
a) the port number for the Media Stream selected as specified in 3GPP TS 24.www [4]  "Port numbers";
Editor’s note: the “Port numbers” subclause referenced above in 3GPP TS 24.www [4] does not yet exist. It is assumed that in time a subclause will exist in that document providing a suitable reference for the above.
b) the codec(s) and Media Parameters;
c) the "i=" field set to "speech" as specified in subclause 4.3 "MCPTT Speech" when MCPTT Speech with MBCP is offered.
NOTE 2:
MCPTT Speech Media exists at most once in the SDP offer.
3.
shall include the media-level section of each offered Media-floor Control Entity, if any Media-floor Control Entity is offered, consisting of:
a) the format list field for the Media-floor Control Entity set to "TBCP";

b) the port number for Media-floor Control Entity selected as specified in 3GPP TS 24.www [4] "Port numbers";
Editor’s note: the “Port numbers” subclause referenced above in 3GPP TS 24.www [4] does not yet exist. It is assumed that in time a subclause will exist in that document providing a suitable reference for the above.

When composing an SDP offer, the MCPTT Client:
1.
shall bind the media-level section that identifies MCPTT Speech to Media-floor Control Entity, if MCPTT Speech is offered;
When the SIP/IP Core corresponds to 3GPP IMS, the MCPTT Client shall use 3GPP IMS mechanisms according to rules and procedures of 3GPP TS 24.229 [3] with the clarifications given in this subclause.
* * * Next Change * * * *

7.2.1.1
Establishment of an On-demand Session

7.2.1.2
MCPTT Client initiates a Pre-arranged MCPTT Group Session
Upon receiving a request from a MCPTT User to establish a MCPTT Group Session using a MCPTT Group Identity, identifying a Pre-arranged MCPTT Group the MCPTT Client:
1.
shall generate an initial SIP INVITE request as specified in subclause 7.1 "General";
2.
shall set the Request-URI of the SIP INVITE request to the MCPTT Group Identity identifying the MCPTT Group;
Editor’s note: 
3. may include in the Request-URI Session Type uri-parameter "session=prearranged"; 
NOTE 1:
The inclusion of the Session Type uri-parameter in the Request-URI in case of the On-demand Sessions is not mandatory, as it is not needed by the MCPTT Server for further processing by the Controlling MCPTT Function. In case the Session Type uri-parameter is included, the Controlling MCPTT Function checks whether it is set correctly.
4.
shall include in the SIP INVITE request a MIME SDP body as an SDP offer as specified in subclause 6.1.3.1a "SDP offer generation";
On receiving a SIP 200 "OK" response to the SIP INVITE request, the MCPTT Client:
1.
shall cache the list of supported SIP methods if received in the Allow header;

2.
shall cache the MCPTT Session Identity received in the Contact header; 

3.
may notify the Media Burst Control Scheme to the MCPTT User if received the indication of Media Burst Control Scheme;
4.
shall interact with the User Plane as specified in 3GPP TS 24.www [4] "MCPTT Client procedures at MCPTT Session initialization"; 
Editor’s note: the “MCPTT Client procedures at MCPTT Session initialization” subclause referenced above in 3GPP TS 24.www [4] does not yet exist. It is assumed that in time a subclause will exist in that document providing a suitable reference for the above.
5.
may notify the answer state to the MCPTT User (i.e. "Unconfirmed" or "Confirmed") if received in the P-Answer-State header in the response, and,
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the MCPTT Client shall use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of 3GPP TS 24.229 [3] with the clarifications given in this subclause.
7.3
MCPTT server procedures
* * * Next Change * * * *

Annex X (informative):
Working Draft for P-CRs based on OMA-PCPS-TS-Control_Plane-V1_0-20150220-C
Editor' Note:
The import of OMA-PCPS-TS-Multicast-V1_0-20150220-C will be treated by a separate Annex.
X.5.2
Authenticated Originator's PoC Address

The Authenticated Originator's PoC Address is the PoC Address of the PoC User at the originating or terminating PoC Client that has been validated by the SIP/IP Core or the PoC Group Identity used by the PoC Server performing the Controlling PoC Function when inviting PoC Users to a PoC Group Session. 

When the SIP/IP Core corresponds to 3GPP IMS, then the Authenticated Originator's PoC Address is contained in the P-Asserted-Identity header field according to rules and procedures of 3GPP TS 24.229 [2]. The PoC Client may insert a P-Preferred-Identity header field, which contains a PoC Client preferred identity, for the SIP/IP Core to use inside the P-Asserted-identity header field. If privacy is required, the From header field shall contain an anonymous URI. 

The From header field may be used to carry the Authenticated Originator's PoC Address, and may be supported by the PoC Server. The PoC Server may be able to support an Authenticated Originator's PoC Address in the From header field if the PoC Server has transitive trust with the SIP/IP Core, and if the SIP/IP Core is able to perform proxy authentication of the PoC Client.

If the PoC Server cannot obtain an Authenticated Originator's PoC Address for an initial request it shall reject the request with a SIP 403 "Forbidden" response.
X.5.4
Nick Name

The PoC Server and the PoC Client may send Nick Names in SIP requests and SIP responses. 

If a PoC Server supports sending of Nick Names in SIP requests and SIP responses the use of Nick Names shall be a service provider configuration option, where it is possible to enable or disable the sending of Nick Names.

If PoC Client and PoC Server supports sending of Nick Names, then following applies:

A PoC Client may provide the inviting PoC User’s Nick Name in the "display-name" part of the Authenticated Originator’s PoC Address, i.e. in the P-Preferred-Identity header field or, e.g. when the P-Preferred-Identity header field is not included, in the From header field of the initial SIP INVITE request or SIP REFER request sent towards the PoC Server performing the Participating PoC Function.

NOTE 1:
A Nick Name included in the P-Preferred-Identity header field is moved to the P-Asserted-Identity header field by the underlying SIP/IP Core if validation of the PoC Address is successful as described in IETF RFC 3325 [41]. If validation of the PoC Address fails the SIP/IP Core uses a default PoC Address in the P-Asserted-Identity header field and the Nick Name, if included in the P-Preferred-Identity header field, is lost. A Nick Name in the From header field is never lost. 

The PoC Server performing the Participating PoC Function shall provide the inviting PoC User’s Nick Name in the "display-name" part of the Authenticated Originator’s PoC Address in the initial SIP INVITE request before sending the initial SIP INVITE request to the PoC Server performing the Controlling PoC Function. If the Authenticated Originator’s PoC Address already includes a Nick Name it shall be replaced by the configured Nick Name, if available and if privacy not requested.

NOTE 2:
The Nick Name can be configured in the PoC Group definitions in the case of Pre-arranged PoC Group and in the case of Chat PoC Group.

The terminating PoC Client may provide the Invited PoC User’s Nick Name in the "display-name" part of the To header field of the SIP 200 "OK" response to an initial INVITE request sent to the PoC Server performing the Participating PoC Function.

The terminating PoC Client may have provided the PoC User’s Nick Name in the "display-name" part of the From header field of the SIP INVITE request, when Pre-established Session has been established.

The PoC Server performing the Participating PoC Function shall provide the Invited PoC User’s Nick Name in the "display-name" part of the Authenticated Originator’s PoC Address in SIP 200 "OK" responses to initial SIP INVITE requests before sending the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function. If the Authenticated Originator’s PoC Address already includes a Nick Name it shall be replaced by the configured Nick Name, if available and if privacy not requested.

In case of more than one identical Nick Name in a PoC Session, the PoC Server may make Nick Names unique by using the form of <Nick Name-n> where n is an integer number. For example with Nick Names there can be 'anonymous', 'anonymous-5', 'Batman' and 'Batman-3' in the same PoC Session as all these are unique.

The PoC Server performing the Controlling PoC Function shall collect Nick Names, if Nick Names for Participants in a PoC Session are provided, according to the following priority order: 

In case that privacy is requested: 

1.
A Nick Name received in the "display-name" part of the From header field of an initial SIP request, if included;
2.
A Nick Name received in the "display-name" part of the To header field of a SIP 200 "OK" response to an initial SIP request, if included; or
3.
A string that is the 'user' part of the Anonymous PoC Address as specified in subclause 5.9 "Anonymous PoC Address" e.g., "Anonymous-5". 

In case that privacy is not requested:

1.
The <display-name> child element of the <entry> element for PoC Users in PoC Group definitions as specified in OMA OMA-PCPS-TS-Document_Management-V1_0 [12] if <display-name> is defined;
2.
The Nick Names received in the "display-name" part of the Authenticated Originator’s PoC Address of initial SIP requests and SIP 200 "OK" responses to the initial SIP requests from Participants; or
3.
The Nick Names received in the "display-name" part of the From header field of initial SIP requests or in the "display-name" part of the To header field of the SIP 200 "OK" responses to the initial SIP requests from Participants.

The PoC Server performing the Controlling PoC Function shall include a Nick Name, if a Nick Name is collected as described above, in the Authenticated Originator’s PoC Address of the initial SIP INVITE request wheninviting a PoC User to a PoC Session.

NOTE 3:
The PoC Server performing the Controlling PoC Function uses the Nick Name as part of the Sender Identification as specified in OMA OMA-PCPS-TS-User_Plane-V1_0 [20]. "Sender Identification", and as part of Participant Information as described in subclause 7.2.1.11 "PoC Session Participant request".

The PoC Client may show the PoC User a locally stored display name instead of the received Nick Name, if a locally stored display name is available in the User Equipment.
X.6.1.3.1
General

Editor's note:
Aspects on "discrete media" and "FDCFO" have been removed from this subclause. For the full subclause see OMA-PCPS-TS-Control_Plane-V1_0-20150220-C subclause 6.1.3.1.

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

The PoC Client shall generate an initial SIP request according to rules and procedures of IETF RFC 3261 [33], except for the case when generating a SIP SUBSCRIBE request to the PoC Client:

1.
shall include an User-Agent header field to indicate the OMA PoC release version of the PoC Client as specified in subclause F.4.1 "Release version in User-agent and Server header fields"; 

2.
shall include the PoC feature tag '+g.poc.talkburst' in the Contact header field; 

3.
should include an Allow header field with the SIP methods supported in this SIP dialog according to rules and procedures of IETF RFC 3261 [33]; 

4.
shall include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";

5.
may include a Nick Name in the Authenticated Originator’s PoC Address and, if included, the Nick Name shall be included as specified in subclause 5.4 "Nick Name". 

The PoC Client shall generate an initial SIP INVITE request according to rules and procedures of IETF RFC 3261 [33].   The PoC Client:

1.
shall include the option tag 'timer' in the Supported header field; 

2.
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [54], "Generating an Initial Session Refresh Request". It is recommended that the refresher parameter is omitted. If included, the refresher parameter shall be set to 'uac';

3.
shall include an Accept-Language header field to indicate the language to be used by the PoC Server for the warning texts sent to the PoC Client if the PoC Client wishes to get the warning texts in a language different than default;

NOTE 2:
The use of the option tag 'precondition', as specified in IETF RFC 3312 [37], and the option tag '100rel', as specified in IETF RFC 3262 [34], is not defined for POC-1 reference point.

4.
should include a Resource-Priority header field according to rules and procedures of IETF RFC 4412 [57], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests that QoE Profile. If included, the value of the Resource-Priority header field shall be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles";

5.
may include media content in one or more MIME bodies as specified in IETF RFC 2046 [29] with a total size equal to or less than the maximum size indicated in "INCLUDED-MEDIA-CONTENT-SIZE". For each included media content, the PoC Client;

NOTE 3:
If "INCLUDED-MEDIA-CONTENT-SIZE" is not provisioned or if "INCLUDED-MEDIA-CONTENT-SIZE" is provisioned and set to zero a MIME body with a Media Type specified in IETF RFC 2046 [29] cannot be included.

a)
shall include a Content-Disposition header field as specified in IETF RFC 2046 [29] with disposition type set to "render", "attachment", "icon" or "alert" depending on the purpose of the Included Media Content and with "handling" parameter set to "handling=optional";
NOTE 4:
The disposition type "icon" indicates that the body part contains an image suitable as an iconic representation of the Inviting PoC User. The value "alert" indicates that the MIME body contains information, such as an audio clip, that should be rendered by the PoC Client in an attempt to alert the PoC User when receiving the invitation to the PoC Session. 

6.
may include text content in Subject header field in SIP INVITE request as specified in IETF RFC 3261 [33] with a total size equal to or less than the maximum size indicated in "INCLUDED-TEXT-CONTENT-SIZE"; and
NOTE 5:
If "INCLUDED-TEXT-CONTENT-SIZE" is not provisioned or if "INCLUDED-TEXT-CONTENT-SIZE" is provisioned and set to zero text content as specified in IETF RFC 3261 [33] cannot be included.
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may include reference to media content in the Alert-Info header field or in the Call-Info header field or both in SIP INVITE request according to rules and procedures in IETF RFC 3261 [33].

NOTE 6:
Included Media Content is not applicable, when establishing a Pre-established Session as specified in subclause 6.1.3.2.1 "PoC Client initiates a Pre-established Session" or when joining to a Chat PoC Group Session as specified in subclause 6.1.3.3.2 "PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session".

The PoC Client shall generate a SIP SUBSCRIBE request according to rules and procedures of IETF RFC 3261 [33]. The PoC Client:

1.
shall include an Accept-Contact header field with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of IETF RFC 3841 [51] in all initial SIP requests; 

2.
shall include a User-Agent header field to indicate the OMA PoC release version of the PoC Client as specified in subclause F.4.1 "Release version in User-agent and Server header fields";

3.
shall include the PoC feature tag '+g.poc.talkburst' in the Contact header field; 

4.
should include an Allow header field with the SIP methods supported in this SIP dialog according to rules and procedures of IETF RFC 3261 [33]; and
5.
shall include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address".

On receipt of a SIP final response or SIP provisional response to the SIP request, the PoC Client: 

1.
shall cache the list of SIP methods that the PoC Server supports if received in the Allow header field; 

2.
shall cache the contact if received in the Contact header field; and
3.
may present the warning text received in a Warning header field to the PoC User, if a Warning header field is received.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client:

1.
shall start the SIP Session timer using the value received in the Session-Expires header field according to rules and procedures of IETF RFC 4028 [54], "Processing a 2xx Response";

2.
shall use the accepted Media Stream and the connected Media-floor Control Entities until the PoC Session is modified or released;

3.
may present the warning text received in a Warning header field to the PoC User, if a Warning header field is received; and
NOTE 7:
The PoC Client can perform any further actions associated with the SIP/IP Core and Access Network outside the scope of this Specification in accordance with the requested priority procedures of the invitation, if the PoC Client included a Resource-Priority header field.

4.
should inform the PoC Server performing the Controlling PoC Function, as specified in subclause 6.1.4.4 "User Plane Adaptation", of the achieved QoE Profile, if a QoE Profile was negotiated and if the PoC Client is unable to obtain that negotiated QoE Profile according to the parameters provisioned to the PoC Client, as specified in subclause 5.8 "QoE Profiles".

When NAT traversal is supported by the PoC Client and when the PoC Client is behind a NAT, generation of SIP requests is done as specified in this subclause and as specified in IETF RFC 5626 [78].

When the SIP/IP Core corresponds to 3GPP IMS, the PoC Client shall use 3GPP IMS Session establishment mechanisms according to rules and procedures of 3GPP TS 24.229 [2] with the clarifications given in this subclause.
X.6.1.3.1a
SDP offer generation

Editor's note:
Aspects on "discrete media" have been removed from this subclause. For the full subclause see OMA-PCPS-TS-Control_Plane-V1_0-20150220-C subclause 6.1.3.1a.

For a PoC Session one or more Media Types may be offered. The offered Media Streams may be a PoC Speech. Media Streams for a PoC Session are offered with an SDP body, each independent Media Stream of offered Media Type represented by its own media-level section also known as m-line. One PoC Session may include one or more Media-floor Control Entities.

When generating an SDP offer for the PoC Session re-join, the PoC Client shall compose the SDP offer as in case of PoC Session initiation. 

NOTE 1:
The PoC Client can determine the Media Types currently used in the PoC Session as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package" or the PoC Client can use the same or subset of the Media Types negotiated in the previous PoC Session invitation.

When the PoC Client generates the SDP offer for the SIP Session refresh using SIP re-INVITE request, the PoC Client shall offer the currently used Media Streams with used Media Parameters according to rules and procedures of IETF RFC 3264 [35].

When the PoC Client establishes a Pre-established Session, the PoC Client shall compose the SDP offer as in case of PoC Session initiation. In the SDP offer, the PoC Client may include one or more Media Types and one or more Media-floor Control Entities.

When the PoC Client requests User Plane adaptation, the PoC Client shall offer the used Media Streams with modified Media Parameters according to rules and procedures of IETF RFC 3264 [35].

When the PoC Client generates SDP offer for placing media off hold or placing media on hold, the PoC Client shall offer the used Media Stream with used Media Parameters according to rules and procedures of IETF RFC 3264 [35].

When the PoC Client requests enable or disable PoC Moderated PoC Session Media Burst Control functionality, the PoC Client shall offer the Media Stream with the TBCP MIME parameters as specified in F.3 "SDP Extensions" and procedures of IETF RFC 3264 [35].

When the PoC Client offers to add new Media Type to the PoC Session or to connect to a Media Type in the PoC Session, the PoC Client shall offer the Media Type according to rules and procedures of IETF RFC 3264 [35].

NOTE 2:
The PoC Client is not necessarily authorized to add a Media Type to the existing PoC Session

When the PoC Client offers to disconnect from a Media Type in the PoC Session, the PoC Client shall mark the Media Stream as rejected according to rules and procedures of IETF RFC 3264 [35]. 

The PoC Client may offer to add a new MediaType, to connect to a Media Type and to disconnect from a Media Stream in the PoC Session in the same SIP request.

When composing an SDP offer according to rules and procedures of IETF RFC 3264 [35] and IETF RFC 4566 [62] the PoC Client:

1.
shall set the IP address of the PoC Client for each offered Media Stream and for each offered Media-floor Control Entity; 

NOTE 3:
If the PoC Client is behind NAT the IP address and port can be a different IP address and port than the one of the PoC Client depending on NAT traversal method used by SIP/IP Core.

2.
shall include the media-level section for each offered Media Stream consisting of:

a)
the port number for the Media Stream selected as specified in OMA OMA-TS-PCPS_UserPlane-V1_0 [20] "Port numbers";

b)
the codec(s) and Media Parameters;

c)
the "a=label" attribute with a unique value as specified in IETF RFC 4574 [63], if the Media Stream is to be connected to a Media-floor Control Entity, except when only PoC Speech with Talk Burst Control Protocol as specified in OMA OMA-TS-PoC_UserPlane-V1_0_1 [22] is offered;
d)
indication of the manner of Simultaneous Media Stream as specified in E.3 "SDP Extensions " if supported;
e)
the "i=" field set to "speech" as specified in subclause 5.10 "PoC Speech" when PoC Speech with MBCP is offered; and
NOTE 4:
PoC Speech Media exists at most once in the SDP offer.

f)
the IP address of the PoC Client and port number to be used for RTCP at the PoC Client selected as specified in OMA OMA-TS-PCPS_UserPlane-V1_0 [20] "Port numbers", according to rules and procedures of IETF RFC 3605 [48], if the Media Stream uses the RTCP protocol and other than the default IP address or port number specified by the IETF RFC 3550 [47] is to be used;
NOTE 5:
Includes an "a=sendonly" attribute for a media component if the Media Stream is placed on hold as specified in 6.1.4.2 "PoC Client placing media on hold".

3.
shall include the media-level section of each offered Media-floor Control Entity, if any Media-floor Control Entity is offered, consisting of:

a)
the format list field for the Media-floor Control Entity set to "TBCP";

b)
the port number for Media-floor Control Entity selected as specified in OMA OMA-TS-PCPS_UserPlane-V1_0 [20] "Port numbers"; 

c)
the "a=floorid:0 mstrm" attribute with value(s) referencing the Media Stream as specified in IETF RFC 4583 [65] intended to be connected to the Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in OMA OMA-TS-PoC_UserPlane-V1_0_1 [22] is offered; and
d)
optionally TBCP MIME parameters as specified in F.3 "SDP Extensions", TBCP MIME parameter "multimedia=1" is included, unless only PoC Speech with Talk Burst Control Protocol is offered.

4.
should include a QoE Profile attribute as specified in subclause F.3.2 "QoE Profile" with the following value, if QoE Profiles are provisioned to the PoC Client:

a)
the value of the Local QoE Profile corresponding to the QoS achieved by the PoC Client for the PoC Session if the SDP offer is used in the modification of a PoC Session.

b)
the QoE Profile requested by the PoC User in other case.

When composing an SDP offer, the PoC Client:

1.
shall bind the media-level section that identifies PoC Speech to Media-floor Control Entity, if PoC Speech is offered; and
2.
shall bind the media-level section that identifies Media Streaming Control, i.e., either TCP/RTSP or TCP/TLS/RTSP,  if Media Streaming Control is offered.

When the SIP/IP Core corresponds to 3GPP IMS, the PoC Client shall use 3GPP IMS mechanisms according to rules and procedures of 3GPP TS 24.229 [2] with the clarifications given in this subclause.
X.6.1.3.3.2
PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session 

Upon receiving a request from a PoC User to establish a PoC Group Session using a PoC Group Identity, identifying a Pre-arranged PoC Group or a Chat PoC Group the PoC Client: 

1.
shall generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General"; 

2.
shall set the Request-URI of the SIP INVITE request to the PoC Group Identity identifying the PoC Group;

3.
shall include an Accept-Contact header field with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of IETF RFC 3841 [51];

NOTE 1:
The handling of any other non-PoC specific feature tags in Accept-Contact header fields or Reject-Contact header fields is specified in the subclause 5.13 "Handling of non-PoC specific feature tags".

4.
may include in the Request-URI Session Type uri-parameter "session=prearranged" or "session=chat" respectively as specified in F.5.1 "Session Type uri-parameter";

NOTE 2:
The inclusion of the Session Type uri-parameter in the Request-URI in case of the On-demand Sessions is not mandatory, as it is not needed by the PoC Server for further processing by the Controlling PoC Function. In case the Session Type uri-parameter is included, the Controlling PoC Function checks whether it is set correctly.

5.
shall include in the SIP INVITE request a MIME SDP body as an SDP offer as specified in subclause 6.1.3.1a "SDP offer generation";

6.
shall include in the SIP INVITE request a Priv-Answer-Mode header field with the value 'Auto' according to rules and procedures of IETF RFC 5373 [77], in case the PoC User has requested manual answer override;

NOTE 3:
The PoC Server performing the Controlling PoC Function will ignore the manual answer override indication in case the PoC Group Identity identifies a Chat PoC Group.

7.
shall include in the SIP INVITE request an Answer-Mode header field with the value 'Manual;Require' according to rules and procedures of IETF RFC 5373 [77], in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client;

8.
shall include value 'id' in the Privacy header field according to rules and procedures of IETF RFC 3325 [41], if anonymity is requested; 

NOTE 4:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE request based on rules specified in the OMA OMA-PCPS-TS-Document_Management-V1_0 [12] the PoC Session will not be allowed by the PoC Server hosting the PoC Group.

9.
shall, if PoC Dispatcher capability is supported and if the PoC User requested to initiate a Dispatch PoC Session as PoC Dispatcher, proceed as specified in subclause 6.1.3.3.2.1 "Dispatch PoC Session initiation as PoC Dispatcher" before continuing with the rest of the steps;

10.
shall include a Priority header field set to "crisisevent" if the PoC User requested PoC Session Control for Crisis Handling; 

11.
shall send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client: 

1.
shall cache the list of supported SIP methods if received in the Allow header field;

2.
shall cache the PoC Session Identity if received in the Contact header field; 

3.
may indicate the progress of the PoC Session establishment to the Inviting PoC User; and
4.
shall, if the PoC Dispatcher or PoC Fleet Member capability is supported, notify the presence and value of the Dispatch Type uri-parameter in the Contact header field or in the Authenticated Originator’s PoC Address to the Inviting PoC User.

On receiving a SIP 200 "OK" response to the SIP INVITE request, the PoC Client:

1.
shall cache the list of supported SIP methods if received in the Allow header field;

2.
shall cache the PoC Session Identity received in the Contact header field; 

3.
may notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme;

4.
shall interact with the User Plane as specified in OMA OMA-TS-PCPS_UserPlane-V1_0 [20] "PoC Client procedures at PoC Session initialization";

5.
may notify the answer state to the PoC User (i.e. "Unconfirmed" or "Confirmed") if received in the P-Answer-State header field in the response, and,

6.
shall, if the PoC Dispatcher or PoC Fleet Member capability is supported, notify the presence and value of the Dispatch Type uri-parameter in the Contact header field or in the Authenticated Originator’s PoC Address to the Inviting PoC User.

In addition to this, the PoC Client may subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client Subscription to the conference state event package". 

When the SIP/IP Core corresponds to 3GPP IMS, the PoC Client shall use 3GPP IMS Session establishment mechanisms according to rules and procedures of 3GPP TS 24.229 [2] with the clarifications given in this subclause.
