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	Reason for change:
	In the current version of the document, the interaction of CDIV and emergency service as a diverted-to address is not described. Only the interaction with PSAP callback is described. 
In addition, other destinations than emergency services may be forbidden to be communication diversion targets (eg. some short numbers, services numbers, technical numbers…). Of course it is orperator/country specific and cannot be predefined. In the same idea, this control would have limited effects in roaming situation if the geolocal numbers (in particular for emergency) are not in the restriction list. Thus, in a general manner CDIV to geolocal numbers shall be precluded.
Even if it is possible to have a barring of incoming forwarded communications, it is more efficient to have the capability to forbid provisioning of such kind of targets. 

The control of the diversion destination should be performed at the diverted-to address registration (before or during activation) with a CDIV-blacklist.

	
	

	Summary of change:
	In 4.5.1a: The diverted-to address registration section is completed to add the control of the provisionned address in regards with a CDIV-blacklist (including emergency numbers). 


	
	

	Consequences if not approved:
	If the control of the diverted-to address is not performed, there is a risk to have incoming calls forwarded the an emergency service or a undesired destination.
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***** Next change *****
4.5.1a
Registration/erasure

For registration of diversion information for the services CFU, CFB, CFNR, CFNL, CFNRc and CD, the mechanisms specified in subclause 4.5.0 should be used. The diverted-to party address of the services CFU, CFB, CFNR, CFNL, CFNRc and CD can individually be registered at the subscriber’s request by using the mechanisms specified in subclause 4.5.0. The registration of any diverted-to party address that is present in an operator configurable blacklist that contains forbidden diverted-to identities shall be rejected. Emergency service identities are examples of identities that can be part of the blacklist.
For erasure of diversion information for the services CFU, CFB, CFNR, CFNL, CFNRc and CD, the mechanisms specified in subclause 4.5.0 should be used. The diverted-to party address of the services CFU, CFB, CFNR, CFNL, CFNRc and CD can individually be erased at the subscribers request by using the mechanisms specified in subclause 4.5.0.
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