Page 1



3GPP TSG-CT WG1 Meeting #91 
C1-151294
Bratislava (Slovakia), 13-17 April 2015
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	24.312
	CR
	0234
	rev
	2
	Current version:
	12.8.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	


	

	Title:

	APN usage in ISRP and IARP NSWO rule

	
	

	Source to WG:
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Nokia Networks

	Source to TSG:
	C1

	
	

	Work item code:
	SAES3-non3GPP
	
	Date:
	2015-03-17

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-12

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	The incoming LS from SA2 in the C1-150030 (S2-143698) pointed out the misalignment between stage 2 and stage 3 on using APN as IP traffic filter in NSWO for ISRP. So far there is no requirement to have APN as IP flow filter for NSWO in ISRP nor IARP rules in stage 2.

TS 23.402 states:

...

Each rule for NSWO contains one or more IP traffic filters (to match specific IP traffic), a rule priority and, optionally, validity conditions that indicate when the rule is valid. Each IP traffic filter may identify traffic based on destination address, transport protocol, destination/source port numbers, DSCP or Traffic Class, destination domain name and application identity….
Using APN in IP traffic filter for ISRP NSWO node may result offloading IP flows of operator service that has to be delivered via the EPC or IP flows that are not offloadable:
A non-Internet APN should not be used in the IP filters of ‘ISRP for NSWO’ rules. This is because such APNs may be explicitly requested by applications that are bound to a specific non-Internet APN. Such applications expect then their traffic to be transferred via a related PDN connection (not via NSWO). So, using a non-Internet APN in the IP filters of ‘ISRP for NSWO’ rules could create problems to applications.

These concerns need to be addressed in stage 3.



	
	

	Summary of change:
	Add a warning note that using a non-Internet APN as IP filters of ISRP for NSWO rules or IARP for NSWO rules is not recommended.

	
	

	Consequences if not approved:
	Traffic/applications that are not supposed to routed over NSWO may end up being routed over NSWO leading to poor user experience.
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	*** First Change ***


5.7.48B
ANDSF/ISRP/<X>/ForNonSeamlessOffload/<X>/IPFlow/<X>/APN
The APN leaf indicates the APN of the IP flow description.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get, Replace

-
Values: <APN>

The APN format is defined in 3GPP TS 23.003 [3].

If the traffic is for an APN matching the value of this leaf, then this leaf is evaluated as matching. 
NOTE:
It is not recommended to use non-Internet APN as IP filters of ISRP rules for NSWO. 
	*** Next Change ***


5.9.49
ANDSF/IARP/<X>/ForNonSeamlessOffload/<X>/
IPFlow/<X>/APN
The APN leaf indicates the APN of the IP flow description.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get, Replace

-
Values: <APN>

The APN format is defined in 3GPP TS 23.003 [3].

If the traffic is for an APN matching the value of this leaf, then this leaf is evaluated as matching.
NOTE:
It is not recommended to use non-Internet APN as IP filters of IARP rules for NSWO. 

	*** End Change ***


