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1. Background
TS 22.179 specifies the Stage 1 service requirements for operation of Mission Critical Push To Talk over LTE (MCPTT) service. MCPTT makes use of capabilities included in Group Communications System Enablers for LTE (GCSE_LTE) and Proximity Services (ProSe), with additional requirements specific to the MCPTT Service. The MCPTT Service can be used for public safety applications and also for general commercial applications (e.g., utility companies and railways).

There are three Mission Critical Push To Talk over LTE (MCPTT) architectures proposed for On Network Operations in subclause 5.2 of TR 23.779 [1], i.e.: 
· Solution 2-1: IMS based Architecture for MCPTT Applications;
· Solution 2-2: NGCN-based architecture; and
· Solution 2-3: Generic High Level Architecture for MCPTT within a Public Safety Ecosystem with User-based Services Application Sublayer.

2. MCPTT Rel-13 schedule
At the Sorrento meeting (SA6 #1 and SA2 #107), it was discussed and agreed that MCPTT stage 2 work should be completed before SA #69 (in Sept.) in order to meet Rel-13 time schedule determined by SA plenary. It was also decided that the conclusion for SA6 TR (23.779) should be derived before SA #68 (in June) [2].




3. Evaluation
In order to meet the Rel-13 schedule it is very urgent to decide the baseline architecture for MCPTT service. We will evaluate the baseline architecture selection process among those three candidate architectures based on the following criteria: re-use of existing functionality, complexity and performance, device development and operator efforts, ability to meet Rel-13 schedule.

(1) Re-use of existing functionality

Solution 2-1: IMS based Architecture for MCPTT Applications:
· Even though there have been a lot of requirements for MCPTT added in TS 22.179, essential functionalities can readily be supported by IMS based MCPTT Architecture through leveraging the existing 3GPP IMS architecture and consolidating OMA PCPS [3] functionalities. Specifically, The following required MCPTT services can be leveraged from existing IMS architecture :
	-	Registration of the MCPTT UE;
	-	Authentication of the MCPTT user;
		(the existing IMS authentication and authorization mechanisms can be reused with some modifications for adaptation to new MCPTT services)
	-	Identity assertion and securing of trust domains;
	-	SIP session control;
[bookmark: _GoBack]	-	QoS support using the PCC framework;
	-	Priority Services;
	-	Overload Control;
	-	Restoration of IMS core network nodes;
	-	Access to data stored in the Public Safety User Data Function (PS-UDF).
-	Lawful Interception
-	Charging
-	Interaction with telephony services
-	Roaming
· The following required MCPTT capabilities and functionalities can also be provided by OMA PCPS functional entities:
- MCPTT Client;
- Group Management Client
- MCPTT Server
- Controlling Function
- Participating Function
- Presence Functionality
- Group Management Functionality
- Device Management Functionality
- XML Document Management Servers (XDMSs)
- XDM Aggregation proxy
- Presence Server
- Watcher
- MCPTT Interworking Function
- Charging Entity
- MCPTT Interworking Function (need enhancements on Interworking function to connect to non-LTE PTT systems, e.g., TETRA, P25 and legacy land mobile radio)
- MCPTT Interworking Agent
- Access network
Therefore only minor remaining enhancements need to be done in order to meet MCPTT requirement specification.
Solution 2-2: NGCN-based architecture
· The architecture is similar to Solution 2-1 with different placement of MCPTT Application Servers and SIP core network. 
· However in order to achieve all of the above required functionalities this candidate architecture requires specifying all functionalities from scratch. Therefore it would require much more specification work (refer to bullet (4) below) compared to an IMS based architecture which leverages most of the functionalities required to support MCPTT service.  The integration effort to access device authentication credentials and user specific authentication credentials from operators controlled database is additional effort. .
· Interworking with legacy systems is not mentioned.

Solution 2-3: Generic High Level Architecture for MCPTT within a Public Safety Ecosystem with User-based Services Application Sublayer
· In this solution, there is a clear separation of the network and transport layer from the application and services layers for MCPTT services. 
· However in order to achieve all of the above required functionalities this candidate architecture requires specifying all functionalities from scratch. Therefore it would require much more specification work (refer to bullet (4) below) compared to an IMS based architecture which leverages most the functionalities required to support MCPTT service.  The integration effort to access device authentication credentials and user specific authentication credentials from operators controlled database is additional effort.  

(2) Complexity and performance :

Arguments in SA6 against adopting an IMS-based architecture (solution 2-1) for MCPTT were its complexity (i.e., number of entities) and performance (i.e., increased signalling delay due to multiple entities) in comparison to SIP core. However, these arguments are not correct. The separation of entities in IMS architecture allows standardized interfaces to be defined for flexible deployment options, but these IMS entities (e.g., P-CSCF/S-CSCF/I-CSCF) may be combined in a single physical entity in some deployment scenarios and therefore performance optimization can be accomplished.

Meanwhile, in order to meet TS 22.179 stage 1 requirements, it is also expected that non-IMS architectures (solution 2-2 and 2-3) will eventually require additional complexity (e.g., proxy function for PCC support or additional function/gateway for interworking and roaming). Furthermore, charging support, LI interfaces, telephone services interaction, etc., will all have to be redeveloped from scratch; thus making this development with non-IMS based architecture a very time consuming exercise with no/little gain of current functionality. Overall, there is no advantage in having a non-IMS based architecture with respect to the complexity.

The performance for PTT access time (i.e., call setup time) is comparable among the three candidate architectures since all of them employ SIP-based signalling framework. Also media delay has no huge difference among these three candidate architectures by using appropriate media path optimization schemes. 

(3) Device development and operator efforts

Solution 2-1: IMS based Architecture for MCPTT Applications:
· Network operators [4] who have already deployed IMS infrastructures for VoLTE/VT and RCS services prefer the method that can increase utilization of the existing IMS infrastructure.
· Based on VoLTE/VT, RCS operating and system optimization experience, operators can easily adapt to new MCPTT service with reliable, stable and high quality communications service.
· Device vendors have also spent lots of development efforts on IMS-based architecture.
· Only very limited extra amount of efforts will be required to develop or deploy the MCPTT specific requirements by using an IMS based architecture.

Solution 2-2: NGCN-based architecture
· Requires developing brand new solutions/flows for all the functionalities listed in (1).

Solution 2-3: Generic High Level Architecture for MCPTT within a Public Safety Ecosystem with User-based Services Application Sublayer
· Requires developing brand new solutions/flows for all of the functionalities listed in (1).


(4) Ability to meet Rel-13 schedule

· 3GPP standardization process effort evaluation:
· The earliest versions of two important IMS specifications, 3GPP TS 24.229 and GSMA IR.92, took around 15 months and 6 months, respectively, to complete.
· The IMS based candidate architecture leverages the stable and proven 3GPP IMS specifications and OMA PCPS specifications. Therefore, only some minor enhancements will be required in order to implement the MCPTT stage 1 requirements. However, the other two non-IMS based candidate architectures may require a tremendous amount of new specification efforts from scratch to achieve a quality similar to that provided by the IMS based architecture. 

Compared to the other two candidate architectures, the IMS based architecture is best suited to meet the MCPTT Rel-13 schedule based on the scale of new functionalities and enhancements that need to be implemented.


4. Proposal
Given the above analysis, it is proposed that CT1 provides some feedback to SA6 stating that an IMS based architecture for MCPTT will allow meeting the Rel-13 schedule by leveraging existing 3GPP IMS architecture and consolidating OMA PCPS functionalities, whereas meeting the Rel-13 schedule with a non-IMS based architecture for MCPTT would be very difficult due to requiring significant new specification efforts.
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