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	Reason for change:
	According to TS23.167 subclause 4.1, it is defined that UE may perform an anynymous emergency call as follows:

9.
Emergency Service is not a subscription service and therefore, when the UE has roamed out of its home network, emergency services shall not be provided by the home network and shall be provided in the roamed-to network if the roamed-to network supports emergency sessions. If a UE has sufficient credentials, it shall initiate an emergency registration with the network (requiring the involvement of the home network). The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services. If the registration fails, the UE may attempt an anonymous emergency call.
Furthermore, TS23.167 subclause 6.2.1 defines following requirement for P-CSCF:

-
Handle registration requests with an emergency registration indication like any other registration request, except that it may reject an emergency registration request if the IM CN subsystem that the P‑CSCF belongs to can not support emergency sessions for the UE (e.g., due to operator policy or UE is not within IM CN subsystem's geographical area or IP-CAN not supported).

However, there seems to be no corresponding stage 3 specifiation for Scenario2 and this CR proposes the necessary change.
--------------

Answer to few of received comments (not all):

Comment If the IMS that PCSCF belongs to does not support emergency session then anonymous emergency call does not go through anyway. 
Answer Our understanding of SA2 requirement is that IMS that PCSCF is capable of handling emergency session, but based on operator policy operationally PCSCF is considered not to support emergency session. If the IMS is not capable of handling emergency session then the NW does not even allow UE to perform emergency registration by responding Emergency Service Support indication set to NO in Attach accept. However, in this requirement, the UE does perform emergency registration. So I believe the IMS is capable of handling anonymous emergency call. 

Comment Timer F condition seems to be not necessary. 
Answer Removed it.


	
	

	Summary of change:
	If the emergency registration fails, the UE is allowed to initiate an anonymous emergency call as specified in stage 2 spec.

	
	

	Consequences if not approved:
	Incomplete specification leads to wrong implementation and operator may loose service opportunity utlizing anonymous IMS emergency call.
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***** Next change *****
5.1.6.2
Initial emergency registration

When the user initiates an emergency call, if emergency registration is needed (including cases described in subclause 5.1.6.2A), the UE shall perform an emergency registration prior to sending the SIP request related to the emergency call.

The UE shall have only one valid emergency registration at any given time. If the UE initiates a new emergency registration using different contact address, and the previous emergency registration has not expired, the UE shall consider the previous emergency registration as expired.

IP-CAN procedures for emergency registration are defined in 3GPP TS 23.167 [4B] and in each access technology specific annex.

When a UE performs an initial emergency registration the UE shall perform the actions as specified in subclause 5.1.1.2 with the following additions and modifications:

a)
the UE shall include a "sos" SIP URI parameter in the Contact header field as described in subclause 7.2A.13, indicating that this is an emergency registration and that the associated contact address is allowed only for emergency service; and

b)
the UE shall populate the From and To header fields of the REGISTER request with:

-
the first entry in the list of public user identities provisioned in the UE;

-
the default public user identity obtained during the normal registration, if the UE is not provisioned with a list of public user identites, but the UE is currently registered to the IM CN subsystem; and

-
the derived temporary public user identity, in all other cases.
c)
if the UE receives:

1)
any 4xx response other than a 401 (Unauthorized) response to the REGISTER request;

2)
any 5xx response to the REGISTER request; or
3)
any 6xx response to the REGISTER request,

the UE may attempt an emergency call, in accordance with the rules described in 3GPP TS 23.167 [4B],  as described in subclause 5.1.6.8.2.
When the UE performs an initial emergency registration and whilst this emergency registration is active, the UE shall:

-
handle the emergency registration independently from any other ongoing registration to the IM CN subsystem;
-
handle any signalling or media related IP-CAN for the purpose of emergency calls independently from any other established IP-CAN for IM CN subsystem related signalling or media; and

-
handle all SIP signalling and all media related to the emergency call independently from any other ongoing IM CN subsystem signalling and media.

***** Next change *****
5.2.10.5
Abnormal and rejection cases

If the IM CN subsystem to where the P-CSCF belongs does not support emergency sessions due to local policy or for either the geographical location of the UE is located or the IP-CAN to which the UE is attached, the P-CSCF may reject that REGISTER request for emergency registration as identified by the presence of the "sos" SIP URI parameter in the Contact header field by sending a suitable 4xx, 5xx, or 6xx response.
If the IM CN subsystem to where the P-CSCF belongs to is not capable to handle emergency sessions or due to local policy does not handle emergency sessions or only handles certain type of emergency session request or does not support emergency sessions for either the geographical location of the UE is located or the IP-CAN to which the UE is attached, or the SDP of the request describes CS media (see 3GPP TS 24.292 [8O]), or for reasons described in subclause 5.2.10.4, the P-CSCF shall not forward the initial request for a dialog or standalone transaction or an unknown method. The P-CSCF:

I)
shall reject the request by returning a 380 (Alternative Service) response;

II)
if:

-
support for the 3GPP IM CN subsystem XML body as described in subclause 7.6 in the Accept header field is not indicated, the P-CSCF shall assume that the UE supports version 1 of the 3GPP XML Schema for the IM CN subsystem XML; or
-
if both the "sv" and "schemaversion" parameters are present, then the P-CSCF shall ignore the value of the "schemaversion" parameter;
III)
shall include in the 380 (Alternative Service) response:

a)
a Content-Type header field with the value set to associated MIME type of the 3GPP IM CN subsystem XML body as described in subclause 7.6.1;

b)
a P-Asserted-Identity header field set to the value of the SIP URI of the P-CSCF included in the Path header field during the registration of the user whose UE sent the request causing this response (see subclause 5.2.2.1); and
c)
if required by operator policy implementing national regulatory requirements, a Contact header field with an emergency service URN (i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69]). If a type of emergency service can be deduced from the Request-URI received from the UE and if required by operator policy implementing national regulatory requirements, the P-CSCF shall include in the emergency service URN a sub-service type deduced from the Request-URI received from the UE; and

NOTE 1:
If the Request-URI identifies an emergency service with a type of emergency service, and the 380 (Alternative Service) response does not contain a Contact header field with an emergency service URN or contains a Contact header field with an emergency service URN which does not include a sub-service type, and if, upon reception of the response, the UE performs the emergency call attempt in the IM CN subsystem, then the emergency call attempt in the IM CN subsystem can be misrouted.
IV)
shall include an IM CN subsystem XML body with the following elements:

a)
an <ims-3gpp> element with the "version" attribute set to "1" and with an <alternative-service> child element, set to the parameters of the alternative service;

i)
a <type> child element, set to "emergency" (see table 7.6.2) to indicate that it was an emergency call;

ii)
a <reason> child element, set to an operator configurable reason; and

iii)
an <action> child element, set to "emergency-registration" (see table 7.6.3) if the P-CSCF is accordingly configured by the operator.

NOTE 2:
Emergency service URN in the request-URI indicates for the network that the emergency call attempt is recognized by the UE.

NOTE 3:
Some networks only allow session requests with a Request-URI containing an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69].

