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***** Next change *****
4.9.1.1
General

In addition to the considerations and constraints defined by the simservs XML document 3GPP TS 24.623 [6], the following additional constraints and considerations for the Communication Barring sub-tree are defined.

An instance of the simulation services configuration containing a communication barring configuration document.

<?xml version="1.0" encoding="UTF-8"?>

<simservs 

xmlns="http://uri.etsi.org/ngn/params/xml/simservs/xcap" 

xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

xmlns:ocp="urn:oma:params:xml:ns:common-policy"> 

  <incoming-communication-barring active="true" password="xyz">




rule set

  </incoming-communication-barring >

  <outgoing-communication-barring active="true" password="xyz">




rule set

  </outgoing-communication-barring >

</simservs>

The communication barring service contains a rule set, which specifies how the communication barring services react to external stimuli.

***** Next change *****
4.9.1.2
Communication Barring elements

The communication barring configuration contains two communication barring elements, one for incoming-communication-barring and one for outgoing-communication-barring. Each barring element contains a rule set. The rule set reuses the syntax as specified by the common policy draft (see IETF RFC 4745 [16]).
Incoming-communication-barring element has the following form:
  <incoming-communication-barring active="true" password="xyz">

    <cp:ruleset>





rule1





rule2

    </cp:ruleset>

  </incoming-communication-barring>

Outgoing-communication-barring element has the following form:

  <outgoing-communication-barring active="true" password="xyz">

    <cp:ruleset>





rule3





rule4

    </cp:ruleset>

  </outgoing-communication-barring>

For evaluating a rule set the AS shall use the algorithm as specified in common policy draft (see IETF RFC 4745 [16], subclause 10.2).

In subclause 4.9.1.3 all allowed conditions are specified, communication barring rules are always evaluated at communication setup time.

The shown "active" attribute and the password attribute are inherited from the simservType from 3GPP TS 24.623 [6]; their meaning is also specified in 3GPP TS 24.623 [6].

***** Next change *****
4.9.1.6
Supported Conditions for Communication Barring
The supported conditions for communication barring are configured with a list of condition capability elements. These capability elements are read only and indicate which capabilities related to communication barring the network has provisioned for a user. There is one rule capability element per each rule condition.

EXAMPLE:
An instance of the simulation services configuration containing a service capabilities document for communication barring is shown in the following example. In this example, the same capabilities as in Call Barring in a CS network are supported.
<?xml version="1.0" encoding="UTF-8"?>

<simservs>

xmlns="http://uri.etsi.org/ngn/params/xml/simservs/xcap"

  <communication-barring-serv-cap active="true" password="xyz">

    <serv-cap-conditions>
       <serv-cap-communication-diverted provisioned="false"></serv-cap-communication-diverted>
       <serv-cap-external-list provisioned="false"></serv-cap-external-list>
       <serv-cap-identity provisioned="false"></serv-cap-identity>
       <serv-cap-media>

          <media>audio</media>

          <media>video</media>

       </serv-cap-media>
       <serv-cap-other-identity provisioned="false"></serv-cap-other-identity>
       <serv-cap-presence-status provisioned="false"></serv-cap-presence-status>
       <serv-cap-roaming provisioned="false"></serv-cap-roaming>
       <serv-cap-rule-deactivated provisioned="false"></serv-cap-rule-deactivated>
       <serv-cap-request-name provisioned="false"></serv-cap-request-name>
       <serv-cap-validity provisioned="false"></serv-cap-validity>
    </serv-cap-conditions>
</communication-barring-serv-cap>
</simservs>

