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PROBLEM STATEMENT
According to 22.173 section 8.2.10.1

This service description is based on the service description described in [E-15] and [E-16]. 

where

[E-15]
ETSI EN 301 082 (V2.1.1): "Integrated Services Digital Network (ISDN); Outgoing Call Barring‑Fixed (OCB-F) supplementary service; Service description".
[E-16]
ETSI EN 301 084 (V2.1.1): "Integrated Services Digital Network (ISDN); Outgoing Call  Barring‑User Controlled (OCB-UC) supplementary service; Service description".
CONCLUSION: Outgoing Communication Barring is to be supported in IMS, in accordance with the referenced documents.
According to ETSI EN 301 084 Section 1

The OCB-UC supplementary service enables calls belonging to certain types to be rejected when they are originated by the served user. The served user's ability to receive incoming calls is unaffected by the OCB-UC supplementary service.

The served user can select the barring program, activate and later deactivate it.
CONCLUSION:
The user must be able to activate / deactivate the Outgoing Communication Barring while in IMS.
According to ETSI EN 301 084 Section 4

Unauthorized use of the OCB-UC supplementary service is protected by the use of PINs. The management of PINs is outside the scope of the present document.

CONCLUSION: The user must use the PIN when managing (activate, deactivate, register, erase, and interrogation) the outgoing communication barring while in IMS.
The XML schema defined in 24.623 and 24.611 do not provide a mechanism to carry the password/PIN from the UE to the network when the user attempts to activate/deactivate the communication barring while in IMS. 

Since a voice path is not established when a Ut procedure is initiated, there is no alternate path for the password to be provided to the network during a Ut interface procedure related to management of outgoing communication barring service.
CONCLUSION: Unauthorized configuration of outgoing communication barring service can not be prevented with existing procedures.

NEXT STEPS

CRs to 24.623 and 24.611 are provided in C1-150365 and C1-150366 to address this shortcoming.
