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	Reason for change:
	RFC7044 replaced RFC4244 from Rel-12 onwards in 3GPP specifications under the work item HISTORY_CT.
One of the objectives of this Work Item is to also address backwards compatibility issues.

The procedures on how to set or increment, respectively the index in the History-Info header field are described in clause 4.5.2.6.2.2 of TS 24.604.

Old Text:

The Index shall be set or incremented according to the Basic Forwarding rules specified in subclause 4.3.3.1.3. "Indexing in the History-Info Header" of IETF RFC 4244 [3].

New Text:

The Index shall be set or incremented according to the Basic Forwarding rules specified in subclause 10.3. "Indexing in the History-Info Header Field" of IETF RFC 7044 [3].
However, the IETF have unfortunately reworded the headings for these indexing rules from RFC4244 to RFC7044.

Old Text:

1. Basic Forwarding:  In the case of a Request that is being forwarded, the index is determined by adding another level of indexing since the depth/length of the branch is increasing. To accomplish this, the proxy reads the value from the History-Info header in the received request, if available, and adds another level of indexing by appending the dot delimiter followed by an initial index for the new level RECOMMENDED to be 1. For example, if the index in the last History-Info header field in the received request is 1.1, this proxy would initialize its index to 1.1.1 and forward the request.

New Text:

1. Forwarding a request without changing the target: In the case of a request that is being forwarded without changing the target, the hi-index reflects the increasing length of the branch. In this case, the SIP entity MUST read the value from the History-Info header field in the received request and MUST add another level of indexing by appending the dot delimiter followed by an initial value of 1 for the new level. For example, if the hi-index in the last History-Info header field in the received request is 1.1, a proxy would add an hi-entry with an hi-index of 1.1.1 and forward the request.

Thus, according to the current wording, this statement is only applicable if the target was not changed, which isn’t exactly applicable for Call Diversion scenarios.

Nonetheless, all applications (including SIP-ISUP interworking according to TS 29.163) expect that the index in the History-Info header field is set in accordance with these rules, i.e. that an additional “.1” is appended. Otherwise the functionality of CDIV will not be assured in any case.
Therefore, the statement in TS 24.604 needs to be amended to make clear how the index is actually set.

Please note that a similar statement was also earlier included in TS 24.504:

The Index shall be incremented according to the Basic Forwarding rules specified in clause 4.3.3.1.3. "Indexing in the History-Info Header" of RFC 4244 [3] the new level index "1" shall be used.

	
	

	Summary of change:
	Addition of clarifying text on how to set the index in the History-Info header field.

	
	

	Consequences if not approved:
	Unclear statements leading to potential misunderstandings, wrong implementations and ultimately not working CDIV service.
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1st change
4.5.2.6.2.2
Diversion where served user is not last in received History-Info header
If an AS determines that the AS shall divert a communication and if any of the following conditions apply for the received initial INVITE request:

-
no History-Info header received; or

-
a History-Info header is received in which the last history-info entry contains no hi-targeted-to-uri element for the served user. 

The AS shall set the following information in the retargeted initial INVITE request:

-
the diverting parties address;

-
the diverted-to party address;

-
diversion information.

The AS shall include or modify the following header fields with the specified values: 

a)
The Request URI - set to the SIP URI or tel URI where the communication is to be diverted to (see <target> element in subclause 4.9.1.4).

The AS shall set the cause-param parameter (redirecting reason and redirecting indicator) included in the history-info header field according to the diversion conditions. The mapping between the diversion conditions and the coding of the cause-param parameter is as follows:

-
if communication forwarding busy, the cause value "486" as defined by RFC 4458 [14];

-
if communication forwarding no reply, the cause value "408" as defined by RFC 4458 [14];

-
if communication forwarding unconditional, the cause value "302 as defined by RFC 4458 [14];

-
if communication deflection (Immediate Response), the cause value "480" as defined by RFC 4458 [14];

-
if communication forwarding not logged in , the cause value "404" as defined by RFC 4458 [14];

-
if communication deflection during alerting, the cause value "487" as defined by RFC 4458 [14];and

-
if communication forwarding on subscriber not reachable, the cause value "503" as defined by RFC 4458 [14];
b)
The History-Info header field - two hist-info entries that shall be generated. 

1)
The first entry includes the hi-targeted-to-uri of the served user. 


The AS shall include the privacy header "history" within the hi-targeted-to-uri in the escaped form, if:

-
the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
the served user has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


Otherwise, if the first entry contains the "gr" parameter and the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" is set to "not-reveal-as-GRUU", then the AS shall change the first entry as follows:

-
replace the first entry with the public user identity of the served user.

If the diversion is based on a SIP response from the served user, a Reason header in escaped form shall be included in accordance with IETF RFC 7044 [3].


The "index" header field parameter shall be set or incremented by using a new level "1" according to the rules specified in subclause 10.3 "Indexing in the History-Info Header Field" of IETF RFC 7044 [3].

2)
The second entry includes the new Request URI as described under bullet a) as hi-targeted-to-uri.

The "index" header field parameter shall be incremented by using a new level "1" according to the rules specified in subclause 10.3 "Indexing in the History-Info Header Field" of IETF RFC 7044 [3].

Add a hi-target-param "mp" set to value of the hi-index in the hi-entry with an hi-targeted-to-uri that reflects the Request-URI that was retargeted as described in IETF RFC 7044 [3].
NOTE:
In accordance with RFC 4458 [14], hi-targeted-to-uri will contain a cause-param in non-escaped format.
c)
The To header field:


If the served user does not want to reveal its identity to the diverted-to party, then the AS shall change the To header field to the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

-
if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served user has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "false".


Otherwise, if the To header contains the "gr" parameter and the served user has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "not-reveal-as-GRUU", then the AS shall change the To header field to a public user identity of the served user.


In all other cases the AS shall not change the To header.
next change

4.5.2.6.2.3
Diversion with served user last in received History-Info header
If an AS determines that the communication shall be diverted the AS shall apply the procedure in the present subclause if the received initial INVITE request includes a History-Info header, which in the last history-info entry includes a hi-targeted-to-uri with an entry for the served user, encoded as in subclause 4.5.2.6.2.2. In this case the AS shall add a new history-info entry to the History-Info header field according to the rules defined in IETF RFC 7044 [3]. The following information is added to the retargeted initial INVITE request:

-
the diverted-to party address;

-
diversion information.

The AS shall add or modify the following header fields with the specified values;
a)
Request URI - set to the SIP URI or tel URI where the communication is to be diverted to (see <target> element in subclause 4.9.1.4).

The AS shall add the cause-param as defined by RFC 4458[14] to the request URI. The mapping between the diversion conditions and the coding of the cause-param parameter shall be as defined under bullet a in sublause 4.5.2.6.2.2.
b)
History-Info header field shall be modified in accordance with IETF RFC 7044 [3]. The history entry corresponding to previous request URcan  be modified. One history entry is added. 

1)
The existing  history entry corresponding to the previous request URI shall be treated as follows: if the Privacy header field does not contain "history", the privacy header "history" in  escaped format shall be added or modified within the hi-targeted-to-uri, if:

-
the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
the served user has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


If the history entry representing the served user contains the "gr" parameter and the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "not-reveal-as-GRUU", the AS shall change the history entry to a public user identity of the served user.


If the diversion is based on a SIP response from the served user, a Reason header in escaped form shall be included in accordance with IETF RFC 7044 [3].user.
2)
A history entry shall be added containing the new Request URI as described under bullet a) as hi-targeted-to-uri.

The "index" header field parameter shall be incremented by using a new level "1" according to the rules specified in subclause 10.3 "Indexing in the History-Info header field" of IETF RFC 7044 [3].

Add a hi-target-param "mp" set to value of the hi-index in the hi-entry with an hi-targeted-to-uri that reflects the Request-URI that was retargeted as described in IETF RFC 7044 [3].
NOTE:
In accordance with RFC 4458 [14], hi-targeted-to-uri will contain a cause-param in non-escaped format.

c)
To header:


If the served user does not want to reveal its identity to the diverted-to party, then the To header shall be changed to the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

-
if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served user has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


Otherwise, if the To header contains the "gr" parameter and the served user has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "not-reveal-as-GRUU", then the To header shall be changed to a public user identity of the served user.


In all other cases the To header shall not be changed.
next change

4.5.2.6.2.4
Overview of the operation

Figure 4.5.2.6.2.4 shows the example of a communication path for multiple diversions.
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Figure 4.5.2.6.2.4: Originally A calls B Information transferred in the initial INVITE request

Table 4.5.2.6.2.4 shows which parameters and header fields that are added or modified in a diversion AS.

Table 4.5.2.6.2.4: Parameter information for multiple redirections
	
	HOP 1
	HOP 2
	HOP 3
	HOP 4
	HOP 5

	Number Information:
P-Asserted-Identity

Request URI

	A

B
	A

C


	A

D


	A

E


	A

F



	hi-entry
	
	B
	C
	B
	C
	D
	B,
C
	D
	E
	B,
C,
D
	E
	F

	Information added:
hi-targeted-to-uri
Reason header (NOTE 2)

cause-param (NOTE 3)
Privacy

Hi-index (NOTE 1)

hi-target-param "mp"


	
	B
V
W

index 1
	C
U
index 2

index 1
	No changes 
	V

W


	D
U

index 3

index 2 
	No changes 
	V

W


	E

U
index 4

index 3
	No changes 
	V

W

	F

U
index 5

index 4

	U = Value for the cause-param parameter as specified in 4.5.2.6.2.2 and 4.5.2.6.2.3 

V = Value in accordance with the rules in RFC 7044 [3].
W = privacy value (history) or (none) or no entry.
NOTE 1:
The hi-index field shall be set or incremented by using a new level "1" according to the rules specified in subclause 10.3 of RFC 7044 [3].
NOTE 2: 
The encoding of the reason header and the contained protocol-cause parameter are specified in RFC 3326 [24]. It is embedded in the hi-targeted-to-uri of the history info header in escaped format according to the rules in RFC 7044 [3].

NOTE 3:
The cause-param is specified in RFC 4458 [14]. It is embedded in the hi-targeted-to-uri of the history info header in non-escaped format according to the rules in RFC 4458 [14].
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