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***** Next change *****
12.5.1
EATF procedures for PS to CS session continuity, E-SR-VCC

The EATF needs to distinguish between the following initial SIP INVITE requests to provide specific functionality for E-SR-VCC:

1.
SIP INVITE request routed to the EATF due to E-STN-SR in the Request-URI. In the procedures below, such requests are known as "SIP INVITE requests due to E-STN-SR".

NOTE 1:
The same E-STN-SR is used for all the emergency session access transfers within one PLMN.

Other initial SIP requests can be dealt with in any manner conformant with 3GPP TS 24.229 [2].

When the EATF receives a SIP INVITE request due to E-STN-SR on the Target Access Leg, the EATF shall: 

1.
associate the SIP INVITE request due to E-STN-SR with a source access leg, i.e. an existing SIP session anchored at the EATF with the sip.instance media feature tag provided by the SC UE in the Contact header field at session establishment equal to the sip.instance media feature tag included in the Contact header field of the received SIP INVITE request.
NOTE 2:
When the sip.instance media feature tag contains an IMEI URN as specified in IETF RFC 7254 [82], the spare digit (i.e. the digit matching the spare ABNF rule) is required to be set to zero. If the spare digit is set to non zero value, the spare digit can be ignored.


If no source access leg exists or if multiple source access legs exist, then the EATF shall send a SIP 480 (Temporarily Unavailable) response to reject the SIP INVITE request due to E-STN-SR; and

2.
originate session modification as described in 3GPP TS 24.229 [2] towards the remote UE with a new SDP offer with media characteristics as received in the SIP INVITE request due to E-STN-SR.

Upon receiving the SIP ACK request from the Target Access Leg, and after an operator specific timer has expired, the EATF shall release the source access leg as described in 3GPP TS 24.229 [2].

NOTE 3:
Delaying the release of the source access leg as described above allows an SC UE to reuse the PS dialog in case of PS to CS SRVCC cancellation.
If the EATF rejects the received SIP INVITE request due to E-STN-SR with a SIP 488 (Not Acceptable Here) response (in case of SDP media description conflict between target and remote access leg as described in subclause 6A.5), the EATF shall populate the response with:

1)
an application/sdp MIME body containing all the payload type numbers and media format descriptions received from the SC UE in the initial SDP offer and updates of the initial SDP offer; and

2)
a Warning header field with the warn-code set to an appropriate value and the warn-agent set to the EATF host name.
***** Next change *****
12.6.2
Emergency session transfer from MSC server enhanced for SRVCC using SIP interface

When an MSC server enhanced for SRVCC using SIP interface receives an indication for a session transfer for an emergency session as described in 3GPP TS 23.216 [49], then the MSC server enhanced for SRVCC using SIP interface shall initiate a SIP INVITE request and shall:

1)
set the request URI to the E-STN-SR for the session with speech media component to be transferred;

2)
include the sip.instance feature tag as specified in IETF RFC 5626 [22] with a value based on the IMEI as defined in 3GPP TS 23.003 [12] in the Contact header field;
3)
set the P-Asserted-Identity header field to the Correlation MSISDN if one is available; and

4)
include an SDP offer with media which the MSC server wishes to use in the session.
If the MSC server enhanced for SRVCC using SIP interface receives an SIP 488 (Not Acceptable Here) response containing a Warning header field containing the warn-agent with a host name identifying the EATF, an application/sdp MIME body and the MSC server decides to resend the SIP INVITE request, the MSC server shall populate an initial SIP INVITE request due to E-STN-SR as in step 1), 2), 3) and 4) above and modify the SDP offer to avoid conflicts as follows:
1)
if the media format description in the SDP received in the SIP 488 (Not Acceptable Here) response is exactly the same as the media description offered by the MSC server, use the same payload type number; and

2)
if the media format description in the SDP received in the SIP 488 (Not Acceptable Here) response is not exactly the same, select a payload type number not included in the SDP of the SIP response.
***** Next change *****
