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	Reason for change:
	According to subclause 5.2.3 it is mandatory for the P-CSCF to subscribe to user's registration-state event package. The subscription procedure includes inserting the P-Asserted-Identity header field with the URI used in the Path header field.

The URI in the P-Asserted-Identity header field is used by the S-CSCF to identify the P-CSCF. If the Path header field in the REGISTER request is hidden and the S-CSCF compares the URI received in the Path header field with the URI received in the P-Asserted-Identity header field in the SUBSCRIB request there will be a mismatch and the S-CSCF rejects the subscription to the reg-event.

In subclause 5.10.4.1 and 5.10.4.2 the Path header field is listed as a header field that shall be hidden if THIG is applied. 

There is a NOTE in 5.10.4.1 informing about the problem with hiding the Path header field! 
However, topology hiding of the Path header field may be required hence a solution to the above problems are needed.

Further, the same problem has the subscription to the user's debug event package.
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-Updated P-CSCF to include the URI added by the IBCF in the Path header field when THIG is required when subscribing to the user's debug event.

- removed the NOTE in 5.10.4.1 (since the IBCF now can hide the Path header field without problem)
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***** Next change *****
5.2.3
Subscription to the user's registration-state event package

Upon receipt of a 200 (OK) response to the first initial REGISTER request (i.e. this was the first initial REGISTER request that the P-CSCF received from the user identified with its private user identity), the P-CSCF shall:

1)
generate a SUBSCRIBE request in accordance with RFC 3680 [43] and RFC 6665 [28], with the following elements:

-
a Request-URI set to the resource to which the P-CSCF wants to be subscribed to, i.e. to the SIP URI that is the default public user identity of the user;

-
a From header field set to the P-CSCF's SIP URI;

-
a To header field, set to the SIP URI that is the default public user identity of the user;

-
an Event header field set to the "reg" event package;

-
an Expires header field set to a value higher then the registration expiration interval value indicated in the 200 (OK) response to the REGISTER request;

-
a P-Asserted-Identity header field set to: 
a)
if topology hiding is not required, the SIP URI of the P-CSCF,which was inserted into the Path header field during the registration of the user to whose registration state the P-CSCF subscribes to; and
b)
if topology hiding is required, the SIP URI received in the second Path header field from the bottom in the 200 (OK) to the REGISTER request; and
NOTE 1:
How P-CSCF determines if topology hiding is required is an implementation issue.
-
a P-Charging-Vector header field with the "icid-value" header field parameter populated as specified in 3GPP TS 32.260 [17] and a type 1 "orig-ioi" header field parameter. The P-CSCF shall set the type 1 "orig-ioi" header field parameter to a value that identifies the sending network of the request. The P-CSCF shall not include the type 1 "term-ioi" header field parameter;

1A)
if
a)
the SIP URI used in the Request-URI of the SUBSCRIBE request belongs to a UE that is roaming;

b)
the P-CSCF is not in the home network;
c)
the P-CSCF supports indicating the traffic leg as specified in draft-holmberg-dispatch-iotl [225]; and

d)
if required by local policy;
then the P-CSCF may append the "iotl" SIP URI parameter set to "visitedA-homeA" to the Request-URI;
2)
if the P-CSCF is located in the visited network, and local policy requires the application of IBCF capabilities in the visited network towards the home network, then the P-CSCF shall forward the request to an IBCF in the visited network;

3)
if the P-CSCF is located in the visited network and local policy does not require the application of IBCF capabilities in the visited network towards the home network, determine the entry point of the home network (e.g., by using DNS services) and send the SUBSCRIBE request to that entry point, according to the procedures of RFC 3261 [26]; and
4)
if the P-CSCF is located in the home network, then the P-CSCF shall forward the request to an I-CSCF in the home network.
NOTE 2:
The subscription to reg event package is done once per private user identity.

Upon receipt of a dialog establishing NOTIFY request, as specified in RFC 6665 [28], associated with the SUBSCRIBE request, the P-CSCF shall:

1)
store the information for the so established dialog;

2)
store the expiration time as indicated in the "expires" header field parameter of the Subscription-State header field, if present, of the received NOTIFY request. Otherwise the expiration time is retrieved from the Expires header field of the 2xx response to SUBSCRIBE request; and
3)
follow the procedures specified in RFC 6665 [28].

If continued subscription is required the P-CSCF shall automatically refresh the subscription by the reg event package 600 seconds before the expiration time for a previously registered public user identity, either 600 seconds before the expiration time if the initial subscription was for greater than 1200 seconds, or when half of the time has expired if the initial subscription was for 1200 seconds or less. If a SUBSCRIBE request to refresh a subscription fails with a non-481 response, the P-CSCF shall still consider the original subscription valid for the duration of the most recently known "Expires" value according to RFC 6665 [28]. Otherwise, the P-CSCF shall consider the subscription invalid and start a new initial subscription according to RFC 6665 [28].

5.2.3A
Subscription to the user's debug event package

Upon receipt of a 2xx response to a registration that contains an empty P-Debug-ID header field, the P-CSCF shall:

1)
generate a SUBSCRIBE request in accordance with draft-dawes-sipping-debug [140], with the following elements:
-
a Request-URI set to the resource to which the P-CSCF wants to be subscribed to, i.e. to the SIP URI that is the default public user identity of the user;

-
a From header field set to the P-CSCF's SIP URI;

-
a To header field, set to the SIP URI that is the default public user identity of the user;

-
an Event header field set to the "debug" event package;

-
a P-Asserted-Identity header field set to:
a)
if topology hiding is not required, the SIP URI of the P-CSCF,which was inserted into the Path header field during the registration of the user to whose registration state the P-CSCF subscribes to; and

b)
if topology hiding is required, the SIP URI received in the second Path header field from the bottom in the 200 (OK) to the REGISTER request; and
NOTE 1:
How P-CSCF determines if topology hiding is required is an implementation issue.
-
a P-Charging-Vector header field with the "icid-value" header field parameter populated as specified in 3GPP TS 32.260 [17] and a type 1 "orig-ioi" header field parameter. The P-CSCF shall set the type 1 "orig-ioi" header field parameter to a value that identifies the sending network of the request. The P-CSCF shall not include the type 1 "term-ioi" header field parameter;

1A)
if
a)
the SIP URI used in the Request-URI of the SUBSCRIBE request belongs to a UE that is roaming;

b)
the P-CSCF is not in the home network;
c)
the P-CSCF supports indicating the traffic leg as specified in draft-holmberg-dispatch-iotl [225]; and

d)
if required by local policy;
then the P-CSCF may append the "iotl" SIP URI parameter set to "visitedA-homeA" to the Request-URI;
2)
if the P-CSCF is located in the visited network, and local policy requires the application of IBCF capabilities in the visited network towards the home network, then the P-CSCF shall forward the request to an IBCF in the visited network; and

3)
determine the entry point of the home network (e.g., by using DNS services) and send the SUBSCRIBE request to that entry point, according to the procedures of RFC 3261 [26].

NOTE 2:
The subscription to debug event package is done once per private user identity.

***** Next change *****
5.10.4.1
General

NOTE 1:
THIG functionality is performed in I-CSCF in Release-5 and Release-6 and is compatible with the procedures specified in this subclause.

The following procedures shall only be applied if network topology hiding is required by the network. The network requiring network topology hiding is called the hiding network.

NOTE 2:
Requests and responses are handled independently therefore no state information is needed for that purpose within an IBCF.

The IBCF shall apply network topology hiding to all header fields which reveal topology information, such as Via, Route, Record-Route, Service-Route, and Path.


Upon receiving an incoming REGISTER request for which network topology hiding has to be applied and which includes a Path header field, the IBCF shall add the routeable SIP URI of the IBCF to the top of the Path header field. The IBCF may:

1)
include in the inserted SIP URI an indicator that identifies the direction of subsequent requests received by the IBCF i.e., from the S-CSCF towards the P-CSCF, to identify the UE-terminating case. The IBCF may encode this indicator in different ways, such as, e.g., a unique parameter in the URI, a character string in the username part of the URI, or a dedicated port number in the URI; and
2)
if:

a)
IBCF supports indicating traffic leg associated with a URI as specified in draft-holmberg-dispatch-iotl [225]; and

b)
if the SIP URI in the bottommost hidden Path header field contains an "iotl" SIP URI parameter;


then append an "iotl" SIP URI parameter with the same value to its own SIP URI in the Path header field.
NOTE 4:
Any subsequent request that includes the direction indicator (in the Route header field) or arrives at the dedicated port number, indicates that the request was sent by the S-CSCF towards the P-CSCF.

Upon receiving an incoming initial request for which network topology hiding has to be applied and which includes a Record-Route header field, the IBCF shall add its own routeable SIP URI to the top of the Record-Route header field.

Upon receiving an 200 OK response to an REGISTER request for which network topology hiding has to be applied and which includes an URI identifying the IBCF in the topmost Service-Route header field and: 

1)
if IBCF supports indicating the traffic leg associated with a URI as specified in draft-holmberg-dispatch-iotl [225]; and

2)
if an "iotl" parameter is included in the bottommost SIP URI;

then append an "iotl" SIP URI parameter with the same value to its own SIP URI in the Service-Route header field.
***** Next change *****
