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1. Introduction

SA1 agreed requirements on Application specific Congestion control for Data Communication (ACDC) in Release 13 and CT1 also agreed the related ACDC-CT WID at the last CT1#88bis meeting. This paper focuses on significant issues for ACDC mechanism in the UE and clarifies the stage 1 requirement to make progress on ACDC work in CT1. 
2. Discussion

2.1 ACDC categorization onto the UE
Based on the stage 1 service description, ACDC is defined as below: 

“Application specific Congestion control for Data Communication (ACDC) is an access control mechanism for the operator to allow/prevent new access attempts from particular, operator-identified applications in the UE. The network can prevent/mitigate overload of the access network and/or the core network. This feature is optional.”
Also, ACDC categories are ranked in descending order of the probability of being restricted as below:
“ACDC categories are ranked in the order of the probability of being restricted. The operator assigns an application that needs minimal restriction to a higher ranked ACDC category. This reduces the impact to access attempts from such applications. Structuring controls in this way ensures that the same principle holds for roaming UEs, if the visited operator chooses to make ACDC applicable to roamers.”
“There may be many applications on a UE that are not assigned an ACDC category. Such applications should be treated by the UE as part of the lowest ranked ACDC category.  If the operator requires differentiation with respect to these uncategorized applications, the operator should avoid assigning applications to the lowest ranked ACDC category.”
Furthermore, the stage 1 requirements of ACDC given in TS 22.011 v13.1.0, subclause 4.3.5.2 have been captured as below:
“The home network shall be able to configure a UE with at least four ACDC categories to each of which particular, operator-identified applications are associated. The categories shall be ranked in order of the probability of being restricted.”
From the green highlighted text above, there is only the minimum boundary of ACDC categories to each of which particular operator-identified applications are associated. This minimum boundary of ACDC categories can lead a problem in roaming cases because HPLMN and VPLMN can configure the UE with different ACDC categorization. For example, the roaming UE is configured ACDC categories I, II and III (III for Google Map) by HPLMN and goes to VPLMN which configures the UE with only ACDC categories I and II (NOT categories III). Then, when the roaming UE wants to use Google Map in VPLMN, then the UE should treat Google Map as the lowest ranked ACDC category in VPLMN (category II for this case). If the network wants to avoid treating Google Map as the lowest ranked ACDC category, how the network can handle this?
An application can be mapped into different ACDC categories between HPLMN and VPLMN but the most important point is that HPLMN’s categorization ordering and VPLMN’s categorization ordering should be all respected. 

Proposal I: ACDC categorization should be treated with the same number of ACDC categories in the same order of the probability of being restricted between HPLMN and VPLMN; or
Proposal II: ACDC categorization should be treated by operator’s decision how many number of ACDC categories would be used.
2.2 Applying ACDC configuration from HPLMN and VPLMN
Extending the issue of section 2.1 in this paper, the stage 1 requirements of ACDC given in TS 22.011 v13.1.0, subclause 4.3.5.2 have been captured as below:
Note:
Provisioning of the ACDC categories in the UE is the responsibility of the HPLMN operator, and the categorization is outside the scope of 3GPP.
From the green highlighted text above, it means that the only home operator (HPLMN) can provide ACDC configuration and related information for the UE and the UE can ignore the ACDC configuration and related information provided by the visited operator (VPLMN).
Proposal III: the UE should apply ACDC categorization and configuration provided by only HPLMN but ignore ACDC categorization and configuration provided by VPLMN. 
2.3. Authorization for the provisioning of the ACDC configuration
The stage 1 requirements of ACDC given in TS 22.011 v13.1.0, subclause 4.3.5.2 have been captured as below:
Note:
A mechanism needs to be provided that enables the UE to verify that the provisioning of the configuration originates from a trusted source.
The yellow highlighted text above shows that provisioning of ACDC configuration and related information onto the UE should be secured and the UE needs to check whether this configuration and information provided by the network is valid.
Observation I: the UE needs to check whether ACDC configuration and related information is authorised with the network. 
2.4 Access control mechanism based on the ACDC categorization in the UE
The stage 1 requirements of ACDC given in TS 22.011 v13.1.0, subclause 4.3.5.2 have been captured as below:
“The UE shall be able to control whether or not access attempt for certain application is allowed, based on this broadcast control information and the configuration of categories in the UE.”
Note:
Communication already in progress is exempted from this control.
“The serving network shall be able to simultaneously indicate ACDC with other forms of access control.

· When both ACDC and ACB controls are indicated, ACDC shall override ACB.”
From the yellow highlighted text above, the network broadcasts the ACDC configuration and related information per each ACDC category (e.g. barring rates, ACDC-skip, etc.). Also, the yellow highlighted Note implies that ACDC mechanism can be only applied when an application session is started but it will not be applied to ongoing session of the application if ACDC configuration and related information changes. 
Furthermore, the green highlighted text above means that the network can simultaneously provide ACDC and ACB configuration and related information to the UE. When both ACDC and ACB configuration and related information are provided, then the UE should apply ACDC control mechanism, not ACB control mechanism. In this requirement, if the UE checks ACDC control for the session start of an application, then the UE should not check ACB for the session start of an application again.
Considering existing access control mechanisms (e.g. ACB, SSAC, ACB skip, EAB overriding), to re-use the existing logic of access control mechanisms can be possible for ACDC mechanism or a new logic of access control mechanisms for ACDC needs to be introduced.
Proposal IV: ACDC mechanism can be only applied when an application session is started but it will not be applied to ongoing session of the application due to ACDC configuration and related information changes.
Proposal V: when both ACDC and ACB configuration and related information are provided, then the UE should apply ACDC control mechanism, not ACB control mechanism. So the internal coordination in the UE may be needed to achieve this requirement.
Observation II: to re-use the existing logic of access control mechanisms can be possible for ACDC mechanism; or
Observation III: a new logic of access control mechanisms for ACDC needs to be introduced.
3. Conclusion

In summary, we propose some proposals and observations below about ACDC work in CT1.

Proposal I: ACDC categorization should be treated with the same number of ACDC categories in the same order of the probability of being restricted between HPLMN and VPLMN; or

Proposal II: ACDC categorization should be treated by operator’s decision how many number of ACDC categories would be used.

Proposal III: the UE should apply ACDC categorization and configuration provided by only HPLMN but ignore ACDC categorization and configuration provided by VPLMN. 
Proposal IV: ACDC mechanism can be only applied when an application session is started but it will not be applied to ongoing session of the application due to ACDC configuration and related information changes.

Proposal V: when both ACDC and ACB configuration and related information are provided, then the UE should apply ACDC control mechanism, not ACB control mechanism. So the internal coordination in the UE may be needed to achieve this requirement.
Observation I: the UE needs to check whether ACDC configuration and related information is authorised with the network
Observation II: to re-use the existing logic of access control mechanisms can be possible for ACDC mechanism; or
Observation III: a new logic of access control mechanisms for ACDC needs to be introduced.
Based on above proposals and observations, we propose CT1 to adopt these working assumption as common understanding and way forward. 
