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1. Introduction
This document clarifies that when the WIC using Gm SIP initiates the registration procedure, and the Security-Client header field is included in the Register message, the value of the "mediasec" header field parameter should be labeled with "dtls-srtp".
2. Reason for Change
In section 5.1.1.2.1 of TS 24.229, it is defined that:

On sending an unprotected REGISTER request, the UE shall populate the header fields as follows:

i)
a Security-Client header field to announce the media plane security mechanisms the UE supports, if any, labelled with the "mediasec" header field parameter specified in subclause 7.2A.7;

When the WIC using Gm SIP accesses eP-CSCF, it is specified in TS 24.371 that the procedures on the W2 interface shall follow the appropriate Gm SIP procedures defined in TS 24.229. The media plane security mechanism for the WIC and eP-CSCF is DTLS-SRTP, so when the WIC using Gm SIP initiate the registration procedure, the WIC should invole a a Security-Client header field to announce the media plane security mechanisms the UE supports, labelled with the "mediasec" header field parameter.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.371.
* * * First Change * * * *

6.1
General
This clause specifies procedures that are related to registration of a WIC in the IM CN subsystem that are required for support of WebRTC.
There are the following IMS registration scenarios defined in 3GPP TS 23.228 [4] Annex U. 3GPP TS 33.203 [9] specifies the following authentication methods applying to different IMS registration scenarios separately.

a)
Scenario 1: The WIC registration of individual public user identity using IMS authentication. There are two authentication methods specified in 3GPP TS 33.203 [9], corresponding to this scenario:

1)
SIP Digest authentication scheme; and
2)
use of IMS AKA authentication scheme.

Editor's note: Use of IMS AKA in WebRTC is not well defined in SA3 yet. There are many aspects still remains ffs, as described in 3GPP TS 33.203 [9].
b)
scenario 2: The WIC registration of individual public user identity based on web authentication.

1)
Web authentication scheme: The registration procedure between the eP-CSCF and the IM CN subsystem reuses the Trusted Node Authentication (TNA) procedure specified in 3GPP TS 33.203 [9]; or

c)
scenario 3: The WIC registration of individual public user identity from a pool of public user identities.

1)
Web authentication scheme: The registration procedure between the eP-CSCF and the IM CN subsystem reuses the Trusted Node Authentication (TNA) procedure specified in 3GPP TS 33.203 [9]. The registration procedure of scenario 3 is basically the same with scenario 2, with the difference that, in scenario 3 it is assumed that the WWSF is provided with a pool of public user identities and can assign public user identities within this pool.In all the registration scenarios, it is assumed that HTTP or HTTPS connection is used between the WIC and the WWSF, where HTTPS connection is recommended due to the security considerations.
The structure of subclause 6 is divided by functional entity as the first level, and in each subclause of a specific functional entity, all the authentication solutions are described in the sequence of registreation scenarios.

When the Gm SIP is used over the W2 interface, and the Security-Client header field is included in the Register message, the value of the "mediasec" header field parameter should be labeled with value of "dtls-srtp".
* * * End of Change * * * *

