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1. Reason for change
Stage 2 TS 23.303 subclause 4.5.1.1.2.3.3 includes a requirement that ProSe direct communication policy/parameters can be provided by 3rd party public safety provider application server instead of being provided by the DPF in the ProSe Function:
The following information is provisioned to the UE for one-to-many ProSe Direct Communication:

1)
Authorisation policy:

(…)
2)
ProSe Direct Communication policy/parameters:

-
Include the parameters that enable the UE to perform one-to-many ProSe Direct Communication when provisioned from DPF:

-
ProSe Layer-2 Group ID;

-
ProSe Group IP multicast address

-
Indication whether the UE should use IPv4 or IPv6 for that group

-
For a specific Group configured to operate using IPv4, optionally an IPv4 address to be used by the UE as a source address. If none is provisioned, then the UE shall use Dynamic Configuration of IPv4 Link-Local Addresses IETF RFC 3927 [16] to obtain a link local address for the Group.

-
Include group security related content for one-to-many ProSe Direct Communication.

NOTE 2:
More details on the necessary security aspect will be defined in SA3 specifications.

-
Alternatively these parameters can be provided from the 3rd party public safety provider application server (e.g. GCS AS as in TS 23.468 [26]). If UE receives the same set of data from AS that has been previously provided by DPF then UE uses the data set provided by AS for one-to-many ProSe Direct Communication.
The purpose of this P-CR is to capture this alternative in stage 3.
2. Proposal

It is proposed to agree the following changes to 3GPP TS 24.334 v1.0.0.
* * * First Change * * * *

5.1.1
General 

The ProSe direct discovery service authorisation determines whether the UE is authorised to use ProSe direct discovery announcing or ProSe direct discovery monitoring or both in a particular PLMN. The service authorisation is transferred between the UE and the ProSe Function over the PC3 interface with the ProSe Direct Services Provisioning Management Object as specified in 3GPP TS 24.333 [9]. The communication security over the PC3 interface is specified in 3GPP TS 33.cde [6].

Editor’s note: Reference and procedural text to be updated once 3GPP TSG SA WG3 TS is available and contains the relevant procedure.

The UE first requests service authorisation to use ProSe direct discovery from the ProSe Function of the HPLMN. The service authorisation provided by the ProSe Function of the HPLMN contains a list of PLMNs and indicates for each PLMN whether:

-
the UE is pre-authorised to use ProSe direct discovery without contacting the ProSe Function of that PLMN; or

-
the UE is conditionally authorised to use ProSe direct discovery in that PLMN, in which case it is required to also request service authorisation from the ProSe Function of that PLMN.

The UE then requests service authorisation from the ProSe Function of the local PLMNs or VPLMN in which it is conditionally authorised to use ProSe direct discovery announcing or monitoring. The ProSe Function of each local PLMN or VPLMN contacts the ProSe Function of the UE’s HPLMN to obtain the service authorisation from the HPLMN as specified in 3GPP TS 29.345 [5], merges it with its own service authorisation and sends the merged service authorisation to the UE.

The ProSe direct communication service authorisation determines whether the UE is authorised to use ProSe direct communication in a particular PLMN or when not served by E-UTRAN. 
The service authorisation for ProSe direct communication is either 

1)
pre-configured in the UE; or

2)
transferred between the UE and the ProSe Function over the PC3 interface with the ProSe Public Safety Direct Services Provisioning Management Object as specified in 3GPP TS 24.333 [9]. The communication security over the PC3 interface is specified in 3GPP TS 33.cde [6].

Editor’s note: Reference and procedural text to be updated once 3GPP TSG SA WG3 TS is available and contains the relevant procedure.
Editor’s note: Whether the UE can use option 1) above when served by E-UTRAN is FFS.
When using option 2) above, the UE shall:

a)
first request authorisation to use ProSe direct communication from the ProSe Function of the HPLMN. The service authorisation provided by the ProSe Function of the HPLMN indicates:

-
whether the UE is is authorised to perform ProSe direct communication when not served by E-UTRAN, and if so, the required radio parameters to be used for ProSe direct communication when not served by E-UTRAN;

-
the ProSe direct communication policy parameters; and
-
the list of PLMNs in which the UE is authorised to use direct communication when served by E-UTRAN, and for each PLMN, it indicates whether:

-
the UE is pre-authorised to use ProSe direct communication without contacting the ProSe Function of that PLMN; or

-
the UE is conditionally authorised to use ProSe direct communication in that PLMN, in which case it is required to also request service authorisation from the ProSe Function of that PLMN; and

b)
then request service authorisation from the ProSe Function of the PLMNs in which it is conditionally authorised to use ProSe direct communication. The ProSe Function of each of these PLMNs contacts the ProSe Function of the UE’s HPLMN to obtain the service authorisation from the HPLMN as specified in 3GPP TS 29.345 [5], merges it with its own service authorisation and sends the merged service authorisation to the UE.
Alternatively, the ProSe direct communication policy parameters mentioned above can be provided by the 3rd party public safety provider application server, using mechanisms that are out of scope of the present specification. If the UE receives the same parameters from the 3rd party public safety provider application server as those which had been previously transferred between the UE and the ProSe Function over the PC3 interface with the ProSe Public Safety Direct Services Provisioning Management Object, the UE shall use the parameters provided by the 3rd party public safety provider application server for ProSe direct communication.

The UE discovers the IP address of the ProSe Functions of the HPLMN, VPLMN and local PLMN as specified in subclause 5.1.2.
* * * End of Changes * * * *

