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1. Introduction
Currently it is not clear how emergency calls are treated for WebRTC access to IMS.
2. Reason for Change

22.228 contains the following NOTE

Note:
IMS Multimedia Emergency Sessions [5] are not supported for WebRTC IMS Client access.

3. Conclusions

There is a need to describe in 24.371 that emergency session on the W2 interface are not supported. This exception to 24.229 needs to be made clear as 24.371 refers to procedures for Gm usage specified in 24.229.
WIC will not initiate an emergency call

eP-CSCF will 

1) UE non detected emergency calls, if UE is attached to HPLMN, can be treated as emer call or rejected (based on local policy)
2) UE non detected emergency calls, if UE is not attached to HPLMN, rejected
Current approach is to use 403, but the group needs to discuss whether this is the correct response
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.371.
* * * First Change * * * *

7
Call origination and termination
Editor's note: This clause specifies procedures that are related to call origination and termination.
7.1
General
This clause specifies procedures that are related to call origination and termination in the IM CN subsystem that are required for support of WebRTC.
It is assumed that prior to the call origination and termination procedure, a WebSockets connection hase been established between the WIC and the eP-CSCF. The call control signalling between the WIC and the eP-CSCF is transport over the WebSockets connection.

The WIC shall support ICE procedures as described in RFC 5245 [22] with the additions specified in draft-ietf-rtcweb-stun-consent-freshness-03 [21]. The WIC shall perform ICE procedures when initiated by other subclauses in this document.
7.2
WIC (WebRTC IMS Client)
7.2.1
General
The WIC shall support RFC 5763 [5] and RFC 5764 [6].
The WIC using Gm shall follow the procedures as described in 3GPP TS 24.229 [3]. For the WIC using Gm, the appropriate signalling protocol is defined in 3GPP TS 24.229 [3].

The WIC using non-Gm SIP shall support RFC 3261 [19]. For the WIC using non-Gm, the appropriate signalling protocol is defined in RFC 3261 [19].

The WIC using non-SIP shall support RFC 3264 [20]. For the WIC using non-SIP, the appropriate signalling protocol is out of scope of this specification.
Editor's note: It needs to be studied how much the documentation of these options can be combined into a single text.
7.2.2
WIC originating call
When the WIC originates a call, the WIC shall: 
a)
perform the ICE procedures as defined in RFC 5245 [22]; and
b)
generate an SDP offer and send it towards the eP-CSCF using the appropriate signalling protocol as described in subclause 7.2.1.
Upon generating an SDP offer with an RTP based media, for each RTP based media, the WIC shall offer transport protocol according RFC 5763 [5], with the proto field in the "m=" line containing the "UDP/TLS/RTP/SAVPF" value according to RFC 5764 [6].
7.2.3
WIC terminating call

Upon receipt of an SDP offer, the WIC shall:
a)
perform the ICE procedures as defined in RFC 5245 [22]; and
b)
generate an SDP answer and send it towards the eP-CSCF using the appropriate signalling protocol as described in subclause 7.2.1.
Handling defined in RFC 5763 [5] and RFC 5764 [6] applies.
7.2.4
WIC emergency call
A WIC shall not attempt to establish a session when the WIC can detect that the number dialled is an emergency number.
Note:
Emergency calls originated from a WIC are not supported in this version of the specification.
Editor's note: It needs to be studied how the WIC reacts on a negative response that it receives as answer for an UE non-detected emergency call.
* * * Next Change * * * *

7.4
eP-CSCF (P-CSCF enhanced for WebRTC)
7.4.1
General
The eP-CSCF using Gm towards the WIC shall follow the procedures as described in 3GPP TS 24.229 [3]. For the eP-CSCF using Gm, the appropriate signalling protocol is defined in 3GPP TS 24.229 [3].
The eP-CSCF using non-Gm SIP towards the WIC shall support RFC 3261 [19]. For the eP-CSCF using non-Gm, the appropriate signalling protocol is defined in RFC 3261 [19].
The eP-CSCF using non-SIP towards the WIC shall support RFC 3264 [20]. For the eP-CSCF using non-SIP, the appropriate signalling protocol is out of scope of this specification.
Editor's note: It needs to be studied how much the documentation of these options can be combined into a single text.
The eP-CSCF shall support RFC 5763 [5] and RFC 5764 [6].
7.4.2
WIC originating call
Upon receipt of an SDP offer, the eP-CSCF shall:
a)
perform ICE procedures as defined in RFC 5245 [22]; and
b)
generate an SDP offer based on the SDP offer received from the WIC and forward it using the appropriate signalling protocol as described in subclause 7.4.1.
Upon receiving an SDP offer from the served WIC containing an DTLS-SRTP protected RTP based media, i.e. an "m=" line with the proto field containing the "UDP/TLS/RTP/SAVPF" value as specified in RFC 5764 [6], the eP-CSCF shall invoke IMS-ALG procedures, shall remove the SDP fingerprint attribute and shall act as defined in 3GPP TS 24.229 [3] as far as SDP and RTP is concerned.

Upon sending an SDP answer to the SDP offer, if the SDP offer was received from the served WIC, for each DTLS-SRTP protected RTP based media of the SDP offer from the served WIC which is accepted in the SDP answer, the eP-CSCF shall invoke IMS-ALG procedures, and shall indicate in the SDP answer to served WIC the transport protocol according to RFC 5763 [5], with the proto field in the "m=" line containing the "UDP/TLS/RTP/SAVPF" value according to RFC 5764 [6].

7.4.3
WIC terminating call

When receipt of an SDP answer, the eP-CSCF shall:
a)
perform ICE procedures as defined in subclause RFC 5245 [22]; and
b)
generate an SDP answer based on the SDP answer received from the WIC and forward it using the appropriate signalling protocol as described in subclause 7.4.1.
Upon receiving an SDP offer from a remote user with an RTP based media, for each RTP based media, the eP-CSCF shall invoke IMS-ALG procedures, and shall indicate in the SDP offer to served WIC the transport protocol according to RFC 5763 [5], with the proto field in the "m=" line containing the "UDP/TLS/RTP/SAVPF" value according to RFC 5764 [6].
Upon receiving an SDP answer to the SDP offer, if the SDP offer was received from the remote user, for each RTP based media of the SDP offer from the remote UE which is accepted in the SDP answer, the eP-CSCF shall invoke IMS-ALG procedures, shall remove the SDP fingerprint attribute and shall act as defined in 3GPP TS 24.229 [3] as far as SDP and RTP is concerned.
7.4.4
WIC emergency call
If the eP-CSCF receives an initial request for a dialog, or a standalone transaction, or an unknown method, for a registered user, the eP-CSCF shall inspect the Request-URI. The eP-CSCF shall consider the Request URI of the initial request as a emergency service identifier, if it is an emergency numbers or an emergency service URN from the configurable lists that are associated with:

1)
the country of the operator to which the eP-CSCF belongs to; and
2)
the country of roaming partners, if the request originates from a different country then the country of the network to which the eP-CSCF belongs to. If Gm based W2 is used, then access technology specific procedures are described in each access technology specific annex of 3GPP TS 24.229 [3] to determine from which country and roaming partner the request was originated; and

3)
if the country from which the request originates cannot be determined then all lists are associated.
If the eP-CSCF detects that the Request-URI of the initial request for a dialog, or a standalone transaction, or an unknown method matches one of the emergency service identifiers in the associated lists then the eP-CSCF shall:
A)
If item 1) applies then determine whether the request originates from the same country as the country of the network to which the eP-CSCF belongs. If Gm based W2 is used, then access technology specific procedures are described in each access technology specific annex of 3GPP TS 24.229 [3] to determine from which country and roaming partner the request was originated. If the request originates from the same country, then the eP-CSCF depending on operator policy shall:
a)
reject the request as appropriate for the signalling in use. If Gm based W2 is used, then send 380 (Alternative Service) response; or
b)
proceed the request as specified in of 3GPP TS 24.229 [3] sub-clause 5.2.10.4 for the case where the request is not rejected; or
B)
in all other cases the eP-CSCF shall reject the request as appropriate for the signalling in use. If Gm based W2 is used, then send a 380 (Alternative Service) response.
Editor's note: The contents of 380 (Alternative Service) response requires further study.
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