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	Reason for change:
	The XCAP server may depends on the UE serving PLMN to forbid manipulate supplementary settings via XCAP.
The scenario is:

1) The UE locate in visited network I, there is no IMS roaming agreement with the UE home network;

At this time, the UE can retry manipulate supplementary settings in CS domain (Note 1);

2) The UE move to visited network II, there have IMS roaming agreement with the UE home network;

At this time, the UE need retry manipulate supplementary settings in IMS domain when the serving PLMN changes;

	
	

	Summary of change:
	Add the description that the XCAP serverr may depends on the UE serving PLMN to forbid manipulate supplementary settings via XCAP. And, when the UE serving PLMN changes, the UE can retry the the manipulation of supplementary services settings via XCAP.

	
	

	Consequences if not approved:
	The XCAP client may not retry the manipulation of supplementary services settings via XCAP when the XCAP server depends on the UE serving PLMN to forbid manipulate supplementary settings via XCAP.
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	Other comments:
	


***** First change *****
5.3.1.2.2
UE temporarily prevented from manipulating supplementary service settings via XCAP
If the XCAP client receives a HTTP 403 (Forbidden) response to an HTTP PUT, HTTP GET or HTTP DELETE request, the XCAP client should not retry to manipulate the supplementary service settings via XCAP for a certain time period.

NOTE 1:
If the UE is not configured for supplementary service management as specified in 3GPP TS 24.167 [19], the UE can use another mechanism or domain (if available) to manipulate the supplementary services configuration settings (e.g. CS domain).

NOTE 2:
The certain time period that the XCAP client does not retry the manipulation of supplementary services settings via XCAP depends on the type of terminal that implements the XCAP client (e.g. XCAP clients residing on mobile terminals can retry after a power-off/power-on, after detection of a change of USIM/ISIM, or the UE serving PLMN changes).
***** Next change *****
5.3.2.3
User not allowed to manipulate settings via XCAP
If the username identified by the XCAP User Identifier (XUI) in the HTTP PUT, HTTP GET or HTTP DELETE request, or the UE serving PLMN, is not allowed to manipulate settings via XCAP, then the XCAP server shall respond with a HTTP 403 (Forbidden) response.

NOTE:
If the UE is not configured for supplementary service management as specified in 3GPP TS 24.167 [xx], it is expected that operators do not configure their XCAP servers to return the HTTP 403 error response code for any other reason than specified above.

***** End of change *****
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